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Introduction

he 70-742 exam focuses on the identity features and functionality available in Windows

Server 2016. It covers the installation and configuration of Active Directory Domain Services
(AD DS), and the managing and maintaining of AD DS, including configuring AD DS in a complex
enterprise environment. Creating and managing Group Policy is a significant part of the exam.
Also covered is how to implement Active Directory Certificate Services (AD CS), the identity
federation and access solutions, along with Active Directory Federation Services (AD FS), Web
Application Proxy, and Active Directory Rights Management Services (AD RMS).

This book is geared toward AD DS administrators who are looking to train in identity
and access technologies with Windows Server 2016. It explains how to deploy and configure
AD DS in a distributed environment, and how to implement Group Policy. In addition, the
book covers how to deploy AD FS, AD RMS, and AD CS.

This book covers every major topic area found on the exam, but it does not cover every
exam question. Only the Microsoft exam team has access to the exam questions, and
Microsoft regularly adds new questions to the exam, making it impossible to cover specific
questions. You should consider this book a supplement to your relevant real-world experi-
ence and other study materials. If you encounter a topic in this book that you do not feel
completely comfortable with, use the “Need more review?” links you'll find in the text to
find more information and take the time to research and study the topic. Great information
is available on MSDN, TechNet, and in blogs and forums.

Organization of this book

This book is organized by the “Skills measured” list published for the exam. The “Skills mea-
sured” list is available for each exam on the Microsoft Learning website: https://aka.ms/exam-
list. Each chapter in this book corresponds to a major topic area in the list, and the technical
tasks in each topic area determine a chapter’s organization. If an exam covers six major topic
areas, for example, the book will contain six chapters.

xi
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xii

Microsoft certifications

Microsoft certifications distinguish you by proving your command of a broad set of skills and
experience with current Microsoft products and technologies. The exams and corresponding
certifications are developed to validate your mastery of critical competencies as you design
and develop, or implement and support, solutions with Microsoft products and technologies
both on-premises and in the cloud. Certification brings a variety of benefits to the individual
and to employers and organizations.

MORE INFO ALL MICROSOFT CERTIFICATIONS

For information about Microsoft certifications, including a full list of available certifica-
tions, go to https://www.microsoft.com/learning.
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Install and configure Active
Directory Domain Services

Active Directory Domain Services (AD DS) provide the cornerstone of identity and access
solutions in Windows Server 2016. It is therefore important that you understand how to
implement an AD DS infrastructure to support the identity needs of your organization.

In this chapter, we cover how to install and configure domain controllers, and how
to create and configure users, groups, computers, and
organizational units (OUs). These skills are fundamental to
implementing AD DS. IMPORTANT
Have you read
page xv?
Skills covered in this chapter: It contains valuable

m Install and configure domain controllers information regarding
the skills you need to

m Create and manage Active Directory users and
pass the exam.

computers

m Create and manage Active Directory groups and OUs

Skill 1.1: Install and configure domain controllers

Domain controllers host the Windows Server 2016 AD DS server role and provide authenti-
cation and related services to your organization’s computers and other networked devices.
Before you can properly understand deployment scenarios for AD DS domain controllers,
you must first understand the fundamentals of AD DS, including forests, trees, domains,
sites, and OUs.



This section covers how to:

AD DS fundamentals

Install a new forest

Add or remove a domain controller

Install AD DS on a Server Core installation

Install a domain controller using Install from Media
Install and configure a read-only domain controller
Configure a global catalog server

Configure domain controller cloning

Upgrade domain controllers

Transfer and seize operations master roles

Resolve DNS SRV record registration issues

AD DS fundamentals

AD DS consists of both logical and physical components. A physical component is something
tangible, like a domain controller, while an AD DS forest is an intangible, logical component.

AD DS consists of the following logical components:

m Forest

clude the requirement to:

m Domain A domain is a logical administrative unit that contains users, groups,
computers, and other objects. Multiple domains can be part of one or several forests,
depending on your organizational needs. Parent-child and trust relationships define

Provide for complete administrative separation between disparate parts of your

organization.

Support different object types and attributes in the AD DS schema in different parts

of your organization.

your domain structure.

\\)) EXAM TIP

A domain does not provide for administrative separation because all domains in a forest
have the same forest administrator—the Enterprise Admins universal security group. For
complete administrative separation, you must implement multiple AD DS forests.

m Tree Atreeisa collection of AD DS domains that share a common root domain and
have a contiguous namespace. For example, sales.adatum.com and marketing.adatum.
com share the common root adatum.com; they also share a contiguous namespace,

Install and configure Active Directory Domain Services

A forest is a collection of AD DS domains that share a common schema and
are bound by automatically created two-way trust relationships. Most organizations
choose to implement AD DS with a single forest. Reasons to use multiple forests in-



adatum.com. You can build your AD DS forest using a single tree, or you can use multiple
trees. Reasons for using multiple trees include the requirement to support multiple logi-
cal namespaces within your organization, perhaps because of mergers or acquisitions.

m Schema The AD DS schema is the collection of objects types and their properties,
also known as attributes, that defines what sorts of objects you can create, store, and
manage within your AD DS forest. For example, a user is a logical object type, and
it has several properties, including a full name, a department, and a password. The
relationship between objects and their attributes is held in the schema, and all domain
controllers in a forest hold a copy of the schema.

m OU An OU is a container within a domain that contains users, groups, computers, and
other OUs. They are used to provide for administrative simplification. With OUs you
can easily delegate administrative rights to a collection of objects by grouping them
in an OU and assigning the right on that OU. You can also use Group Policy Objects
(GPOs) to configure user and computer settings and link those GPO settings to an OU,
streamlining the configuration process. One OU is created by default when you install
AD DS and create a domain: Domain Controllers.

m Container In addition to OUs, you can also use containers to group collections of
objects together. There are a number of built-in containers, including: Computers,
Builtin, and Managed Service Accounts. You cannot link GPOs to containers.

m Site Asiteis alogical representation of a physical location within your organization.
It can represent a large physical area, such as a city, or it can represent a smaller physi-
cal area, such as a collection of subnets defined by your datacenter boundaries. AD
DS sites help to enable networked devices to determine where they are in relation to
services with which they want to connect. For example, when a Windows 10 computer
starts up, it uses its determined site location to try to find an adjacent domain control-
ler to support the user’s sign in. Sites also enable you to control AD DS replication by
configuring an intersite replication schedule and interval.

9) EXAM TIP

A default site, Default-First-Site-Name, is created when you install AD DS and create your
forest. All domain controllers belong to this site until you create additional sites and assign
domain controllers to them. If you intend to create additional site objects, you should
rename the default site.

m Subnet A subnetis a logical representation of a physical subnet on your network. By
defining subnets, you make it possible for a computer in your AD DS forest to deter-
mine its physical location in relation to services offered in the forest. No subnets exist
by default. After you create subnets, you associate them with sites. A site can contain
more than one subnet.

Skill 1.1: Install and configure domain controllers



m Partition Your AD DS is physically stored in a database on all of your domain con-
trollers. Because some parts of your AD DS change infrequently, while others change
often, a number of separate partitions are stored in the AD DS database.

NOTE AD DS REPLICATION

When changes are made to AD DS, other instances of the changed partition must be
updated. This process is referred to as AD DS replication. By splitting the database into
several elements, the burden of the replication process is reduced.

These separate partitions are:

m Schema A forest-level partition, which changes rarely. Contains the AD DS forest
schema.

m Configuration A forest-level partition that changes rarely, this partition contains
the configuration data for the forest.

m Domain Domain-level partition. This partition changes frequently, and a write-
able copy of the partition is stored on all domain controllers. It contains the actual
objects, such as users and computers, which exist within your forest.

NOTE READ ONLY DOMAIN CONTROLLERS

Read Only Domain Controllers (RODCs) contain a read-only copy of the domain partition.

NOTE APPLICATION DIRECTORY PARTITIONS

You can also create specific partitions to support directory-enabled applications that you
deploy within your forest. For example, you can configure DNS to use a specific application
directory partition for AD-integrated zone replication purposes.

m Trust relationships A trust relationship, also sometimes referred to as a trust, is a
security agreement between two domains in an AD DS forest, between two forests,
or between a forest and an external security realm. This security agreement enables a
user on one side of the trust to be assigned access to resources on the other side of the
trust. In a trust relationship, one party is deemed to be trusting, while the other is said
to be trusted. The resource-holding entity is trusting, while the user-holding entity is
trusted. To help understand this, consider who is trusted and trusting when you lend
someone your car keys.

Install a new forest

To install a new AD DS forest, you must deploy the first domain controller in that forest. This
means deploying the AD DS server role on a Windows Server 2016 server computer and then
promoting the server to a domain controller, and choosing the option to Add A New Forest.

Install and configure Active Directory Domain Services



To create a new forest, start by installing the AD DS role by using the following procedure:

1. Sign in to the Windows Server 2016 computer as a local administrator.
2. Launch Server Manager and then, on the Dashboard, click Add Roles And Features.
3. Click through the Add Roles And Features Wizard, and then, as shown in Figure 1-1,
on the Server Roles page, select the Active Directory Domain Services check box, click
Add Features, and then click Next.
[ Add Roles and Features Wizard - m] x
2 2 DESTINATION SERVER
Select server roles LON-5VR2 Adanimcom
Before You Begin Select one or more roles to install on the selected server,
Instaliation Type Roles Description
[C] Active Directory Certificate Services o Active Directary Domain Services
(AD DS) stores infarmatien about
[] Active Directory Federation Services °§-i°f“5 o l'h.e nﬂqu and makes
[] Active Directory Lightweight Directory Services this information available to users
[J Active Directory Rights Management Services and network administrators. AD DS
e [ Device Health Attestation uses domain controllers to give
Conirmation ) DHCP Server network users access to permitted
] DNS Server resources anywhere on the network
O Fax Server through a single logon process.
I [ File and Storage Services (1 of 12 installed)
[T Host Guardian Service
[ Hyper-v
[ MultiPoint Services
[[] Metwark Controller
[C] Metwark Policy and Access Services
[C] Print and Document Services
[[] Remote Access
[[] Remote Desktop Services
[] Volume Activation Services
[] Web Server (115)
FIGURE 1-1 Installing the Active Directory Domain Services server role
4. Click through the rest of the wizard, and when prompted, click Install.
5. When installation is complete, click Close.
EXAM TIP

You can also use Windows PowerShell to install the necessary files. Run the following

command at an elevated Windows PowerShell command prompt: Install-WindowsFeature

AD-Domain-Services.

After you have installed the binaries for AD DS, you must create a new forest by promoting

the first domain controller in the forest. To do this, use the following procedure:

1.

In Server Manager, click the yellow warning triangle in Notifications, and then click
Promote This Server To A Domain Controller.

Skill 1.1: Install and configure domain controllers



EXAM TIP

You can also use Windows PowerShell to perform the promotion. Run the Install-ADDS-
DomainController cmdlet. For example, run the Install-ADDSDomainController -InstallDns
-DomainName adatum.com command to add the local server as an additional domain
controller in the Adatum.com domain, and install the DNS server role.

2. Inthe Active Directory Domain Services Configuration Wizard, on the Deployment
Configuration page, under Select The Deployment Operation, click Add A New Forest,
and then type the name of the forest root domain, as shown in Figure 1-2. Click Next.

T Active Dirsctory Domain Senvices Configuration Wizsrd - a % |
" - . i TARGET SERVER
Deployment Configuration LON-SVR3 Adatum.com

Sedect the deployment operation
-} Add a domain controller to an existing domain
Add a new domain to an existing forest
8 Add a new forest

Specify the domain information for this operation

Root domain name: Contoso.con|

More about deployment configurations

FIGURE 1-2 Adding a new forest

3. On the Domain Controller Options page, as shown in Figure 1-3, configure the follow-
ing options, and then click Next:

m Forest Functional Level The forest functional level determines which forest-
level features are available in your forest. The forest functional level also defines
the minimum domain functional level for domains in your forest. Thus, choosing
Windows Server 2012 at this level means that the minimum domain functional level
is also Windows Server 2012. Choose between:

= Windows Server 2008
m  Windows Server 2008 R2
= Windows Server 2012
= Windows Server 2012 R2
m  Windows Server 2016

® Domain Functional Level Determines the domain-level features that are avail-
able in this domain. Choose between:

Install and configure Active Directory Domain Services



= Windows Server 2008
m Windows Server 2008 R2
= Windows Server 2012
= Windows Server 2012 R2
m  Windows Server 2016

NEED MORE REVIEW? WINDOWS SERVER 2016 FUNCTIONAL LEVELS

To review further details about domain and forest functional levels in Windows Server
2016, refer to the Microsoft TechNet website at https://technet.microsoft.com/windows-
server-docs/identity/ad-ds/windows-server-2016-functional-levels.

= Domain Name System (DNS) Server DNS provides name resolution and is a
critical service for AD DS. This option is selected by default, and unless you already
have a configured DNS infrastructure, do not deselect this option.

m Global Catalog (GC) Global catalog servers provide forest-wide services. They
are selected by default, and cannot be unselected. The first (and only) domain con-
troller must be a global catalog server. When you have added additional domain
controllers, you can revisit this setting.

m Read Only Domain Controller (RODC) Determines whether this domain con-
troller is a read only domain controller. This option is not selected by default, and
unavailable for the first (and currently only) domain controller in your forest.

m Directory Services Restore Mode (DSRM) Password Used when you start the
domain controller in a recovery mode.

Fes Active Directory Domain Services Configuration Wizard - o %
. i « TARGET SERVER
Domain Controller Options LON-5VR3.Adatum.com

Seldect functional level of the new forest and root domain
Farest functional level: Windows Server 2016

Demain functional leval: Windows Server 2018 *

Specify domain controller capabilities
Domain Name System (DNS) server
| Global Catalag (GC)

FRead only domain controller (RODC)

Type the Directory Services Restore Mode [DSRM) password

Password: sssssses
Confirm password: sssssnse
More about domain controller options
<Previous |

FIGURE 1-3 Configuring domain controller options

Skill 1.1: Install and configure domain controllers
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4. On the Additional Options page, define the NetBIOS domain name. The NetBIOS pro-
tocol is not widely used anymore, and is based on a non-hierarchical naming structure.
The default NetBIOS name is the first part of the AD DS forest name. For example, if
your forest is called Contoso.com, the NetBIOS name defaults to CONTOSO; generally,
you do not need to change this. Click Next.

5. Asshown in Figure 1-4, define the location to store the AD DS database, log files, and
SYSVOL content, and click Next. The defaults are:

m Database folder: C:A\Windows\NTDS
m Log files folder: CAWindows\NTDS
m SYSVOL folder: C:\Windows\SYSVOL

EXAM TIP

There is usually little point in using different paths. However, you might achieve a small
performance benefit by separating the SYSVOL, database, and log files if your server is
installed with multiple physical hard disks, thereby distributing the load.

T Active Directory Domain Services Configuration Wizard = =) *
4 TARGET SERVER
Paths LON-SVR3 Adatum.com
Specify the location of the AD DS database, log files, and SYSVOL
Database folder: CAWindows\NTDS u
Lag files folder: CAWindows\NTDS g
SYSVOL folder CAWindows\SYSVOL ]
More about Active Directory paths

FIGURE 1-4 Configuring AD DS paths

6. Review the configuration options, and then click Next to perform prerequisite checks.

7. When prompted, click Install. Your server computer restarts during the installation
process.

8. Sign in to your server computer using the domain administrator account.
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NEED MORE REVIEW? INSTALL ACTIVE DIRECTORY DOMAIN SERVICES

To review further details about deploying AD DS, refer to the Microsoft TechNet website
at https://technet.microsoft.com/en-us/windows-server-docs/identity/ad-ds/deploy/install-
active-directory-domain-services--level-100-.

Add or remove a domain controller

After you have deployed the first domain controller in your AD DS forest, you can add ad-
ditional domain controllers to provide for resilience and improved performance. The process
for deploying additional domain controllers is broadly the same as that for the first domain
controller: install the AD DS server role (either using Server Manager or Windows PowerShell),
and then promote the domain controller (again, using either Server Manager or Windows
PowerShell).

However, the specific options you select during the promotion process vary depending
upon the details of the deployment. For example, adding a new domain controller in an exist-
ing domain is slightly different than adding a new domain controller in a new domain.

There are two basic scenarios for adding a new domain controller:

= Add A New Domain Controller In An Existing Domain To complete this process,
you must sign in as a member of the target domain’s Domain Admins global security
group.

= Add A New Domain Controller In A New Domain To complete this process, you
must sign in as a member of the forest root Enterprise Admins universal security group.
This gives you sufficient privilege to modify the configuration partition of AD DS and
create the new domain, either as part of the existing domain tree, or as part of a new
domain tree.

A common reason to add a new domain is to create a replication boundary. Because most
changes to the AD DS database occur in the domain partition, it is this partition that gener-
ates most AD DS replication traffic. By splitting your AD DS forest into multiple domains, you
can split the volume of changes, and thereby reduce the replication between locations. For
example, if A. Datum had a large deployment of computers in both Europe and in Canada,
they could create two separate domains in the Adatum.com forest root domain: Europe.
Adatum.com and Canada.Adatum.com. Changes in the Europe.Adatum.com domain are not
replicated to domain controllers in Canada.Adatum.com, and vice versa.

Add a new domain controller in an existing domain

To add a new domain controller in an existing domain, sign in as a domain administrator and
then complete the following procedure.
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EXAM TIP

Signing in as a member of the Domain Admins global security group presupposes that the

server computer you are intending to promote is a member of the target domain. If it is

not, it is easier to add the server computer to the target domain first, and then complete

the procedure. If you decide not to add the computer to the target domain, you must sign

in as a local administrator and provide Domain Admin credentials during the promotion

process. It is also a requirement that the server computer you are promoting can resolve

names using the DNS service in your AD DS forest.

Add the Active Directory Domain Services server role.

In Server Manager, click Notifications, and then click Promote This Server To A Domain
Controller.

In the Active Directory Domain Services Configuration Wizard, on the Deployment
Configuration page, as shown in Figure 1-5, click Add A Domain Controller To An Exist-
ing Domain.

Fias Active Directory Domain Services Configuration Wizard - o %
2 o 5 TARGET SERVER
Deployment Configuration LON-SVRS Adatum.com

Deployment Configuration
ks in Select the deployment operation
Domal

reller Options
®) Add a domain controller to an existing domain

O Add a new domain to an existing forest
O Add & new forest

Additional Options

Specify the domain information for this operation

Domain: Adatum.com | Select...

Supply the credentials to perfarm this operation

ADATUM\Administrator (Current user)  Chonge..

More about deployment configurations

FIGURE 1-5 Deploying an additional domain controller in an existing domain

Specify the domain name. The default name is the same as the domain to which the
server computer belongs. However, you can select from other available domains in the
forest.

Specify the credentials of a user account with appropriate privilege to perform the
promotion process. The default is the current user account. Click Next.

On the Domain Controller Options page, configure the Domain Name System (DNS)
server (enabled by default), Global Catalog (GC) (enabled by default), and Read Only
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Domain Controller (RODC) (not enabled by default) options. Unlike when promoting
the first domain controller in a forest, you can enable the Read Only Domain Controller
(RODC) to make this domain controller a read only domain controller.

In the Site name drop-down list, shown in Figure 1-6, select the site in which this
domain controller is physically placed. The default is Default-First-Site-Name. Until you
create additional AD DS sites, this is the only available site. You can move the domain
controller after deployment.

o Active Directory Domain Services Configuration Wizard - o N

" s TARGET SERVER
Domain Controller Options LON-SVR3 Adatum.com

Spexify domain controller capabilities and site information
] Domain Name System (DNS) server

[ Glebal Catalog (GC)

[ Read only domain controller (RODC)

Site name: Diefault-First-Site-Name 2

Type the Directory Services Restore Mode [DSRM] passward

Password: ssssssse

Confirm passward: srsssnse

More about domain controller opticns

[ < Prwious.-l Install i Cancel ]

FIGURE 1-6 Configuring domain controller options for an additional domain controller

Enter the Directory Services Restore Mode (DSRM) password, and click Next.

On the Additional Options page, you must configure how this domain controller
populates the AD DS database. You can configure the initial population from an online
domain controller, selecting either Any Domain Controller, as shown in Figure 1-7, or
specifying a particular domain controller. Alternatively, you can use the Install From
Media (IFM) option. Click Next.
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F,-_ Aetive Directory Domain Services Configuration Wizard - a b4
T i - TARGET SERVER
Additional Options SON SRR s
Specify Install From Media (IFM) Opticns
[ install from media
Specify additional replication options
Reglicate from: Any dormain controfler o)
Mare about additional aptions
< Previous Next > Irestal Cancel |

FIGURE 1-7 Configuring domain controller additional options

10. Configure the Paths, as before, and then click through the configuration wizard.

11. Click Install when prompted. Your server computer restarts during the promotion
process.

After you have completed the promotion process, sign in using a domain admin account.

Add a new domain controller in a new domain

To add a new domain controller to a new domain in an existing forest, sign in as a member
of the forest Enterprise Admin universal security group, and then complete the following
procedure.

Q EXAM TIP

To sign in as a member of the Enterprise Admins universal security group presupposes that
the server computer you are intending to promote is a member of one of the domains in
your AD DS forest. If it is not, it is easier to add the server computer to the forest root do-
main first, and then complete the procedure. If you decide not to add the computer to the
forest root domain, you must sign in as a local administrator and provide Enterprise Admin
credentials during the promotion process. It is also a requirement that the server computer
you are promoting can resolve names using the DNS service in your AD DS forest.

1. Add the Active Directory Domain Services server role.

2. In Server Manager, click Notifications, and then click Promote This Server To A Domain
Controller.
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3. In the Active Directory Domain Services Configuration Wizard, on the Deployment
Configuration page, as shown in Figure 1-8, click Add A New Domain To An Existing

Forest.
e Active Directary Domain Services Configuration Wizard - =} x
s s TARGET SERVER
Deployment Configuration LON-SVR3.Adatum.com
Select the deployment operation
") Add & domain controller to an existing domain
® Add a new domain to an existing forest
D) Add a new forest
Specify the demain information for this aperation
Select damain type: Child Domain v
Parent domain name: Adatum.com Select... |
Mew demain name: Eurnpq ]
Supply the credentials to perform this aperation
ADA min { 1
DATUMAdministrator (Current user) | Change.. |
More abaut deployment configurations
< Previous | [ Next> notall | [ Cancel |

FIGURE 1-8 Adding a new child domain to an existing forest

4. You can then choose how the new domain is added. You can select:

m Child Domain Selecting this option creates a subdomain of the specified parent
domain. In other words, the new domain is created in the existing domain tree.

= Tree Domain Select this option if you want to create a new tree in the same
forest. The new tree shares the same forest schema, and has the same forest root
domain, but you can define a non-contiguous namespace. This is useful when you
want to create multiple DNS domain names in your AD DS forest infrastructure to
support your organizational needs, but do not need, or want, to separate adminis-
trative function as is possible with a separate forest. If you choose Tree Domain, you
must define the forest domain to which the tree is added. The default is the forest
you are signed in to.

5. Enter the new domain name. In the case of a child domain, the name includes the
parent domain as a suffix. For example, adding the Europe domain as a child of the
Adatum.com domain creates the Europe.Adatum.com domain. If you create a new
tree, you can enter any valid DNS domain name and it does not contain the forest root
domain. Click Next.

6. On the Domain Controller Options page, select the domain functional level, and
configure the DNS, GC, and RODC settings. Select the appropriate site name, and then
finally, enter the DSRM password, and click Next.

Skill 1.1: Install and configure domain controllers 13



14

7. On the DNS Options page, as shown in Figure 1-9, select the Create DNS Delegation
check box. This creates a DNS delegation for the subdomain in your DNS namespace.
Click Next.

NEED MORE REVIEW? UNDERSTANDING ZONE DELEGATION

To review further details about DNS delegation in Windows Server, refer to the Microsoft
TechNet website at https://technet.microsoft.com/library/cc771640(v=ws.11).aspx.

[
T Active Directory Domain Services Configuration Wizard - ] b4

e TARGET SERVER
DNS Options LON-SVR3.Adatum.com

Deplor

Specify DNS delegation options

Domai

' Create DNS delegation

Credentials for delegation creation

ADATUM\Administrator (Current user) Change...

Mare about DNS delegation

| < Previous Next > nstall | Cancel

FIGURE 1-9 Adding a new child domain to an existing forest

8. Specify the NetBIOS domain name, and then click through the wizard. When prompt-
ed, click Install.

9. Your domain controller restarts during the promotion process. Sign in as a domain
admin after the process is complete.

Removing domain controllers

From time to time, it might be necessary to decommission and remove a domain controller.
This is a fairly straightforward process, and you can use Server Manager to complete the task.

1. Signin using an account that has sufficient privilege. To remove a domain controller
from a domain, sign in as a domain administrator. To remove an entire domain, sign in
as a member of the Enterprise Admins universal security group.

2. Open Server Manager, and from the Manage menu, click Remove Roles And Features.

3. Inthe Remove Roles And Features Wizard, on the Before You Begin page, click Next.
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Select the appropriate server on the Select Destination Server page, and then click

Next.

On the Remove Server Roles page, clear the Active Directory Domain Services check

box, click Remove Features, and then click Next.

In the Validation Results pop-up dialog box, shown in Figure 1-10, click Demote This

Domain Controller.

By Remove Roles snd Features Wizsrd

Remove server roles

DESTINATION 533vER
LON-SVREAdstum com

X
= s
s Remowve Roles and Features Wizard x
9 Validation Results < 7
Domain Services
The validation process found problems on the server from which you want to remove features. pormaton shout
The selected features cannot be removed from the selected server, Click OK to select different [7¥OT 3nd makes
features. vailable to users
hinistrators. AD DS
trollers to give
Validation Server kess to permitted
Results Bre cn the network
0gon process.
® @  loN-svRIAdaumcom
The Active Directory domain controller needs to be demoted before the AD DS role can
be removed.
Demote this domain controller
T T e e RO VT TS VT TS Ty
Volume Activation Services (Not installed)
< Previous Remove Cancel

FIGURE 1-10 Removing AD DS

The Active Directory Domain Services Configuration Wizard loads, as shown in Figure
1-11. On the Credentials page, if necessary, specify user credentials that have sufficient
privilege to perform the removal. Do not select the Force The Removal Of This Domain
Controller check box unless the domain controller has failed and is not contactable.

Click Next.
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fEs Active Directory Domain Services Configuration Wizard o o X

TARGET SERVER

Credentials LON-SVR2.Adatum.com

m Supply the credentials to perform this operation
Warnings
ADATUM\Administratar {Current user)

Mew Administrator Passw...
[[] Faree the removal of this domain contraller

Review Options

1. The server will be automatically restarted after the demotion operation. Role removal needs to
be performed after the restart.

More about removal credentials

< Previous I Next > Demote | Cancel

FIGURE 1-11 Demoting a domain controller

On the Warnings page, shown in Figure 1-12, you are prompted to confirm removal of

8.
the DNS and GC roles. Select the Proceed With Removal check box, and click Next.
fEa Active Directory Domain Services Configuration Wizard - o x
: TARGET SERVER
Wa rmings LON-SVR3.Adatum.com
Cradentizls The domain contreller currently hosts the following rolefs):
* Domain Name System (DNS) Server
= * Global Catalog
New Administrator Passw.
Review Opticns #. The roles hosted by the domain controller are required for Active Directory Domain Services
functionality. if you proceed, some Active Directory Domain Services operations may be
impacted.
[¥] Proceed with remaval
Maore about removal options
FIGURE 1-12 Removing optional components
9. On the New Administrator Password, enter and confirm the password that is set as the

local administrator password, and click Next.
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10. Review your choices, and then click Demote.

11. Your server is demoted and then restarts. Sign in using the local administrator account.

You can now verify the proper demotion and role removal. On a domain controller:

1. On adomain controller, open Active Directory Users And Computers. Verify that the
demoted domain controller no longer is listed in the Domain Controllers OU.

2. Click the Computers container. You should see your demoted server computer.

3. Open Active Directory Sites And Services. Expand Sites, expand the Default-First-Site-
Name site, and in Servers, delete the object that represents the server you demoted.

\) EXAM TIP

If the server to be decommissioned is the last domain controller in a domain, you must
first remove all other computers from the domain, perhaps moving them to other domains
within your forest. The procedure is then as described above.

You can also complete the demotion process by using Windows PowerShell. Use the
following two cmdlets to complete the process from the Windows PowerShell command
prompt:

Uninstall-addsdomaincontroller

Uninstall-windowsfeature AD-Domain_Services

NEED MORE REVIEW? DEMOTING DOMAIN CONTROLLERS AND DOMAINS

To review further details about demoting domain controllers, refer to the Microsoft Tech-
Net website at https.//technet.microsoft.com/en-us/windows-server-docs/identity/ad-ds/
deploy/demoting-domain-controllers-and-domains--level-200-.

Install AD DS on a Server Core installation

You can deploy the AD DS server role on a Server Core installation. You can use Server Man-
ager to remotely install the role, or you can use the Windows PowerShell Install-WindowsFea-
ture AD-Domain-Services cmdlet.

After you have installed the required files, you can launch the Active Directory Domain
Services Configuration Wizard from Server Manager to remotely configure the Server Core
installation, or you can use the Windows PowerShell Install-ADDSDomainController cmdlet to
complete the promotion process. In other words, the process for installing AD DS on a Server
Core installation of Windows Server 2016 is the same as for a server with Desktop Experience.

\}) EXAMTIP
" You cannot deploy the AD DS server role on Nano Server. Consequently, you cannot use a

Nano Server as a domain controller.
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Install a domain controller using Install from Media

During the domain controller deployment process, the content of the AD DS database is
replicated to the new domain controller. This replication includes the schema, configuration
forest-wide partitions, as well as the appropriate domain partition. After this initial synchroni-
zation, replication occurs normally between the domain controllers.

This initial synchronization can present a challenge in some circumstances. For example,
this can be challenging when you are deploying a domain controller in a location that is con-
nected to your organization's network infrastructure using a low bandwidth connection. In
this situation, the initial synchronization might take a long time, or use an excessive propor-
tion of the available bandwidth.

To mitigate this, you can choose to deploy a domain controller and perform the initial AD
DS synchronization using a local copy, or snapshot, of the AD DS database; this is known as
performing an Install from Media (IFM) deployment. There are many steps involved in this
process.

1. On an existing domain controller, using File Explorer, make a folder, for example C:\
IFM, to store the AD DS snapshot.

2. Open an elevated command prompt and run the ntdsutil.exe command.
3. At the ntdsutil: prompt, type Activate instance ntds, and then press Enter.
4. At the ntdsutil: prompt, type ifm, and then press Enter.

5. At the ifm: prompt, as shown in Figure 1-13, type create SYSVOL full C:\IFM, and then
press Enter.

Bl Administrator: CAWindows\system32\emd.exe - ntdsutil - O X

8160-1102-045F ¢

FIGURE 1-13 Creating an NTDS snapshot for IFM
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10.

11.

12.

At the ifm: prompt, type quit and then press Enter.
At the ntdsutil: prompt, type quit and then press Enter.
Close the command prompt.

Using File Explorer, copy the contents of the C:\IFM folder, shown in Figure 1-14, to
removable storage, such as a USB memory stick.

i + | IFM s m] x
Home Share Wigw (2]

“« v g » This PC » Local Disk {(C) » IFM v Search IFBA o
A Mame Date modified Type Size
# Quick access
Active Directo 3:00AM  File folder
B Desktop - ; 4 :
registry 0AM
* Downloads SYSvOL 247
—_' Docurments
= Pictures L
8 This PC
B Desktop v
" e
3 items [55] =

FIGURE 1-14 The folders created for an AD DS snapshot

At the server computer that you want to promote to a domain controller, install the
Active Directory Domain Services server role in the usual way, either by using Server
Manager, or by using Windows PowerShell.

Insert the memory stick containing the AD DS snapshot, or copy the snapshot files so
that they are accessible on the target server computer, and then launch the Active Di-
rectory Domain Services Configuration Wizard from Server Manager, and click through
the wizard.

On the Additional Options page, shown in Figure 1-15, select the Install From Media
check box. In the Path box, enter the path to the local copy of the AD DS snapshot,
click Verify, and then click Next.

Skill 1.1: Install and configure domain controllers
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T Active Directory Domain Services Configuration Wizard - m] »

120t | -t TARGET SERVER
Additional Options LON-SVR3 Adatum.com

Deployment Configuration

Specify Install From Media (IFM) Options
[+] Install from media

Path; CAIFM (][ vty
Specify additional replication options

Replicate from: Any domain controller

More about additional options

< Previous i Install

FIGURE 1-15 Choosing the Install From Media option

13. Click through the wizard, review your selections, and when prompted, click Install. Your
server restarts during the promotion process.

14. Sign in as a domain administrator.

The domain controller now replicates in the normal way with other domain controllers in
the forest. You might want to define the AD DS site to which the domain controller belongs,
and then to configure a replication schedule to that site. These procedures are discussed in
Chapter 2: Manage and maintain AD DS, Skill 2.3: Configure Active Directory in a complex
enterprise environment.

\}) ExamTip
N You can also complete the deployment by using the Windows PowerShell Install-ADDSDo-
maincontroller -InstallationMediaPath x:\ifm command to promote the server computer.

Install and configure a read-only domain controller

An RODC is a domain controller that contains a read-only copy of AD DS. You can use RODCs
to enable you to deploy domain controllers in offices where physical security cannot be guar-
anteed. For example, in a branch office, you might require a local domain controller, but do
not have a physically secure computer room in which to install it.

Although RODCs offer several administrative benefits, before deploying them, you should
consider the following factors:
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m You should deploy only one RODC per site, per domain. If you deploy multiple RODCs

per site, caching is inconsistent resulting in potential user and computer sign in prob-
lems.

You can install the DNS server role along with the RODC role. Local clients can use the
installed DNS role as with any other instance of DNS within your organization with one

exception: dynamic updates. Because the DNS zone information is read only, clients
cannot perform dynamic updates on the RODC instance of a DNS zone. In this situa-

tion, the RODC provides the clients with the name of a writable domain controller that

the client can use to update its records.

m RODCs cannot perform the following AD DS functions:

= Operations master roles Operations master roles need to be able to write to
the AD DS database. Consequently, RODCs cannot hold any of the five operations
master roles. Operations master roles are discussed later in this skill.

m AD DS replication bridgeheads Because bridgeheads are responsible for AD
DS replication, they must support both inbound and outbound AD DS replication.
RODCs support only inbound replication, and therefore, cannot function as AD DS
replication bridgeheads.

m RODCs cannot:

= Authenticate across trusts when a WAN connection is unavailable If a branch

office hosts users from several domains in your AD DS forest, users and computers
from the domain of which the RODC is not a member cannot authenticate when a
WAN link is unavailable. This is because the RODC caches credentials only for the
domain accounts of which it is a member.

= Support applications that require constant AD DS interaction Some applica-
tions, such as Microsoft Exchange Server, require AD DS interaction. RODC cannot

support the required interactivity, and therefore, you must deploy writeable domain

controllers in those locations that also host Exchange Servers.

Deploying an RODC

Before you deploy an RODC, you must ensure that there is at least one writable domain
controller in your organization. You deploy RODCs in much the same way as you do all other
domain controllers:

1.

2.

Install the Active Directory Domain Services server role on the server computer that
you want to deploy as an RODC.

Launch the Active Directory Domain Services Configuration Wizard, and click through
the wizard.

On the Domain Controller Options page, shown in Figure 1-16, select the Read Only
Domain Controller (RODC) check box, and any other required options, and then click
Next.
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fas Active Directory Domain Services Configuration Wizard - m] x

- - TARGET SERVER
Domain Controller Options LON-SVR3.Adatum.com

Deployment Configuration

Specify domain ller capabilities and site i
[] Domain Name System (DNS) server
ROCC Cptions [¥] Global Catalog (GC)
Additional Opticns [¥ Read only domain controlier (RODC)
Paths Site name: | Defaut-First-Site-Name v

Review Optiong

Type the Directory Se Restore Mode (DSRM) password
Prerequisites Check D i Ltz i > Rt
Password:

(ssssases
i

Confirm password:

Mare about domain controller options

FIGURE 1-16 Installing an RODC

4. On the RODC Options page, shown in Figure 1-17, configure the following options, and
then click Next.

fEa Active Directory Domain Services Configuration Wizard - o ®
. TARGET SERVER
RODC OpUOnS LON-SVR3. Adatum.com

Daployment Configuration :
e o Delegated administrator account

<MNot provided>

Domain Controller Options

Additional Cptions Accounts that are allowed to replicate passwords to the RODC
Paths I

ADATUM\Allowed RODC Password Replication Group
Review Opticns.

Prereguisites Chack

Accounts that are denied from replicating passwords to the RODC

| BUILTIN\Backup Operators
BUILTINVAccount Operators [T Y—
ADATUM\Denied RODC Password Replication Group

If the same account is both allowed and denied, denied takes precedence.

More about RODC options

FIGURE 1-17 Configuring RODC options
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m Delegated Administrator Account The delegated administrator(s) can perform
local administration of the RODC without having equivalent domain administrator
rights and privileges. Typically, an RODC delegated administrator can perform the
following tasks:

= |nstall and manage devices and drivers, hard disks, and updates
m  Manage the AD DS service

m Manage server roles and features

= View the event logs

m  Manage shared folders, apps, and services

= Accounts That Are Allowed To Replicate Passwords To The RODC By default,
RODCs do not store sensitive password-related information. When a user signs in,
the RODC forwards the sign in request to an online writeable domain controller
elsewhere in the organization.

However, to improve usability, you can define that certain user and computer
accounts can be cached on the RODC, enabling local authentication to occur. You
do this by defining an RODC password replication policy. Generally, you would
only add the users and computers that are in the same local site as the RODC to
the replication policy.

EXAM TIP

RODCs only store a subset of user and computer credentials. Consequently, if an RODC is
stolen, security exposure is limited only to those cached accounts. This reduces the overall
exposure, and helps reduce the administrative burden because only the cached accounts’
passwords must be reset.

By default, as shown in Figure 1-17, the Allowed RODC Password Replication
Group is enabled. After deploying the RODC, you can add users and computers to
this group.

EXAM TIP

Also, there is a Denied RODC Password Replication Group. Members of this group can
never have their credentials cached on the RODC. By default, this group contains Domain
Admins, Enterprise Admins, and Group Policy Creator Owners.

= Accounts That Are Denied From Replicating Passwords To The RODC By
default, the Denied RODC Password Replication Group is selected. After deploying
the RODC, you can add users and computers to this group. Also, the following local
groups are also denied from replicating passwords: Administrators, Server Opera-
tors, Backup Operators, and Account Operators.
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EXAM TIP

The Allowed RODC Password Replication Group and Denied RODC Password Replica-

tion Group groups enable you to configure the password replication policy on all RODCs.
However, if you have multiple branch offices—and therefore multiple RODCs—it is more
secure to configure a separate group for each RODC for allowed password replication. In
this instance, remove the Allowed RODC Password Replication Group, and add a group that
you manually created, and then add the required members for that branch.

5. Click through the wizard, review your selections, and when prompted, click Install. Your
server restarts during the promotion process.

EXAM TIP

You can use the Install-ADDSDomainController —-ReadOnlyReplica Windows PowerShell
command to install an RODC.

After you have deployed the RODC, you can configure the Allowed RODC Password Rep-
lication Group and Denied RODC Password Replication Group memberships to manage your
RODC password replication policy.

Configure a global catalog server

In a single domain AD DS forest, any domain controller holds a copy of all objects within

the forest. However, in multiple domain forests, this is no longer true. Although all domain
controllers hold a copy of the schema and configuration partitions, they store only the local
domain partition. Thus, if an application queries a domain controller in its local domain about
the attributes of an object in another domain, there is no way for the local domain controller
to satisfy that query.

This is where the global catalog is useful. The global catalog is a partial, read only copy of
all objects in the forest and hosts a subset of all AD DS account schema attributes All domain
controllers that are enabled as global catalog servers store a copy of this information locally.
This enables them to satisfy queries for the attributes of objects that reside in other domains
in the forest—without the requirement to petition a domain controller in that other domain.

EXAM TIP

In a single domain forest, configure all domain controllers as global catalog servers. In a
multi-domain forest, unless all the domain controllers are global catalog servers, you must
not configure the infrastructure master as a global catalog server.

You can configure a domain controller as a global catalog server during deployment
of the domain controller. You select the Global Catalog (GC) check box on the Domain
Controller Options page, shown in Figure 1-16, when you run the Active Directory Domain
Services Configuration Wizard.
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Alternatively, after installation, you can use the Active Directory Sites And Services tool:

1. On adomain controller, open Server Manager, click Tools, and then click Active
Directory Sites And Services.

2. Expand the Sites node, expand the relevant site, expand the Server folder, and then
expand the node for the domain controller that you want to modify.

3. Click the NTDS Settings object, as shown in Figure 1-18.

i Active Directory Sites and Services - o X
File Action View Help
o 2@XE = Hm =

[ Active Directory Sites and Services [LON-DC1A
~ [ Sites
» [0 Inter-Site Transports
> [ Subnets
~ 8 Default-First-Site-Mame
v [ Servers
v F LON-DCT
EP NTDS Settings
v 3 LOMN-SVR3
B NTDS Settings

Name From Server From Site Type D
H3RODC Connection (SY... LON-DC1 Default-First-Si.. Connection

FIGURE 1-18 Configuring a global catalog server

4. Right-click the NTDS Settings node, and on the General tab, select the Global Catalog
check box, as shown in Figure 1-19, and then click OK.

NTDS Settings Properties ? *

General  Conrections  Obiect Securly Attribute Edios
]_g’ NTDS Setlings

Description: l| |
Quewy Pobcy: | )
DS Alias: | 43118665 BESE-455D-3048 DES14E 654285, _medes Ayl

] Global Catalog

The amourd of lime i will lake to publich lhe Globsl Catalog varies
depending on your teplicalion topalogy.

Cocel | | Ak Hep

FIGURE 1-19 Enabling the global catalog server property

You can also use Windows PowerShell to make a domain controller a global catalog server.
1. Open Windows PowerShell (Admin).
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2. Run the get-ADDomainController | select-object -property Name,IsGlobalCatalog
command to query for a list of domain controllers and to verify their current global
catalog status, as shown in Figure 1-20.

EX Administrator: Windows PowerShell - (u] b

Vistrator. ADATUM: _

FIGURE 1-20 Getting a list of domain controllers

3. For the appropriate domain controller, run the following command, replacing LON-
SVR3 with the name of your domain controller:

Set-ADObject -Identity (Get-ADDomainController -Identity LON-SVR3).
NTDSSettingsObjectDN -Replace @{options="1"}

4. Run the get-ADDomainController | select-object -property Name,IsGlobalCatalog
command again to verify the change as shown in Figure 1-21.

EX pdministrator: Windows PowerShell = o x

FIGURE 1-21 Configuring a domain controller as a global catalog server using Windows Power-
Shell

\] EXAM TIP

Many organizations now opt to make all domain controllers global catalog servers.

Adding attributes to the global catalog

It is important to note that the global catalog does not contain all attributes for all objects;
rather, it contains a subset of the most useful attributes, known in Windows Server 2016 as
the Partial Attribute Set. However, it is possible for you to modify which object attributes are
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stored in the global catalog; this is sometimes referred to as extending the partial attribute
set. You can do this by using the following procedure:

NOTE CAUTION WHEN EDITING THE AD DS SCHEMA

Exercise great caution when editing the AD DS schema directly in this manner.

1.

On the domain controller that has online access to the schema operations master
role, run the regsvr32 schmmgmt.dll command at an elevated command prompt. This
command enables the Active Directory Schema to be accessible through the manage-
ment console.

Open the management console by running mmc.exe at an elevated command prompt.
In the Consolel — [Console Root] window, click File, and then click Add/Remove Snap-in.

In the Add Or Remove Snap-ins dialog box, in the Snap-in list, click Active Directory
Schema, click Add, and then click OK.

Under Console Root in the navigation pane, expand Active Directory Schema, and then
click Attributes. A long list of attributes is displayed.

You must know the specific attribute name to be able to modify its properties. Locate
the attribute, right-click it, and then click Properties.

In the attribute Properties dialog box, the accountExpires Properties dialog box is
shown in Figure 1-22, select the Replicate This Attribute To The Global Catalog check
box, and then click OK.

accountExpires Properties [ § X

General

| E accouniEpires

Desciiption: Account Evpires
Common Name:  |Account-Expires
500 0ID: 1.2840.113556.1.4.159

Syntax and Range
Synlac [Latge IntegerAnterval

Mirimum: |

Madmum: |

This atlibaude it single-vahed.

Aftnbute i actye
[index this attibute

Ambiguous Name Resclution [ANR]
4 Replicate this attibute 1o the Global Catalog
[ Autribute i copied wihen duplicating a user
[ index this altibute for containenized seaiches

[k [ coct || 2w || Heo

FIGURE 1-22 Adding an attribute to the Global Catalog

Close the management console.
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Configure domain controller cloning

It is relatively quick and straightforward to deploy domain controllers using the procedures
outlined earlier in this chapter. But if you have many, broadly identical servers that you want
to configure as domain controllers, a faster approach is to clone those domain controllers.
This is especially relevant when your domain controllers are virtualized.

In versions of Windows Server prior to Windows Server 2012, cloning virtual domain con-
trollers is prohibited. However, both Windows Server 2012 and Windows Server 2016 support
virtual domain controller cloning. If you decide to deploy domain controllers by using clon-
ing, there are the following potential advantages:

m Fast deployment of domain controllers Not only does this make the initial deploy-
ment less time-consuming, it also offers the opportunity of responding quickly to
domain controller outages by deploying a new clone.

m Respond to increased demand Whether that's an increase in demand at a branch
office, or elsewhere, you can deploy clones quickly when demand dictates.

Creating a clone
Before you can clone a virtual domain controller, you must ensure that your infrastructure
meets the following requirements:

= Windows Server 2012 or later Your domain controller guest virtual machines must
run Windows Server 2012 or later.

m PDC emulator operations master Your primary domain controller (PDC) emulator
operations master must be running on a domain controller installed with Windows
Server 2012 or later. Also, the PDC emulator role must be online when you start your
cloned domain controllers for the first time.

= Virtual machine generation identifiers You must use a hypervisor, such as Hyper-V
on Windows Server 2012 or later, that supports virtual machine generation identifiers.

After you have verified these prerequisites, you can use the following procedure to clone a
virtual domain controller. This consists of two stages: preparing the source domain controller,
and preparing one or more target domain controller clones.

PREPARE THE SOURCE COMPUTER
1. Signin to your domain controller as a member of the Domain Admins global security
group.
2. Open the Active Directory Users And Computers console, navigate to the Users folder,
and add the source computer to the Cloneable Domain Controllers global security
group, as shown in Figure 1-23.

Install and configure Active Directory Domain Services



= Active Directory Users and Co

.File Action  View Help
s | 2m §0[XE

ymputer

Claneable Domain Controllers Properties ? X

[REY
General Members Member OF  Managed By

= Active Directory Users and Com|
> [ Saved Queries
v F5 Adatum.com
] Builtin
» [ Computers
» (2] Development
2| Dornain Controllers
» [ ForeignSecurityPrincipal
Em
| Managed Service Accour|
> [2] Managers
> [2] Marketing
> [2] Research
» [F] Sales
] Users

Mame

5Adalum-
5 B drrin MName Active Directory Domain Services Folder

B2 Allowed| | % LON-DC1  Adstum.com/Computers
2, Cert Pub)
gclomab.
EE,[)A_CIier
2, Defaulta)
ﬁEDenied A
2 DHCP A4
2 pHCP U
2, Dnsadm
%Dnsl.lpdz
82 Domain
2, Domain
%Dumain
%g::::: Remave
%Enlerpm
B Enterpi oK Cancel Aoy
&e- |

52, Group Policy Creator Owners Security Group... Members in this aroup c...

Members:

FIGURE 1-23 Adding a server to the Cloneable Domain Controllers security group

Run the Windows PowerShell Get-ADDCCloneingExcludedApplicationList cmdlet to

3.
check that all the app
Remove any unsuppo
EXAM TIP

s and services on your source domain controller support cloning.
rted apps.

If, after you clone a domain controller, you discover that the apps work, you can add the

apps to the CustomDCCloneAllowList.xml file.

4.

Run the Windows PowerShell Get-ADDCCloneingExcludedApplicationList -GenerateXML

cmdlet.

Run the Windows PowerShell New-ADDCCloneConfigFile cmdlet, as shown in Figure
1-24, to generate a DCCloneConfig.xml file. This file is used to configure the clones.

You specify a comput

er name, IP configuration, and site name for your intended clone.

This information is written to DCCloneConfig.xml. If you intend to create multiple

clones, typically, each

must have a different DCCloneConfig.xml file.
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FIGURE 1-24 Creating the DCCloneConfig.xml using Windows PowerShell

6. Shut down the source virtual domain controller.
7. Export the source virtual domain controller:
m Right-click the source domain controller virtual machine in the navigation pane, and
then click Export.

® In the Export Virtual Machine dialog box, in the Location text box, specify the folder
where you want to store the virtual machine export, and then click Export.

EXAM TIP
Ensure that there are no checkpoints for your domain controller virtual machine before

exporting.

8. If you are deploying multiple clones, you must now modify the DCCloneConfig.xml file
for each one. Do this by mounting the VHD for the target domain controller clone and
running the New-ADDCCloneConfigFile cmdlet and defining the unique information
required for that clone. If you are deploying only a single clone, skip this step.

CREATE THE CLONE(S)
1. Ensure that the PDC emulator and a global catalog server are online and visible to your

target clones.
2. In Hyper-V Manager, import the virtual machine:

A. In the Actions pane, click Import Virtual Machine.

B. Inthe Import Virtual Machine Wizard, on the Locate Folder page, in the Folder text
box, type the path to the exported files for your virtual machine, and then click
Next.

C. On the Select Virtual Machine page, as shown in Figure 1-25, if necessary, select
the virtual machine in the list, and then click Next.
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E3 Import Virtual Machine

= Select Virtual Machine

Before You Begin Select the virtual machine to import:

Locate Folde £
= MName Date Created

Sedect Virtual Machine

ON-DC1L 11/13/2016 6:53:09 PM

FIGURE 1-25 Importing a virtual machine

On the Choose Import Type page, shown in Figure 1-26, click Copy The Virtual Ma-
chine (Create A New Unique ID), and then click Next.

E3 Import Virtual Machine

= Choose Import Type

Before You Begin Choose the type of import to perform:
Locae Folder (O Register the virtual machine in-place (use the existing unique ID)
Selact Virtual Machine O Regtare the virtual machine (use the existing unique I0)

Choose Import Type (®) Copy the virtual machine (creste 3 new unique I0)

FIGURE 1-26 Specifying an import type
On the Choose Folders For Virtual Machine Files page, shown in Figure 1-27, select the

Store The Virtual Machine In A Different Location check box, and for each folder loca-
tion, specify a suitable folder path, and then click Next.
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E3 Import Virtual Machine

= Choose Folders for Virtual Machine Files
Before You Begin ‘You can specify new or existing folders to store the virtual machine files. Otherwise, the wizard
L Imports the files to default Hyper-V folders on this computer, or to folders spedfied in the virtual
ocate Fakder machine configuration.
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FIGURE 1-27 Specifying the location for imported virtual machine files

5. On the Choose Folders To Store Virtual Hard Disks page, shown in Figure 1-28, specify
a suitable folder path, and then click Next.

EX Import Virtual Machine

= Choose Folders to Store Virtual Hard Disks

Before You Begin Where do you want to store the mported virtual hard disks for this virtual machine?

Lacate Foider Location: [D:Wrtual machines|] | growse... |
Select Virtual Machine : :
Choose Import Type

FIGURE 1-28 Specifying the location for imported virtual machine files

6. On the Completing Import Wizard page, click Finish. The virtual machine is imported,
which can take up to 20 minutes or so.
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7. After importing, in Hyper-V Manager, in the navigation pane, rename the imported
virtual machine.

8. In Hyper-V Manager, in the Actions pane, click the newly imported virtual machine,
click Start, and then click Connect to see the virtual machine starting. A “Domain Con-
troller cloning is at X% completion” message is displayed during the completion of the
cloning process.

NOTE REMINDER

Ensure that the PDC emulator and a global catalog server are online and accessible to your
clone.

When your cloned domain controller starts, the following process occurs:

1. The clone verifies the presence of a virtual machine generation identifier. This is re-
quired, and if it does not exist, the computer starts normally (as if no DCCloneConfig.
xml file exists) or renames DCCloneConfig.xml and restarts in DSRM. The administrator
must then attempt to determine why no virtual machine generation identifier exists.

2. Assuming the presence of the virtual machine generation identifier, the clone deter-
mines if this identifier changed:

m [f it did not change, it is the original source domain controller. Any DCCloneConfig.
xml file is renamed, and a normal startup occurs.

m [f it did change, the cloning process continues. If the DCCloneConfig.xml file exists,
the computer gets the new computer name and IP address settings from the file,
and the initialization continues, creating a new domain controller.

Upgrade domain controllers

If you are using an earlier version of Windows Server and want to upgrade your domain
controllers to Windows Server 2016, you can perform an in-place upgrade. However, this
process does pose some risks. It is generally safer to add a new Windows Server 2016 domain
controller(s) to your existing infrastructure and then migrate roles to the newly deployed
domain controller(s).

NOTE IN-PLACE UPGRADES

An in-place upgrade is one where the Windows Server 2016 is installed on the same server
computer as is currently running an earlier version, for example, Windows Server 2008 R2.

Before you can deploy the first Windows Server 2016 domain controller into your exist-
ing infrastructure, you must determine that the current forest functional level and domain
functional level are at least Windows Server 2008. You can do this by using the following
procedure:
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In the Active Directory Domains And Trusts console, in the navigation pane, right-click the
Active Directory Domains And Trusts node, and then click Raise Forest Functional Level.

In the Raise Forest Functional Level dialog box, the current forest functional level is
displayed, as shown in Figure 1-29.

If necessary, in the Select An Available Forest Functional Level list, click a level greater
than Windows Server 2008, and then click Raise.

File Action View Help
oM Ed=  im

5 Active Directory Domains and Trust!| Name Type ﬂclm
@ Adatumn.com 1B Adatum.com domainDNS Active Directory Domaing . &
Raise forest functional level x Mors Actions '
Forest name:
Adabum com

Cunenl forest furctional levet
‘Windaws Server 2012 R2

Select an availsble forest funclional levet
‘Windows Server 2018 .

. Alber you iaive the farest funclional level, i is possible that you may not be able to
reverse it For more miomation on forest funclianal levels, click Help.

Haise Cancal Help

FIGURE 1-29 Verifying the forest functional level

In the navigation pane, locate and right-click the appropriate AD DS domain, and then
click Raise Domain Functional Level.

In the Raise Domain Functional Level dialog box, the Current Domain Functional Level
is displayed, as shown in Figure 1-30.

If necessary, in the Select An Available Domain Functional Level list, click a level
greater than Windows Server 2008, and then click Raise.
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FIGURE 1-30 Verifying the domain functional level

After you have verified and, if necessary, raised the forest and domain functional levels,
if your existing infrastructure is based on Windows Server 2008 or Windows Server 2008 R2,
you must perform the following tasks:

m Prepare your AD DS forest On a domain controller in your existing forest, run
adprep /forestprep.

m Prepare your AD DS domain On a domain controller in your existing forest, run
adprep /domainprep.

If your current infrastructure is based on Windows Server 2012 or later, the Active Direc-

tory Domain Services Configuration Wizard performs these steps automatically. However, you
can still choose to perform them as independent steps.

\}) EXAmMTIP
- Adprep.exe is in the \Support\Adprep folder on your Windows Server 2016 DVD.

After you have raised the forest and domain functional levels (if necessary) and pre-
pared your AD DS forest and domain, you can deploy the first Windows Server 2016 domain
controller. Use the procedures discussed earlier in this chapter to complete this task. Then,
you can transfer the operations master roles to your new Windows Server 2016 domain
controller(s), as described in the next section. Finally, you can demote and remove your older
domain controllers.
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Transfer and seize operations master roles

The AD DS database supports multimaster updates. Broadly speaking, this means that a
change to the database can be made on any instance, or replica, of the database. That
change is then replicated to all other instances of the database on all other domain control-
lers throughout your forest.

However, there are certain operations that are not ideally suited to a multimaster ap-
proach. For example, handling user password changes is safer and more secure when handled
by a single domain controller only, and then replicated to all other domain controllers.

What are operations master roles?

To handle the sort of operations best suited to single-master updates, Windows Server AD DS
supports the notion of operations masters. Specifically, there are five operations master role
holders (also sometimes called flexible single master operations (FSMO) roles). Two of these
are forest-wide operations masters:

m Schema master The schema master maintains the schema and is responsible for
propagating any changes to the schema to the other copies of this AD DS partition
on all other domain controllers in the forest. Because the schema rarely changes, the
temporary absence of this operations master might easily go unnoticed. However, it
must be online when you make changes to the schema, for example, when you install
an application, such as Exchange Server, that requires additional object types and at-
tributes for existing object types.

= Domain naming master The domain naming master handles the addition or
removal of domains in your AD DS forest. Because these sort of changes are
infrequent, if the domain naming master is temporarily unavailable, you might not
realize it straight away.

\) EXAM TIP

By default, both these roles are assigned to the first domain controller in your AD DS forest.

You can use the Windows PowerShell get-ADForest cmdlet to retrieve information about
the current Schema and Domain naming master role holders, as shown in Figure 1-31.
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FIGURE 1-31 Determining the current forest operations master roles

The remainder of the operations masters are domain-wide. This means each domain holds
these three operations master roles, and they are specific to that domain. They are:

m PDC emulator Performs several critical domain-wide operations:
m Acts as a time source in the domain
m Propagates password changes
m Provides a primary source for GPOs for editing purposes

m Infrastructure master Maintains inter-domain references, and consequently, this
role is only relevant in multidomain forests. For example, the infrastructure master
maintains the integrity of an object’s security access control list when that list contains
security principals from another domain.

EXAM TIP

You should not assign the infrastructure master role to a global catalog server unless your
forest consists of only a single domain. The only exception to this is if all domain controllers
are also global catalog servers, in which case, the infrastructure master role is redundant.

m RID master Provides blocks of IDs to each of the domain controllers in its domain.
Each object in a domain requires a unique ID.

EXAM TIP

By default, all these roles are assigned to the first domain controller you promote in a
given domain.

You can use the Windows PowerShell Get-AdDomain cmdlet to retrieve information about
the current Schema and Domain naming master role holders, as shown in Figure 1-32.
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FIGURE 1-32 Determining the current domain operations master roles

Generally, if one of these forest-wide or domain-wide operations masters is unavailable for
a short period, it probably does not affect day-to-day operations in your AD DS infrastruc-
ture. However, extended periods of unavailability can pose significant challenges and might
result in problems.

EXAM TIP

Absence of the PDC Emulator will often have an immediate and noticeable effect. Users
might experience problems signing in if it is unavailable.

Transferring roles

If you anticipate the need to shut down the domain controller that hosts an operations
master role for an extended period, consider transferring that role. To transfer a role, use the
appropriate following procedure.

For the schema master:

1. On the domain controller to which you want to transfer the role, open the Active Di-
rectory Schema console.

2. Right-click the Active Directory Schema node in the navigation pane, and then click
Change Active Directory Domain Controller. Select the domain controller that you
want to transfer the role to, and click OK.

3. Right-click the Active Directory Schema node in the navigation pane, and then click
Operations Master.
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4.

In the Change Schema Master dialog box, shown in Figure 1-33, verify that the tar-

get domain controller appears in the Change text box, and then click Change, click Yes,

click OK, and then click Close.

Change Scherna Master X
The schema master manages modifications to the schema. Only one
server in the enterpiise performs this role.

Current schema master (online):

{LON-DU Adatum.com J

To transfer the schema master role to the targeted Change
schema FSMO holder below, click Change.

|LON-SVR3.Adatum.com |

G ] [ teb

FIGURE 1-33 Transferring the schema master role

For the domain naming master:

1.

2.

On the target domain controller, open the Active Directory Domains And Trusts con-
sole.

Right-click the Active Directory Domains And Trusts node in the navigation pane, and
then click Change Active Directory Domain Controller. Select the domain controller
that you want to transfer the role to, and click OK.

Right-click the Active Directory Domains And Trusts node in the navigation pane, and
then click Operations Master.

In the Operations Master dialog box, verify that the target domain controller ap-
pears in the Change text box, and then click Change, click Yes, click OK, and then click
Close.

For any of the three domain-wide operations masters:

1.

2.

On the target domain controller, open the Active Directory Users And Computers
console.

Right-click the appropriate domain in the navigation pane, and then click Operations
Masters.

Skill 1.1: Install and configure domain controllers

39



40

3. Inthe Operations Masters dialog box, shown in Figure 1-34, on either the RID, PDC, or
Infrastructure tab, verify that the target domain controller appears in the Change text
box, and then click Change, click Yes, click OK, and then click Close.

Operations Masters ? X

RID  PDC  Infrastiucture

The operations master manages the allocation of RID pocls to other Domain
Conirollers. Only one server in the domain performs this role.

Operations master:
ﬁ.on-ammum.m

To transfer the operations master role to the following
compuler, click Change.

]LUNASVH&AdaMncom

Close Cancel

FIGURE 1-34 Transferring the domain-wide operations master roles

You can also move these roles with the Windows PowerShell Move-ADDirectoryServer-
OperationMasterRole cmdlet. For example, to transfer the PDC emulator master to
LON-SVR3, use the following command:

Move-ADDirectoryServerOperationMasterRole -Identity “LON-SVR3”
-OperationMasterRole PDCEmulator

Seizing roles

It is not always possible to anticipate the removal of an operations master role holder.
Consequently, if a domain controller hosting one of the operations master roles becomes
unavailable, and you cannot quickly and easily get it operational again, you might consider
seizing the operations master roles held by the failed domain controller.

If you must seize a role, you cannot use the management console to perform the task.
Instead, you must use the Move-ADDirectoryServerOperationMasterRole -force cmdlet. Each
role is assigned a number identifier, as described in Table 1-1.
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TABLE 1-1 Operations master roles

Identifier Role

0 PDC Emulator

1 RID master

2 Infrastructure master

3 Schema master

4 Domain naming master

For example, to seize the PDC Emulator, RID master, and Infrastructure master roles, assigning
them to LON-SVR3, use the following command:

Move-ADD1irectoryServerOperationMasterRole -Identity "LON-SVR3" -OperationMasterRole
0,1,2 -Force

NEED MORE REVIEW? MOVE (TRANSFERRING OR SEIZING) FSMO ROLES

To review further details about seizing FSMO roles, refer to the Microsoft TechNet website
at http://social.technet.microsoft.com/wiki/contents/articles/6736.move-transfering-or-seiz-
ing-fsmo-roles-with-ad-powershell-command-to-another-domain-controller.aspx.

You can also use the Ntdsutil.exe command line tool to transfer or seize operations
master roles.

NEED MORE REVIEW? USING NTDSUTIL.EXE TO TRANSFER OR SEIZE FSMO ROLES

To review further details about using Ntdsutil.exe to seize roles, refer to the Microsoft
TechNet website at https://support.microsoft.com/en-us/kb/255504.

Resolve DNS SRV record registration issues

To locate services provided by AD DS, domain controllers register service location (SRV)
records in DNS. These SRV records, shown in Figure 1-35, enable DNS clients to locate the ap-
propriate services. For example, when a user signs in from a Windows 10 computer, Windows
10 uses DNS to obtain a list of adjacent domain controllers that can provide authentication
services.
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FIGURE 1-35 The DNS Manager console displays AD DS SRV records

A SVR record consists of several elements that identify the AD DS service. These are the
service, the protocol, the priority and weight, the protocol port number, and the host FQDN
offering the service, as shown in Figure 1-36.
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FIGURE 1-36 The global catalog SRV record for the Adatum.com domain
For example, if a Microsoft Exchange Server computer is attempting to locate a domain

controller running the Global Catalog service in the Adatum.com domain, it queries DNS for
_gc._tcp.Adatum.com.
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To help clients obtain access to geographically adjacent instances of AD DS services, infor-
mation about sites is provided in the SRV records on DNS. For example, when a Windows 10
computer starts up, it looks for site-specific SRV records in DNS. A typical DNS response to
the client’s query includes:

m A list of the domain controllers in the same site as the client

m A list of the domain controllers in the next closest site

‘ ) EXAM TIP

This assumes that no domain controllers were available in the same site and that the Try
Next Closest Site GPO setting is enabled.

® A random list of available domain controllers in the domain, if there is no domain
controller in the next closest site

Troubleshooting registration

Each domain controller runs the NETLOGON service. This service is responsible for, among
other things, registering the domain controller’s SRV records in DNS. If you determine that a
domain controller’s SRV records are not appearing in DNS correctly, restart the NETLOGON
service. This should force the records to register correctly.

You can also use the nslookup.exe DNS testing command line tool to verify the correct
registration of SRV records. For example, to ensure that the correct records are registered for
the Adatum.com domain, from a command prompt, perform the following procedure:

1. Type nslookup and then press Enter.

2. Type set type=all and then press Enter.

3. Type _ldap._tcp.dc._msdcs.Adatum.com and then press Enter.
The output returned should look something like Figure 1-37.

B Administrator: CAWindowshsystem32Ziemd.exe - nslookup - [m] b

i [Versior 93

FIGURE 1-37 Using NSLOOKUP to troubleshoot SRV registration in DNS
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Skill 1.2: Create and manage Active Directory users
and computers

After you have installed and deployed your domain controllers, you can start to populate
AD DS with objects, including users and computers. You can use several graphical tools
accessible from Server Manager to perform these administrative tasks, or you can use
Windows PowerShell to help automate these tasks.

This section covers how to:

m Create, copy, configure, and delete users and computers
®m Implement offline domain join

m  Configure user rights

m Perform bulk Active Directory operations

Create, copy, configure, and delete users and computers

For every user in your organization, you must create a user account in AD DS. This identi-
fies them as an individual when they attempt to perform tasks (rights) or access resources
(permissions).

You can populate this user account with properties (attributes) that describe the user.
These could include their full name, contact details, their role in your organization, their de-
partment, and many settings that define the scope of their abilities within your network.

It's important that before you start this process, you spend a little time thinking about
a naming standard for your user accounts. The user account name must identify the user
clearly, and must be unique within your organization. Typically, organizations use a combina-
tion of a user’s last name and initials to yield a unique name. If your organization is large, this
might require careful consideration because many users might share a last name, and some
might share both first name and last name.

In AD DS, it's not only users that must have an account. Computers that connect to your
organization’s networked resources must also be identified. In some respects, this is simpler
because you make the decision about the computer account name when you deploy the
computer and name it during the installation process. Therefore, it's critical that when you
deploy your users’ computers, you consider the device name carefully.

Adding user accounts

There are several tools that you can use to create and manage user accounts, including
Windows PowerShell, the dsadd.exe command-line tool, Active Directory Users and
Computers, shown in Figure 1-38, and the Active Directory Administrative Center, shown
in Figure 1-39. For the purposes of procedures in this chapter, we will use Active Directory
Users and Computers and Windows PowerShell.
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FIGURE 1-38 Active Directory Users and Computers
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FIGURE 1-39 The Active Directory Administrative Center

After defining your user account naming standard, use the following procedure to add a
user account:

1. Signin as a member of the Domain Admins global security group.
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\}) ExamTiP
. In fact, you can sign in as a member of the Account Operators group. Members of this
group have sufficient privilege to perform account management tasks.

2.

Open the Active Directory Users And Computers console, and then select the OU in
which you want to create your user account.

Q EXAM TIP
~ You can create user accounts in the Builtin, Computers, and Users containers, too, but it is

best practice to consolidate your users in OUs for management purposes.

3.
4.

Right-click the OU, point to New, and then click User.

In the New Object — User dialog box, shown in Figure 1-40, enter the following infor-

mation, and then click Next:

m First name, initials, and last name These should uniquely identify the user.
These elements combined to create the user’s full name, which must be unique
within the AD DS container where you create it. However, it is advisable to try to
ensure that the name is unique within the forest.

m User logon name This name is combined with the adjacently displayed suffix (@
Adatum.com in Figure 1-40) to create a user principal name (UPN); for example,
BurkeB@Adatum.com. This UPN must be unique within the AD DS forest. The UPN
suffix is generally the domain name where you are adding the account. However,
you can define additional UPN suffixes by using the Active Directory Domains and
Trusts console.

m User logon name (pre-Windows 2000) This name is also sometimes referred to
as the SAM account name. It must be unique within the current domain.

MNew Object - User =
L-; Create i Adatum com/T
First name: ‘Beth I Indtials: |
Last name: Butke
Full name: [Beth Buke
Uzer logon name:
[Buskel | | @adatum com v
Uzer lagon name [pre-Windows 2000}
[apaTUM | [Buked
Back Hewut > Cancel

FIGURE 1-40 Adding a user account
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6.

Next, enter a password and confirm the password, as shown in Figure 1-41. Whatever
you enter must meet the current password complexity rules in your domain. Configure
the remaining settings, and click Next:

= User Must Change Password At Next Logon It is good practice to force a user
to choose a new password when they first sign in.

m User Cannot Change Password Select this option if the user account is a special-
ist account, such as one used by an app or service rather than a person. This option
is mutually exclusive with User Must Change Password At Next Logon.

m Password Never Expires Likewise, choose this option if the user account is a spe-
cialist account, such as one used by an app or service. This option is also mutually
exclusive with User Must Change Password At Next Logon.

m Account Is Disabled It is good practice to disable all user accounts until the user
is ready to sign in for the first time. Many organizations add user accounts and
create email accounts for new start employees before the new employee’s first day.
However, leaving a user account enabled and unused, with its initial password, is

not secure.
Mew Object - User x
?) Createin.  Adatum.comAT
Password:
Confem passwoid: |seessnee

[ User szt change password t nest logon
[] User cannot change password

[[] Passwerd never expies

IAMisssints dsabisd

oo [Hom] | oot |

FIGURE 1-41 Configuring password and account options

When prompted, click Finish.

After you have created the account, you must modify its properties so that you can con-
figure group memberships, organizational details, and more advanced account properties. To
do this, use the following procedure:

1.

2.

In Active Directory Users And Computers, locate the OU that contains your new user

account.

Right-click the account, and then click Properties. There are a huge number of configu-
rable user account properties, but the following are the most critical.

In the User Properties dialog box, click the Account tab, shown in Figure 1-42, and then
configure the following settings:
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Beth Burke Properties ? X
Member OFf Diakin Environment Sessions
Remote contiol Remote Deskiop Services Profile COM+
Genesal  Address  Account  Profile  Telephones  Organization

User logon name:
[BurkeE] | @Adabum.com ~
User logon name [preWindows 2000}
|ADATUMA | |BurkeB
Logon Hours.... LogOn To...
[ Unlock account
Account oplions:
[5 User must change password at nest logon s
[ User cannat change password
[ Password never expires
[ Store password using reversible encrpplion v
Account expires
(@) Never
OEndak: Fiday . Decembe:r 30, 2016
Cancel Acply Help

FIGURE 1-42 Modifying user account properties

Logon Hours Specify the days and times of the week when the account can be
used. The default is Always.

Log On To Define which computers the user account can be signed in at. The
default is All Computers.

Unlock Account This option can only be selected when the account has been
locked. This occurs when a user attempts to sign in using an incorrect password and
exceeds the threshold of incorrect passwords.

Account Options Aside from the options you defined when you created the
account (user must change password at next logon, and so on), you can enable
some more advanced options for accounts that are used in sensitive situations
requiring more security. Settings include: Smart Card Is Required For Interactive
Logon, Account Is Sensitive And Cannot Be Delegated, and This Account Supports
Kerberos AES 256 Bit Encryption.

Account Expires You can configure an expiration date for an account. This is
often useful for accounts used by interns or temporary staff. After the account is
expired, you can reassign the account to the next intern and reconfigure the expira-
tion setting.

On the Profile tab, shown in Figure 1-43, the following settings.
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Beth Burke Properties ? X

Member O Diakin Environment Sessions
Remote contral Remote Desktop Services Profile COM+
General  Addess  Account  Frofle  Telephones  Organization

User profile

Prafile path: l\\hn-ch\Users\XusanameX\Plolie ]

Logon script: |nel|ogor|.cmc[ l

Horme lolder
O Local path:

®) Connect: [H: v: To: |\Wlonede1\Users\%Eusemames

e

FIGURE 1-43 Modifying user profile properties

m Profile Path If you define a profile path on a shared folder, the user’s desktop
and app settings roam with the user account. When a user signs out, her desktop

and app settings are saved to this location. Define a UNC name and use the variable

%username% to define a subfolder off the shared folder. For example, as shown in
Figure 1-43, the UNC name points to the shared folder Users on the server LON-
DC1. A subfolder for this user, named after the user account, will be created auto-
matically when you click Apply, as shown in Figure 1-44. Beneath that, a subfolder
for the user’s profile is automatically created.

m Logon Script Specify the name of a batch file to use as a logon script for this user.

You must not specify the path to this file; all scripts must be stored in the NET-
LOGON shared folder (part of SYSVOL) so that they can be replicated to all domain
controllers. Generally, this field is seldom used. Most administrators prefer to apply
logon scripts by using GPOs.

m Home Folder |It's good practice to create a personal storage area on your
network for each user. This is referred to as a home folder. If you use the variable
%username% to define a subfolder off a valid shared folder, the username is ap-
plied when the user’'s home folder is automatically created. Specify a drive letter to
use to map to the user’s home folder.
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User profile
Profile path: \hlon-de1\users\BurkeB\Profile]

Logon sciipt: ]netlogm.cmd

Home folder
O Local path:

(® Connect: H: v] To: [\Won-del\users\BurkeB

FIGURE 1-44 Applying user profile options

‘Q/‘ EXAM TIP

Ensure that you create the required shared folders before you create your first user ac-
counts. That way, Windows Server can automatically create the required user subfolders
and correctly assign permissions automatically. Also, use of the variable %username%

means that if you copy this account, the variable is substituted with the details for the ac-
count you are creating as a copy.

5. On the Member Of tab, shown in Figure 1-45, add the user to the required groups, and
then click OK. Groups are discussed in the next skill.

Beth Burke Properties ? X
Remote contral Remote Desktop Services Profile COM+
Genesal  Address  Account  Profle  Telephones  Organization
Merrber OF Diakin Environment Sessions
Member of:
Hame Active Directory Domain Services Folder

Domain Lsers Adatum.col

Add.. | | Remove

Primaty group: Domain Users

5 There iz no need to change Primary group unless
Set Piimasy Gioup you have Macintosh clients or POSE-compliant
applications.

ok ]| concel | [ dcil Help

FIGURE 1-45 Modifying group memberships
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Configure templates

If you have many, broadly similar user accounts to add, you can consider using templates to
help speed up the process. A template user account is an ordinary user account populated
with common properties and settings. You copy the account in Active Directory Users And
Computers, and then configure only the unique individual settings:

m First Name and Last Name
® Full Name
m User Logon Name

m Password

EXAM TIP

It's a very good idea to disable a template account and to configure the User Cannot
Change Password setting; this helps prevent use of the account.

The following user account properties are copied when you create and copy a template
account:

= Group Memberships
= Home Directories

m Profile Settings

m Logon Scripts

= Logon Hours

m Password Settings

m Department Name

= Manager

EXAM TIP

Although the notion of a template account might seem attractive, there are easier and
quicker ways to manage user accounts in bulk. Most administrators use Windows Power-
Shell scripts to create multiple accounts.

Managing user accounts

When your user accounts have been created, you must be prepared to manage these ac-
counts. You can use Active Directory Users and Computers or Windows PowerShell to per-
form the following typical management tasks:

m Resetting passwords Right-click the relevant user account, and then click Reset
Password. In Windows PowerShell, use the Set-ADAccountPassword cmdlet. For ex-
ample, to reset Beth Burke's password, use the following command:
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Set-ADAccountPassword ‘CN=Beth Burke,OU=IT,DC=Adatum,DC=com’ -Reset -NewPassword
(ConvertTo-SecureString -AsPTainText “Pa55w.rd” -Force)

m Unlocking accounts Right-click the relevant user account, and then click Unlock. In
Windows PowerShell, use the Unlock-ADAccount cmdlet.

= Renaming accounts Right-click the relevant user account, and then click Rename.
Type the new full name and press Enter. In the Rename User dialog box, shown in Fig-
ure 1-46, type the relevant information and click OK. In Windows PowerShell, use the
Rename-ADObject cmdlet.

Rename User ? X
Full name: ‘ Liene Jaunzemg| |
First name: l Liene ‘
Last name: [Jaunzema ]
Display name: ‘ Liene Jaunzema ‘
Qseﬁ logon name:
‘L'nene I @adatum.com B
User logon name (pre-Windows 2000):
‘ADATUM\ | ‘Liene

[k ] Conce

FIGURE 1-46 Renaming a user account

m Moving users Right-click the relevant user account, and then click Move. In the
Move dialog box, click the new location, and then click OK. In Windows PowerShell,
use the Move-ADObject cmdlet. For example, to move Beth Burke from IT to Market-
ing in the Adatum.com domain, use the following command:

Move-ADObject -Identity ‘CN=Beth Burke,OU=IT,DC=Adatum,DC=com’ -TargetPath
‘OU=Marketing,DC=Adatum,DC=com’

g | EXAM TIP
¥/

You can also use the Dsmod.exe command-line tool to accomplish many of these tasks.

You can use Windows PowerShell cmdlets to perform all common user management tasks.
Table 1-2 lists the important cmdlets and explains their use.
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TABLE 1-2 Common Windows PowerShell cmdlets for user management

Cmdlet Use

New-ADUser Creates user accounts.

Set-ADUser Modifies the properties of user accounts.
Remove-ADUser Deletes user accounts.
Set-ADAccountPassword Resets the password of a user account.
Set-ADAccountExpiration Modifies the expiration date of a user account.
Unlock-ADAccount Unlocks a user account.

Enable-ADAccount Enables a user account.

Disable-ADAccount Disables a user account.

Manage inactive and disabled accounts

There are many reasons why accounts might become inactive, including:
= An employee leaves your organization
m  An intern or temporary member of staff leaves
m A member of staff is away on a sabbatical, or is ill for an extended period
= An employee is on parental leave

Whatever the reason, it is good practice to disable accounts that are inactive to help
ensure the security of your network. To Disable an unused account, in Active Directory Users
And Computers, right-click the user account, and then click Disable Account. To enable a
disabled account, locate the user account, right-click it, and then click Enable Account.

Add and manage computer accounts

For computer devices that your organization owns, you should create an AD DS account for
the computer. This helps to secure your organization’s network infrastructure because the
computer can identify itself to the AD DS domain of which it is a member.

By default, computer accounts are created and stored in the default Computers container.
This is not an OU and, therefore, you cannot delegate administration on it, nor apply GPOs to
it. In larger organizations, consider placing your computers in OUs rather than the Computers
container.

To add a computer to the domain, you must sign in with an account that has sufficient
privilege. In fact, you require permissions to add a computer object within the domain. Also,
you require local administrator privilege on the computer itself. By default, the following
groups have the permissions to create computer objects in any OU:

m  Enterprise Admins
® Domain Admins
® Administrators

m  Account Operators
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EXAM TIP

Standard users can add a maximum of 10 computers to a domain. Use the Active Directory

Services Interfaces Editor (ADSI Edit) console to increase the machine account quota if 10 is

insufficient.

You can then add the computer account using one of two strategies:

= Add the computer account in one step When you join a computer to a domain,
you can supply credentials to create the required computer account at the same time
as you change the client computer’s settings. This is a simple, one-step process.

m Pre-create the computer account You can create the computer account in AD DS
first, and then, from the client computer, add the computer to your domain. This two-
step approach enables you to separate the administrative tasks of adding computers
to the domain, and managing computer accounts. Also, any GPOs configured on the
computer’'s AD DS container apply more quickly.

To add a Windows 10 computer to a domain in a single step, use the following procedure:

1. Signin to the Windows 10 computer as a local administrator.

2. Right-click Start, and then click System.

3. In System, click Advanced System Settings.

4. In the System Properties dialog box, on the Computer name tab, click Change.

5. Inthe Computer Name/Domain Changes dialog box, shown in Figure 1-47, select Do-

main, and then type the domain name.

Computer Name/Dormain Changes

‘You can change the name and the membership of this

Computer name:

computer. Changes might affect access to network resources.

X

LON-CL4

Full computer name:
LON-CL4
More...

Member of
® Domain:

lAdatum.cmﬂ

O Workgroup:
WORKGROUP

| 0K || Cancel

FIGURE 1-47 Adding a computer to a domain
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6. Click OK, and in the Windows Security dialog box, enter the User Name and Password
of a user account in the domain that has sufficient privilege to add a computer ac-
count, then click OK.

7. Inthe Computer Name/Domain Changes pop-up dialog box, shown in Figure 1-48,
click OK.

Computer Name/Domain Changes X

o Welcome to the Adatum.com domain,

FIGURE 1-48 Completing the add to domain process

8. Click OK to the warning that you must restart your computer.

9. In the System Properties dialog box, click Close, and then when prompted, click
Restart Now.

10. Sign in using a domain account to your computer.
11. On your domain controller, open Active Directory Users And Computers.
12. Navigate to the Computers container, and locate the new computer account.

13. If necessary, right-click the new account, and then click Move, as shown in Figure
1-49.

_J Active Directory Users and Computers = m] X
File Action View Help
e | 2f /0 XER2 HE|TREHTER

: Active Directory Users and Computers [LON|| pame Type Description
> 21 Saved Queries MEILON-CL1  Computer
v A v LNz Camput
Z Computers - S L Add to 2 grou
5 Development EE‘TLON'HOST‘I Compater , 4
31 Domain Controllers MELON-HOSTZ . Computar e o
| ForeignSecurityPrincipals EELON'NWO“‘ Computer Reset fccount
@ ILILON-NVHO... Computer Move...
» ] Managed Service Accounts "5‘ LON-RTR Computer Manage
@ .. K1 AN 61D r

FIGURE 1-49 Moving a computer account

14. Select the new OU location for the computer, and then click OK.

Generally, computer accounts do not require much management. You might need to add
a computer to a security group, which is an almost identical process to adding a user to a
group. You can use Active Directory Users and Computers or the Active Directory Administra-
tive Center to perform computer management.
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You can also use Windows PowerShell. Table 1-3 lists the common Windows PowerShell
computer management cmdlets.

TABLE 1-3 Common Windows PowerShell cmdlets for computer management

Cmdlet Use

New-ADComputer Creates a new computer account.

Get-ADComputer Displays the properties of a computer account.

Set-ADComputer Modifies the properties of a computer account.

Remove-ADComputer Deletes a computer account.

Test-ComputerSecureChannel Verifies or repairs the trust relationship between a com-
puter and the domain.

Reset-ComputerMachinePassword Resets the password for a computer account.

RESET THE SECURE CHANNEL

Occasionally, you might need to reset the computer’s secure channel. When a computer signs
in to the AD DS domain, it establishes a secure channel with the domain controller; the secure
channel is sometimes referred to as a trust. Under some circumstances, this trust becomes
unavailable, and the computer cannot establish the secure channel. This can result in users
being unable to sign in at the computer, and in the failure of the application of GPOs on the
computer.

Often, when a secure channel failure has occurred, users receive the following message
when they attempt to sign in:

“The trust relationship between the workstation and the primary domain failed.”

Some administrators remove the computer from the domain, adding it temporarily to a
workgroup, and then after restarting the computer, they add it to the domain again. This is
usually successful. However, this removes the computer object in AD DS and creates a new
one, albeit with the same name. Because the object is new, and has a new security identity
(SID), any group memberships for the computer are lost; this might not be a concern.

However, if you use group memberships extensively, it is better to reset the secure channel
rather than remove the computer from the domain. You can reset the channel by using Active
Directory Users and Computers, Windows PowerShell, or the Dsmod.exe command-line tool.
Resetting the channel ensures that the computer’s SID remains the same, and this means that
group memberships are retained.

\] EXAM TIP

You can also use the Netdom.exe or Nltest.exe command-line tools.
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In Active Directory Users and Computers, to reset the secure channel.

1. Right-click the computer, click Reset Account, and then click Yes, as shown in Figure
1-50.

2. Rejoin the computer to the domain, and then restart the computer.

™ A &

.Fite Action  View Help
o 2@ {0IXECE HE P 2uTYE%R
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IELON-HOSTZ ¢
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|21 Domain Controllers Li z _ ,
» | ForeignSecurityPrincipal IR LON-NVHO... ¢ | Are you sure you want to reset this computer account?
>E T 1 LON-RTR [
» ] Managed Service Accour & LON-SVR1 [s
» 3] Managers 1A LON-SVR2 [e o -
» [2] Marketing IELON-SWR3 O “
> &l Research
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FIGURE 1-50 Resetting the computer account

To use Windows PowerShell, on the computer, run the following command in an elevated
Windows PowerShell command prompt:

Test-ComputerSecureChannel -Repair

To use the Dsmod.exe command-line tool, use the following command on the computer,
and then rejoin the computer to the domain:

dsmod computer "ComputerDN" -reset

Implement offline domain join

Usually, when you add a computer to an AD DS domain, the domain controllers of the do-
main are online and accessible from the computer that you want to add. However, sometimes,
it is not possible to perform an online domain join, for example, when the computer to be
added is connected to a domain controller by an intermittent remote connection.

In Windows Server 2016, for client computers running Windows 7 or newer, you can use
a feature known as offline domain join to bypass this problem. To perform an offline domain
join, you use the Djoin.exe command-line tool. Djoin.exe generates a metadata blob, similar
to a configuration file, which is used on the client computer to complete the join process.
When you run Djoin.exe, you must specify the domain name you want to join, the name of
the computer to be added to the domain, and the name and location of the file that will store
this information.
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To perform an offline domain join, use the following procedure:

1. On adomain controller, open an elevated command prompt and run djoin.exe /provi-
sion. The format for this command is:

djoin.exe /Provision /Domain <DomainName> /Machine <MachineName> /SaveFile
<filepath>

For example, to add LON-CL4 to the Adatum.com domain, use the following com-
mand:
djoin.exe /provision /domain adatum.com /machine LON-CL4 /savefile c:\cl4.txt
2. Next, copy the join file to the target computer and then use the djoin.exe /request-
ODJ command. The command format is:

djoin.exe /requestOD] /LoadFile <filepath> /WindowsPath %systemroot% /Localos

For example, to add LON-CL4, run the following command:

djoin.exe /requestOD] /loadfile c:\LON-CL4.txt /windowspath C:\Windows /Localos

3. Restart the target computer.

Configure user rights

User rights are different from permissions. Permissions give the ability to access something,
such as a folder or printer, while rights are the ability to do something, such as manage a
printer.

Rights are sometimes described as being the assignment of management abilities; this is
often true, because many rights enable users to perform management tasks. However, not all
rights are administrative. Some are for simple, user-oriented tasks, such as the right to allow
logon locally, or change the system time.

It is typical to assign rights by adding users to groups that already are assigned that right.
For example, members of the local Administrators group can perform many management
tasks through the assignment of rights to that group. By adding a user to the Administrators
group, that user enjoys those rights.

However, if you want to grant a user a right directly, or, indeed, to assign a right to a
group, it is important that you know how to do it. The tool most frequently used to assign
rights in a non-domain environment is the Local Security Policy. In an AD DS forest, adminis-
trators use GPOs to assign these rights.

To modify user rights, use the following procedure:

1. Open the Group Policy Management console.

2. Navigate to the Group Policy Objects container.

3. Inthe details pane, right-click the Default Domain Policy, and then click Edit.
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4.

In the Group Policy Management Editor, in the navigation pane, expand Computer
Configuration, expand Policies, expand Windows Settings, expand Security Settings,
expand Local Policies, and then, as shown in Figure 1-51, click User Rights Assignment.

| Group Policy Management Editor
File Action View Help
| nm X M

< >

- | Denw loa on throuah Remote Deskton Senices
<

~ @ Computer Configurstion - ] Palicy ” Palicy Setting -~
v [0 Policies L Access Credential Manager 31 3 trusted caller Mot Defined
: o) Access this computer from the network Mot Defined
- T Tn:::: sl:::loﬁ:ion Policy L Act a3 part of the operating systern Mot Defined
5] Scripts (StartupyShutdown) ,_\',M.dworkmt'nns to dormain NotDeﬁ.ned
3 I;I Deployed Printers < Adjust memary quotas for a process Mot Defined
v 3 Security Settings ) Allow log on locally ) Mot DeF!ned
» I8 Account Policies | Allow log on through Remote Desktop Services Mot Defined
v 3 Local Policies a) Back up files and directories Mot Defined
> 3 Awudit Policy ) Bypass traverse checking Not Defined
5 j User Rights Assignment sl Change the system time Mot Defined
5 ] Security Options | Change the time zone Mot Defined
> F Eventlog ] Create 3 pagefile Mot Defined
» @ Restricted Groups ) Create a token object Mot Defined
> g System Services . Create global objects Mot Defined
> g Registry i Create permanent shared objects Not Defined
» LA File System L Create symbolic links Mot Defined
> T Wired Network (IEEE 8023)P || | pabug pragrams Not Defined
> [ Windows Firewall with Adval || 7 b secass to this computer from the netwark Mot Defined
'_—; Ne.Mrk Lt hanager Polcl iz Deny log on a5 a batch job Mot Defined
i d}l :::::2:':::&55“ 0 | Deny lag on a3 a service Mot Defined
" e S - ) Deny log on locally Mot Defined
> M St Eastction Bolkes Not Defined v

FIGURE 1-51 Locating the User Rights Assignment node

In the details pane, select the right that you want to assign by double-clicking it.
In the Right Properties dialog box, shown in Figure 1-52, select the Define These

Policy Settings, click Add User Or Group, select the appropriate user or group, and click

Manzge suditing and security log Properties ? x
Secuily Policy Selfing  Explain
E Manage audiing and secusiy bg
anr
[ Define theze policy setlings:
[ADATUM\Beth
Femove
[ Cancal Apply

FIGURE 1-52 Assigning a right
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7. Inthe Right Properties dialog box, click OK.

NEED MORE REVIEW? USER RIGHTS ASSIGNMENT

For a list of common user rights, refer to the Microsoft TechNet website at https://technet.
microsoft.com/library/dn221963(v=ws.11).aspx.

Perform bulk Active Directory operations

Bulk operations are when an administrator performs a single task to complete multiple activi-
ties, and can include the following common administrative tasks:

m  Automate the creation of Active Directory accounts
m  Automate unlocking of disabled accounts using Windows PowerShell
m  Automate password resets using Windows PowerShell

m Change the properties of many users in a single step, such as department name or
street address

In a small organization, the requirement to perform bulk operations is less likely. However,
in large organizations, the need likely exists to add and configure blocks of users on a regular
basis. This might take the form of bulk account creation, or of bulk account management,
such as changing the accounts’ properties.

There are several methods you can employ to perform bulk account management, includ-
ing using comma separated value (CSV) files, and Windows PowerShell scripts. Using CSV files
can make working with multiple AD DS objects quicker and easier.

An example CSV file might look like this:

Ful1Name, Department
Abbie Parsons, Sales
Allan Yoo, Sales
Erin Bull, Sales
After you have created a properly formatted CSV file, you can use it with a Windows Pow-

erShell script to perform your bulk operation.

EXAM TIP

You use the Windows PowerShell Import-csv cmdlet to read a CSV file’s contents into a
variable in memory for use by a script.

For example, to create new accounts with Windows PowerShell and a CSV file, you could
use the following basic script.
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$users=Import-CSV -LiteralPath "C:\new-users.csv"
foreach ($user in $users)

{

New-ADUser $user.FullName -AccountPassword (Read-Host -AsSecureString "Enter
password") -Department $user.Department

}

NEED MORE REVIEW? CREATING BULK USERS IN ACTIVE DIRECTORY USING POWERSHELL

To review further details about using Windows PowerShell to create AD DS user objects in
Windows Server 2016, refer to the Microsoft MSDN website at https://blogs.msdn.microsoft.
com/amitgupta/2012/02/06/creating-bulk-users-in-active-directory-using-powershell/.

Using Windows PowerShell to modify AD DS objects

To perform bulk operations on user or computer objects, or indeed, group objects, you must
pass a list of the desired objects to a Windows PowerShell cmdlet that then performs the re-

quired modification. Often, the cmdlet that performs this modification is one of the following:

m Set-ADUser

m Set-ADComputer

m Set-ADGroup

m Set-ADOrganizationalUnit

For example, if you wanted to modify the company name of all users following a merger,
you could use the following command:

Get-ADUser -Filter {company -like "A Datum"} | Set-ADUser -Company "Contoso"

To disable all user accounts in the Sales department, you could use the following com-
mand:
Get-ADUser -Filter {Department -Tike "Sales"} | Disable-ADAccount

To reset the password for all users in the Marketing department, you could use the follow-
ing command:

Get-ADUser -Filter {Department -Tike "Marketing"} | Set-ADAccountPassword -Reset
-NewPassword (ConvertTo-SecureString -AsPlainText "Pa55w.rd" -Force)

NEED MORE REVIEW? ACTIVE DIRECTORY BULK USER MODIFICATION

To review further details about using Windows PowerShell to manage AD DS objects in
bulk, refer to the Microsoft TechNet website at https://blogs.technet.microsoft.com/poshc-
hap/2014/05/14/active-directory-bulk-user-modification/.
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Skill 1.3: Create and manage Active Directory groups
and organizational units

In addition to users and computers, all AD DS forests contain groups and OUs. You can use
graphical tools to create and manage groups and OUs, or alternatively, you can use Windows

PowerShell cmdlets.

In some senses, groups and OUs are similar; they both contain objects, such as users, com-
puters, or even other groups or OUs. Strictly speaking, however, groups have members and

OUs contain objects.

OUs and groups are also used in different ways. Typically, you implement groups in AD DS
to assign rights or permissions, whereas you use OUs to streamline management through the
application of GPOs or through management delegation.

By default, a Windows Server 2016 domain controller contains several built-in group ac-
counts, including those listed in Table 1-4.

TABLE 1-4 Default AD DS Windows Server 2016 groups

Name

Server Operators
Account Operators
Print Operators

Administrators

Users

Guests
Backup Operators

Network Configuration
Operators

Remote Desktop users
Domain Computers
Domain Controllers
Domain Guests
Domain Admins
Domain Users

Enterprise Admins

Description

A domain local group created with the default abilities to install and share
software on the server, manage disks and backup the server.

A domain local group with the ability to create and manage user and group
accounts. Members can also delete accounts that they have created.

A domain local group that can install, share, and manage printers and print
queues.

This domain local group has rights to perform any function on a Windows
Server 2016 server computer. Members can create new accounts, delete ac-
counts, manage disks and printers, set security and auditing policies and so on.

A domain local group that inherits the permissions to use resources. Typically
read permissions to disks and the permissions to submit print jobs. These ac-
counts can have a Profile and a home directory.

A domain local group with limited access to the server. These accounts cannot
have either Profiles or home directories.

A domain local group that has the rights to back up the server. Members also
have the rights to restore the same data.

Members have certain network management privileges.

Members can sign in remotely to this server (used for remote desktop services).
A global group that contains all workstations and servers in the domain.

A global group that contains all domain controllers in the domain.

A Global group automatically added to all Local Guests groups.

A Global group automatically added to all Local Administrators groups.

A Global group automatically added to all Local Users groups.

A universal group (only in the forest root domain) that has full administrative
control of all objects in the forest.
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In addition to these groups, Windows Server also supports the notion of special identities.
These are treated as groups within the operating system in as much as you can grant them
permissions and rights, like any other group. However, the membership list is not editable; that
is, you cannot assign a user (or another group) to a special identity. Rather, the membership is
implied based on the characteristics of a user in a given situation. These special identities are:

m Everyone This identity represents everybody and includes both users with an ac-
count, and guests without an account—assuming the guest account is enabled.

m Authenticated Users This identity is more specific and includes everybody except
guests.

m Anonymous Logon This identity is used by resources that do not require a user-
name or password to permit access. It does not include guests.

m Interactive A user that is attempting to access a resource on the local computer
belongs to the Interactive identity.

m Network A user thatis attempting to access a resource on a remote computer be-
longs to the Network identity.

m Creator Owner Any individual that creates an object, such as a file, belongs to the
Creator Owner identity for that object. A user that belongs to this identity has full
control of the object.

This section covers how to:
m Create and manage groups
m Create and manage OUs

m Delegate management of Active Directory with groups and OUs

Create and manage groups

When considering groups, it is important to determine when it is appropriate to use the built-
in default groups or the special identities, and when it is necessary to create and configure
additional groups to suit your specific organizational needs.

Configure group nesting

In Windows Server 2016, it is possible to configure group nesting. This is the process of add-
ing a group as a member of another group. The purpose behind group nesting is one of
scaling. If it is sometimes logical to group users together and assign the group permissions (or
rights) rather than the individuals that make up the group, on occasion, it is logical to group
groups. This is particularly relevant in large, multidomain AD DS forests.

To facilitate group nesting, AD DS in Windows Server 2016 supports three group scopes
and two group types. These are:
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m Scopes Define the scope (or range) of abilities:

m Domain Local Can only be granted rights and permissions within the local
security authority. That is, a domain local account can only be granted rights and
permissions on resources in the local domain. A domain local group can contain:

m Users from any domain in the forest
m Global groups from any domain in the forest
m Universal groups from any domain in the forest

m Global Can be granted rights and permissions to any resource in any domain in
the forest. A global group can contain:

m Users from anywhere in the forest
m  Global groups from the same domain

m Universal Used for forest-wide operations, and allow for the assignment of per-
missions and rights in any domain in the forest. Universal groups can contain:

m User accounts, global groups, and other universal groups from any domain in the
entire forest

m Types Define the purpose of the group:

m Security Used to assign permissions or rights. Can also be used for the purposes
of email distribution lists.

m Distribution Used only for the purposes of email distribution lists.

EXAM TIP
Universal group membership lists are maintained in the Global Catalog, whereas other
groups memberships are not.

In Windows Server 2016, there is a recommended strategy for nesting groups referred to
as IGDLA, which is an abbreviation for the following:

m Identities User and computer accounts that represent business functions within your
organization.

m Global groups Contain identities and belong to domain local groups. Generally,
these are named after the objects that are members. For example, Sales, Marketing,
European users.

m Domain local groups Granted permissions and rights on objects. Generally named
after the functions members perform. For example, Administrators, Print Operators.

m Access The access that you grant on a resource to the domain local group.

In a large multidomain forest, you can also use Universal groups to help manage nesting.
This is referred to as IGUDLA:

m Identities User and computer accounts.

m Global groups Contain identities and belong to Universal groups.
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m Universal Consolidates multiple global groups from other domains into a single
entity.

= Domain local groups Contains Universal groups and granted permissions and rights
on objects.

m Access The access that you grant on a resource.

You do not have to implement either of these strategies. In fact, in a single domain forest,
there is little difference between the groups as the scope for all groups is then the same, as is
the potential membership of any group. However, it is recommended that you at least con-
sider using IGDLA in a single domain forest in case later, you add additional domains.

Convert groups, including security, distribution, universal, domain local,
and domain global

If you create a group and define its scope and type, and later, you want to change the scope
and/or type, this is permissible in certain circumstances, as summarized in the following list:

m Global to universal Permitted only if the group that you want to rescope is not a
member of another global group. This is because a universal group cannot belong to a
global group.

= Domain local to universal Permitted only if the group that you want to rescope
does not contain another domain local group. This is because a universal group cannot
contain a domain local group.

m Universal to global Permitted only if the group that you want to rescope does not
have another universal group as a member. This is because a universal group cannot
belong to a global group.

m Universal to domain local Always permitted.

If you want to change the type of the group, this is always permissible but with the follow-
ing caveats:

m Distribution to security Always permitted.

m Security to distribution Always permitted, but any rights and permissions assigned
to the group are lost because distribution groups cannot be assigned permissions or
rights.

NEED MORE REVIEW? GROUP SCOPE

To review further details about group scope, refer to the Microsoft TechNet website at
https://technet.microsoft.com/en-us/library/cc755692(v=ws.10).aspx.

Create, configure, and delete groups

The process of creating and managing groups is straightforward. As with users and comput-
ers, you can use Active Directory Users and Computers, the Active Directory Administrative
Center, or Windows PowerShell to perform all group management tasks.
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To create a group in Active Directory Users and Computers, use the following procedure:
1. Locate the appropriate OU. Right-click the OU, point to New, and then click Group.

2. Inthe New Object — Group dialog box, shown in Figure 1-53, type the Group name.
The Group name (pre-Windows 2000) autocompletes.

New Object - Group X

% Crestain:  Adstum.comfTT

Group name:
[lmms |

Group name (pre-Windows 2000):
|

Group scope Group type
(O Dornain local (@) Security

@ Global (O Distribution
(O Universal

FIGURE 1-53 Adding a group

3. Specify the group scope and type. The default is global security. Click OK.

After you add the group, in the details pane in Active Directory Users and Computers,
double-click the group to configure its properties, including members. To add a member,
click the Members tab, as shown in Figure 1-54, click Add, browse and select your user or
group, and then click OK.

IT Managers Properties ? X

General Members |Member Of Managed By
Members:
| Mame Active Diectory Domain Services Folder
2 BethBuke  Adatum com/IT

e

oK | Cancel | [ Apply

FIGURE 1-54 Configuring a group
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You can configure group managers. This enables you to delegate responsibility for man-

agement of the group, as shown in Figure 1-55.

IT Managers Properties ? x
General Members Member Of Managed By
Name: [Ma‘lwn.cumm‘.fBelh Buike |
Puopeties Clear
A Manager can update membership list
Office:
Street:
City: London
State/province:
Country/region:
Telephone rumber:
Fax number:
oK. Cancel Apply

FIGURE 1-55 Assigning a group manager

You can easily delete a group from Active Directory Users and Computers. Right-click the

group and then click Delete. At the confirmation prompt, click Yes.

You can perform all group management tasks by using Windows PowerShell. Table 1-5

shows the group management cmdlets.

TABLE 1-5 Common Windows PowerShell cmdlets for group management

Cmdlet

New-ADGroup

Set-ADGroup

Get-ADGroup

Remove-ADGroup
Add-ADGroupMember
Get-ADGroupMember
Remove-ADGroupMember
Add-ADPrincipalGroupMembership
Get-ADPrincipalGroupMembership

Remove-ADPrincipalGroupMembership

Use

Creates new groups

Modifies properties of groups
Displays properties of groups

Deletes groups

Adds members to groups

Displays members of groups

Removes members from a group
Adds group membership to objects
Displays group membership of objects

Removes group membership from an object
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For example, to create a new group called IT Managers in the IT OU in the Adatum.com
domain, you can use the following command:

New-ADGroup -Name “IT Managers” -SamAccountName ITManagers -GroupCategory Security
-GroupScope Global -DisplayName “ IT Managers” -Path “OU=IT,DC=Adatum,DC=Com”
-Description “Members of this group are RODC Administrators”

To add members, you can use the following command:

Add-ADGroupMember “IT Managers” “Beth”, “Ida”

To enumerate the current group members, use the following command:

Get-ADGroupMember “IT Managers”

Manage group membership using Group Policy

Although you can manually maintain group memberships by using either Windows Power-
Shell or the graphical tools, such as Active Directory Users and Computers, it can be time-
consuming, especially in a large organization.

In Windows Server 2016 AD DS, you can use GPOs to maintain group membership. This
means you can manage group membership automatically from a single point. This is called
Restricted Groups.

Using Restricted Groups, you can configure the membership of a specific group, and you
can also configure that a specific group must be a member of another group. Or you can
configure both to create group nesting. To implement Restricted Groups, on your domain
controller, open the Group Policy Management console.

1. Navigate to the Group Policy Objects container.

2. In the details pane, right-click the Default Domain Policy, and then click Edit. You can,
of course, create your own GPO and link it to the appropriate OU

3. Inthe Group Policy Management Editor, in the navigation pane, expand Computer
Configuration, expand Policies, expand Windows Settings, expand Security Settings,
and then click the Restricted Groups node.

4. Right-click Restricted Groups, and then click Add Group.

5. Inthe Add Group dialog box, browse and locate the group you want to restrict, and
click OK.

6. Then, in the Group Properties dialog box, shown in Figure 1-56, to restrict member-
ship of the group, under the Configure Membership For Group heading, click Add, and
then add any users or groups that must belong to the group.

7. Optionally, under the This Group Is A Member Of heading, browse and locate any
groups of which this group must be a member. Click OK.
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Adrinistrators Properties ? X
Configure Membership for Administiators

Members of this group:
IT Managers | Add...

Remove

This group iz a member of:

< The groups lo which this group belongs Add..
should not be modihied:>

Remove

OK Cancel Apply

FIGURE 1-56 Restricting group membership

Q EXAM TIP

You can only implement the Restricted Groups feature in domain-level GPOs. You cannot
use local group policies on Windows client or Windows Server operating systems.

Create and manage OUs

OUs enable you to manage your AD DS domain more easily by grouping users, groups, and
computers together in a container, and then apply configuration settings to that container by
using GPOs. In addition, you can configure security settings on your OUs so that a subset of
management permissions are assigned to a user or group on that OU, and therefore objects
within that OU; this is known as delegation.

Before you start creating OUs and populating them with users, groups, and computers, it's
worth spending some time thinking about what you want to achieve with them. Most organi-
zations consolidate their AD DS objects into OUs based on one of the following strategies:

m Business units This might represent the department, such as Sales or Research. It

might represent a product line, such as Aviation or Paints.

m Geographical location Depending on the size of your organization, this might be
office location, city location, or even country or continent. Remember that you can use
AD DS site objects to control physical network behavior, so using geographical OUs
must mean something in terms of delegation or configuration.

m Hybrid A combination of both these strategies. It is likely this will suit only the largest
organizations. It is also probable that your OUs will be nested, perhaps first by region
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and then by department, or the other way around, depending on the management
structure of your organization.

After you have considered how best to implement OUs, you can start to create them, and
then move objects, such as users and computers, into them. Generally, most OU management
is performed using graphical tools, such as Active Directory Users and Computers. However,
you can use Windows PowerShell. Table 1-6 lists the common Windows PowerShell OU man-
agement cmdlets.

TABLE 1-6 Common Windows PowerShell cmdlets for OU management

Cmdlet ‘ Use
New-ADOrganizationalUnit ‘ Creates OUs
Set-ADOrganizationalUnit ‘ Modifies properties of OUs

Get-ADOrganizationalUnit Displays properties of OUs

Remove-ADOrganizationalUnit ‘ Deletes OUs

To create an OU in AD DS, open the Active Directory Users and Computers console. Navigate
to the domain object, and then use the following procedure:
1. Right-click the domain (or OU, if you are creating nested OUs), point to New, and then
click Organizational Unit.
2. Inthe New Object — Organizational Unit dialog box, shown in Figure 1-57, in the Name
box, type the name for your OU, and then click OK.

New Object - Organizational Unit *

-': Create e Adatum.com/

MName:
i!_mdod
[ Protect container from accidental deletion

| [

FIGURE 1-57 Adding an OU

After you have created your OU, you can begin to create, or move, objects into the OU.
Once this task is completed, you can create and link GPOs to the OUs to configure user and
computer settings for objects within the OU. GPOs are discussed in more detail later in Chap-
ter 3: Create and manage Group Policy.
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Delegate management of Active Directory with groups
and OUs

Having created your OUs and populated them with the required objects, you can optionally
delegate administration of them to groups within AD DS.

NOTE DELEGATION NOT SEPARATION

Remember that although you can delegate administrative responsibility for certain tasks to
specific users or groups on a designated OU, you cannot separate administration. Members
of the Domain Admins group can perform all management tasks on even delegated OUs

in the current domain. Members of the Enterprise Admins group can manage all OUs in all
domains in the forest. The only way to achieve administrative separation is by implement-
ing multiple AD DS forests, each with a separate Enterprise Admins group.

You can delegate tasks by using the Delegation Of Control Wizard in Active Directory
Users and Computers. Alternatively, you can manually assign specific object-level AD DS
permissions using the Security tab on AD DS objects; this, however, can be a time-consuming
and fiddly process.

To delegate control using the Delegation Of Control Wizard, use the following procedure:

1. In Active Directory Users and Computers, locate and right-click your OU, and then click
Delegate Control.

2. Inthe Delegation Of Control Wizard, on the Welcome page, click Next.

3. On the Users or Groups page, click Add, and locate the user or group to which you
want to delegate the specific task you are configuring. Click OK, and then click Next.

EXAM TIP

Even if you intend to delegate to a single user, it is still best practice to delegate to a group
of which the single user is the only member. This makes things easier if later, you must
delegate to a different user. Instead of having to start over, you can simply remove the old
user and add the new user to the group.

4. On the Tasks To Delegate page, shown in Figure 1-58, in the Delegate The Following

Common Tasks list, select the check box for the task(s) you want to delegate, and click
Next.
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Delegation of Control Wizard X

Tasks to Delegate !
“You can select common tasks or customize your own. W i
(®) Delegate the following common tasks:
[~ Create, delete, and manage user accounts ~

[+] Reset user passwords and force password change at next logon
B4 Read all user information

[[] Create, delste and manage groups

[ Modify the membership of a group

[[] Manage Group Policy links

] Generate Resultant Set of Policy (Planning) v
< >

(O Create a custom task to delegate

< Back Cancel Help

FIGURE 1-58 Delegating a common task

(}) ExamTip

S
Common tasks are: User management, group management, limited GPO management, and
inetOrgPerson management.

5. AD DS permissions are configured. Click Finish.

You can run the Delegation Of Control Wizard as many times as you require to assign the
necessary permissions. However, for more advanced tasks, or specialist permissions, you must
use custom tasks. For example, to delegate the ability to create and delete computer objects,
you must use the custom task option.

1. Launch the Delegation Of Control Wizard, specify the user or group to which you want

to delegate your custom task, and then, on the Tasks To Delegate page, click Create A
Custom Task To Delegate, and click Next.

2. On the Active Directory Object Type page, shown in Figure 1-59, select This Folder,
Existing Objects In This Folder, And Creation Of New Objects In This Folder. This op-
tion enables the delegated administrator to manage all aspects of the selected object
types. Click Next.
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Aclive Directory Object Type 0
Indicate the scope of the task you want to delegate. b
Delegate control of:

(®) This faldes, existing objects in this folder, and creation of new abiects in this folder
(O Only the Tollowing cbiects in the folder.

[ account objects A
[] aCSResourcelimils objects
[0 appécatioriversion objects

[] bootableDevice obects

[ cenificationduthority objects
[] Computer objects

Create selected objects in this lolder

Delete selected objects in this folder

cBack |[ Mew> | | Cancel Help

FIGURE 1-59 Delegating a custom task

On the Permissions page, select the Creation/Deletion Of Specific Child Objects, as

shown in Figure 1-60, and then select the Create Computer objects and Delete Com-
puter objects check boxes. Click Next.

Delegation of Control Wizard X
Permissions L r
Select the permissions you want lo delegate. b
»

Show these peimissions:

[ General
[ Pioperty-specific
[ Creation/detation of specilic child obiscts
Pemissions:

[ Create applicatioriersion objects ~
[] Delete applicationV/ession objects

B4 Create Computer objects

(4 Delete Computer objects

[0 Create Contact objects

[[] Delete Contact objects

oo [ [ o | [

FIGURE 1-60 Selecting the object type

4. Click Finish. AD DS permissions are configured.

There comes a point when using the Delegation Of Control Wizard is itself too time-con-
suming. Although relatively simple, to have to repeatedly step through the wizard to assign
another custom task, and then another, would take longer than just configuring the AD DS

permissions directly. To view and edit the AD DS permissions on an object, use the following
procedure.

Skill 1.3: Create and manage Active Directory groups and organizational units ~CHAPTER 1
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In Active Directory Users and Computers, click the View menu, and then click Ad-
vanced Features. This enables the Security tab on all objects.

Right-click your OU, and then click Properties.

In the OU Properties dialog box, on the Security tab, shown in Figure 1-61, you can see
the permissions for the OU. These will include any that you have recently delegated.

London Properties ? *

General ManagedBy Object Secuily COMs+ Atrbute Editor

Group of user names:
2 Authenticated Users ~
S8 5YSTEM

2 ADATUMMT Man, 1
B2 Domain Admins (ADATUM\Domain Adming)
E2 Enterprise Admins [ADATUM\E nterprise Adming]

| B2 Ky Adming [ADATUM\K ey Adming] ¥

Pemmissions for IT Managers

Allows

Create o chid objects O

Delete 2 chid objects O
O
O

Generate resultant set of policy logging)
Generate resullant set of palicy [planning)
Special pemissions - v

For special permissions of advanced seltings, chck Edvenced
Advanced. :

o [ comoel | [0 Hel

FIGURE 1-61 Viewing AD DS object permissions

If you want to view the specific delegated permissions, click Advanced, as shown in
Figure 1-62. You can see the permissions that are delegated.

[ Advanced Security Settings for London o x
Cramer: Demain Admins (ADATUM\Demain Admins) Change
i Permissions Auditing Effective Access
For additional i ion, double-click 3 ission entry. To modify 3 permission entry, select the entry and click Edit (if available).
Permission entries:
Type  Principal Access Inherited from Applies to L
AR Allew 1T Managers (ADATUMVT M...  Create/delete Comput.. MNone This chject and all descendan...
R aAllow 1T Managers (ADATUMMT M..  Create/delete User cbj.. None This object and all descendan...
8% Allow  IT Managers (ADATUMVT M...  Full contral None Descendant User chjects
EL Allow  Account Operators (ADATU...  Create/delete InetOrg.. MNone This object only
% Allow  Account Operators (ADATU...  Create/delete Comput.. Mone This object only
E& Allow  Account Operstors (ADATU...  Create/delete Group .. Mone This object only
E% Allow  Print Operators (ADATUM\Pr... Creste/delete Printer 0. Mone This cbject only
B2 Allew  Account Operstors (ADATU...  Creste/delete User obj.. None This object only
82 Allow  Domain Admins (ADATUM\..  Full control None This cbject only
E% Allow  ENTERPRISE DOMAIN CONT.. Special MNene This ebject anly v
ad | (iR (e Restore defults

Disable inheritance

_- Cancel Agply

FIGURE 1-62 Viewing Advanced AD DS object permissions
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You can now use the Add button to configure specific permissions without needing to
use the Delegation Of Control Wizard, as shown in Figure 1-63.

Brrmission Entry for London [=

Principal: T Managers (ADATUNAIT Managers)  Select a princigal
Type: Aliger -

Applies to | This object and &l descendant objects -

Permissions:
[IFull cantral
[ List contents
[ Read all properties
[Write s properties
[ Delete
[ Delite subtree
B Read permissions
[ Madify permissions
[ Madify cwner
[0 validsted writes
[0 estended rights
[ Creste o4 child objects
[] Deliete sll chitd objects
[ Crente pecaunt ohjects
[ Dieliete account abjects
[ Create spplicationiersion objects
P A P ST

[ Delets maDiS-App-Configuration objects

] Create meDS-Applata objects

] Delete msD3-AppDats chjects

[ Creste m:05-AzAdmintdsnsger chjects

] Delete maDS-Ashdmintansger sbjects

[ Creste rs- g rit oljects
Delete objects

] Create raD3-ManagedServicehccount objects

[] Dieliete msD-ManagedSenicedccount shjects

] Crests mDiS-ThadowPrincipaiContaines ohjects

[C] Dielete msDS- ShadowPrincipalCantsiner objects

] Creste muieesB0211-Policy objects

] Delete misieeeB0211-Policy objects

] Crente rrimaging-PSPy objects

[ Delete mistmaging-P5Ps objects

] Create MSHQ Group objects

PP AT

s

FIGURE 1-63 Manually adding AD DS object permissions

6. Click OK three times to complete the process.

Chapter summary

m  AD DS consists of both logical and physical components.

m You create your AD DS forest by deploying the first domain controller in it.

m You create your AD DS forest structure based on trees of domains.

m RODCs can be deployed in locations that are physically less secure than offices with

dedicated computer rooms.

m You can use Windows PowerShell to easily manage users, groups, computers, and OUs.

m OUs are used to help delegate administration within an AD DS forest, and also to en-
able easier configuration of AD DS objects through the use of linked GPOs.

m Groups in AD DS can be nested to support larger organizations.

Chapter summary
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Thought experiment

In this thought experiment, demonstrate your skills and knowledge of the topics covered in
this chapter. You can find answers to this thought experiment in the next section.

You work in support at A. Datum. As a consultant for A. Datum, answer the following ques-
tions about implementing AD DS within the A. Datum organization:

1. A.Datum is acquiring a pharmaceuticals company, Contoso. It is important that users
can access resources in the Contoso organization from their computers in A. Datum.
However, Contoso wants to maintain complete administrative separation. What type of
AD DS structure can you recommend based on this scenario?

2. A.Datum has several departments in their London, UK, offices. These are IT, Research,
Sales, and Marketing. Computers within each of these departments have very different
configuration requirements. How can you easily accommodate these differences, while
streamlining administration as much as possible?

3. One of your sales offices supports a hundred or so users. Currently, users experi-
ence problems when they try to sign in during the morning. You discover that their
link to the head office is unreliable and sometimes unavailable. You decide to deploy a
domain controller at this office. What considerations are there with your decision?

Thought experiment answer

This section contains the solution to the thought experiment. Each answer explains why the
answer choice is correct.

1. Complete AD DS administrative separation can only be achieved by implementing two
AD DS forests.

2. Create OUs based on department and move the appropriate computer accounts into

the relevant OUs. Create and link GPOs to the OUs and configure the GPOs to config-
ure the required computer settings.

3. Itis possible that the branch office is less secure than the head office. Using an
RODC would help to protect the security of user accounts. Enabling caching of the user
accounts used only at the branch would enable sign in even if the head office link is
down.
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Manage and maintain AD DS

fter you have deployed and configured your domain controllers, you must configure

service accounts, account policies, and other security settings. You also must be
prepared to maintain the Active Directory Domain Services (AD DS) server role to ensure
availability of this critical identity service. This maintenance might involve performing
backup and recovery procedures, and maintaining the AD DS database.

If you are deploying AD DS in a large enterprise organization, you must also configure
more advanced aspects of AD DS, including how to establish and configure a multi-forest
AD DS infrastructure. For organizations with multiple locations, you also need to know how
to create subnets and sites, and to configure and manage both intrasite and intersite AD DS
replication.

Skills covered in this chapter:
= Configure service authentication and account policies
®m  Maintain Active Directory

m Configure Active Directory in a complex enterprise environment

Skill 2.1: Configure service authentication and
account policies

Many apps and services that you install on Windows Server run in the security context of a
user account, known as a service account. Like all user accounts, it is important that these
service accounts are not compromised. Windows Server 2016 provides Managed Service
Accounts (MSAs) and Group Managed Service Accounts (gMSAs) to help you more easily
manage service accounts.

Account policies enable you to control fundamental security features, such as password
complexity, length, expiration, and lockout. You can use these features to help secure your
network, and the apps and services that run within it.
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This section covers how to:

Create and configure MSAs and gMSAs
Manage SPNs

Configure Kerberos Constrained Delegation
Configure virtual accounts

Configure account policies

Configure and apply Password Settings Objects

Delegate password settings management

Create and configure MSAs and gMSAs

In earlier versions of Windows Server, it was common to create standard user accounts for the
purposes of running apps or services. For example, you might create a user account called
Email and configure the email program you installed to run in the context of the Email user

account.

Using standard user accounts in this way does raise some considerations, including:

m  Account password management The password for these standard user accounts
must be periodically changed to help maintain security of your apps and services. Fail-
ure to change the account password results in failure of your apps or service.

m Service Principal Names Service Principal Names (SPNs) are unique identifiers for
a specific service instance and are used to associate a service instance with a service
account. If you use a standard user account with SPNs, it could result in additional
administrative effort and cause possible authentication issues that might result in app
failure.

One possible workaround is to use the local system (NT AUTHORITY\SYSTEM), the local
service (NT AUTHORITY\LOCAL SERVICE), or the network service (NT AUTHORITY\NETWORK

SERVICE) accounts to configure your app. However, these three accounts might not provide
sufficient security, nor have sufficient privilege for many situations.

Windows Server 2016 provides both MSAs and gMSAs to help you mitigate these issues:

m MSAs Unlike standard user accounts, MSAs inherit some of their structure from
computer objects, including the way that password changes are handled. This provides
the following benefits:

m Automatic password management

m Simplified SPN management

i)) EXAM TIP

MSAs are stored in the Managed Service Accounts container in your AD DS domain. To

view these accounts, in Active Directory Users and Computers, enable the Advanced Fea-

tures view.

Manage and maintain AD DS



m gMSAs Enable you to extend the function of MSAs to multiple servers in your AD DS
domain. This is useful where you are using load balancing. To use gMSAs, your AD DS
environment must meet the following requirements:

m Client computers must run at least Windows 8
®m You must create a key distribution services (KDS) root key for your domain
m At least one domain controller must be running Windows Server 2012 or later

When you create a gMSA, you must define the collection of computers that can retrieve
password information from AD DS. This can be a list of computer objects, or an AD DS group
that contains the desired computer objects.

In Windows Server 2016, you use the same Windows PowerShell cmdlets to create and
manage gMSAs as you do MSAs. This means that in Windows Server 2016, all MSAs are man-
aged as gMSAs. To create gMSAs, start by creating the KDS root key. On a domain controller,
use the following Windows PowerShell cmdlet to complete this task:

Add-KdsRootKey -EffectiveImmediately

\\)) EXAM TIP

Although the Effectivelmmediately parameter instructs AD DS to make the required
change immediately, in fact, the key does not become effective for a further 10 hours. This
is to allow AD DS to replicate the change throughout your forest.

After creating the KDS root key, use the Active Directory Module for Windows PowerShell
new-ADServiceAccount cmdlet from any domain controller to create your gMSAs. For ex-
ample:

New-ADServiceAccount -Name LON-IIS-GMSA -DNSHostname LON-DC1.Adatum.com -
PrincipalsAllowedToRetrieveManagedPassword LON-DC1$, LON-DC2$, LON-IIS$

Use the PrincipalsAllowedToRetrieveManagedPassword parameter to define which com-
puters, or groups, can access the gMSA password properties.

When you have created your new gMSA, you must associate it with the server computers
on which it is to be used. To do this, use the Active Directory Module for Windows PowerShell
Add-ADComputerServiceAccount cmdlet to complete this task. For example:

Add-ADComputerServiceAccount -identity LON-DC1l -ServiceAccount LON-IIS-GMSA

Next, you must install the gMSA on the servers where it is to be used. Use the Install-
ADServiceAccount cmdlet. For example:
Install-ADServiceAccount -Identity LON-IIS-GMSA

Finally, configure the required service or app to use the configured gMSA. Use the follow-
ing procedure to complete the task:

1. On the target server(s), in Server Manager, click Tools, and then click Services.

Skill 2.1: Configure service authentication and account policies
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2. Locate the appropriate service, double-click it, and then on the Log On tab, shown in
Figure 2-1, click This Account, and then type the name of your account. For example,
type ADATUM\LON-IIS-GMSA.

Service Properties (Local Computer) x
General LogOn  Recovery Dependencies

Log on as:
(O Local System account

Allow service to interact with desldop

(@ This account: ADATUM\LON-ISGMSA Browse...

Password:

Confirm password:

[ ok || cencel || aony

FIGURE 2-1 Configuring a service account

3. Clear the Password, and Confirm Password check boxes, and click OK.

Manage SPNs

SPNs are similar in concept to Domain Name System (DNS) alias records (CNAMEs), but rather
than being a pointer for a computer record in a DNS zone, SPNs point to domain accounts.
SPNs are used by Kerberos, the authentication protocol in Windows Server 2016 AD DS
domain controllers. They associate a service with a service logon account, enabling a client
computer app to request that the service authenticate an account, even if the client app does
not know the account name. Before Kerberos can use SPNs, services must register their SPNs
in AD DS.

SPNs consist of several elements, and must be unique within your AD DS forest. These ele-
ments are:

m Service class Identifies the class of a service. For example, www for a web server.
There are several well-known service classes.

m Host The computer name on which the service runs. Usually this is a fully qualified
domain name (FQDN), such as LON-SVR2.Adatum.com.

m Port Optionally used to identify the port number used by a service. Enables you to
differentiate between multiple instances of the same services installed on a specific
computer. For example, a secure website uses TCP port 443.

Manage and maintain AD DS



m Service name An optional element that is based on the DNS name of the domain, or
of a service locator (SRV) or Mail Exchanger (MX) record within the domain. This ele-
ment identifies services that are domain-wide.

This creates an SPN comprising these elements:

<service class>/<host>:<port>/<service name>

For example:

WebService/LON-SVR2.Adatum.com:443

Generally, there is little management of SPNs required. But occasionally, you might be
required to force registration. You can use the Setspn.exe command-line tool to register SPNs.

jJ EXAM TIP
Using gMSA s significantly reduces the likelihood of you having to manually reconfigure
SPNs.

For example, to register an SPN for IIS on LON-SVR2 in the Adatum.com domain using the
LON-1IS-GMSA group MSA, use the following command, as shown in Figure 2-2.

setspn -A WebService/Ton-svr2.adatum.com:433 lon-iis-gmsa

o Ad CAWindows\syst omd, exe

FIGURE 2-2 Adding an SPN

NEED MORE REVIEW? MANUAL SPN REGISTRATION

To review further details about manually registering SPNs, refer to the Microsoft MSDN
website at https://msdn.microsoft.com/library/ms191153.aspx.

Skill 2.1: Configure service authentication and account policies
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Configure Kerberos Constrained Delegation

In some situations, app or services might make connections to remote apps or services in-
stalled on other server computers. In essence, these connections are being made on behalf of
client computers connecting to the originating app or service.

Typically, this scenario occurs when a front-end service communicates with a back-end ser-
vice on behalf of users on client computers using the back-end app. To support this scenario,
it is necessary to use authentication delegation; this is the process where the authenticat-
ing authority (in Windows Server 2016, this is a domain controller) allows a service to act on
behalf of another service. The problem is that in earlier versions of Windows Server, there is
no way to prevent the delegation from extending to a third, or even fourth service. Kerberos
constrained delegation in Windows Server 2016 prevents this.

To configure constrained delegation to allow a front-end app access to a back-end service
on the behalf of users, you must use one of the following cmdlets for the security principal
that runs your front-end service:

m Get-ADUser
m  Get-ADComputer
m Get-ADServiceAccount

Next, pass that security principal object as the argument using the PrincipalsAllowed-
ToDelegateToAccount parameter with one of the following Windows PowerShell cmdlets:

m Set-ADUser

m Set-ADComputer

m Set-ADServiceAccount
For example:

$computer = Get-ADComputer -Identity WEBSVR1

Set-ADComputer LON-SVR2 -PrincipalsAllowedToDelegateToAccount $computer

NEED MORE REVIEW? HOW KERBEROS CONSTRAINED DELEGATION WORKS

To review further details about Kerberos Constrained Delegation (KCD), refer to the Microsoft
TechNet website at https.//technet.microsoft.com/library/cc995228.aspx#Anchor_0.

Configure virtual accounts

You cannot create, delete, or manage the passwords for virtual accounts. They exist automati-
cally and are a representation of the local computer account when used to access apps or
resources.

Manage and maintain AD DS
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To configure a service to use a virtual account, use the following procedure:
1. In Server Manager, click Tools, and then click Services.

2. Locate the appropriate service, double-click it, and then on the Log On tab, shown in
Figure 2-3, click This Account, and then type the name of your account. For example,
type NT SERVICE\LON-SVR2$.

Service Properties (Local Computer) X

General LogOn  Recovery Dependencies

Logon as:
O Local System account
Allow service to interact with deskdop
(®) This account: Browse...
Password: | ]
Confirm password: |

[ Ok || Concel || 2y

FIGURE 2-3 Configuring a virtual account for a service

3. Clear the Password and Confirm Password check boxes, and click OK.

Configure account policies

Account policies enable you to configure password-related settings, including the password
policy, account lockout settings, and Kerberos policy settings. These settings are accessible
through the Default Domain Policy in the Group Policy Management Editor.

To view and configure these settings, use the following procedure:
1. In Server Manager, click Tools, and then click Group Policy Management.

2. In Group Policy Management, expand your forest, expand the Domains folder, and
expand the domain you want to configure.

3. Click the Group Policy Objects folder, and then, in the Details pane, as shown in Figure
2-4, right-click the Default Domain Policy, and then click Edit.

Skill 2.1: Configure service authentication and account policies
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FIGURE 2-4 Viewing available default Group Policy Objects

In the Group Policy Management Editor, under the Default Domain Policy node,
expand Computer Configuration, expand Policies, expand Windows Settings, expand
Security Settings, and then click Account Policies, as shown in Figure 2-5.

./ Group Policy Management Editor
File Action View Help
| 2@ X Hem
~ & Computer Configuration A
v [ Policies
» ] Software Settings
~ ] Windows Settings
» 2] Name Resclution Policy
&l Scripts (Startup/Shutdown)
» == Deployed Printers
w G Security Settings
~ 5 Account Policies
7 Passwaord Policy
7 Account Lockout Polic
fﬂ Kerberos Policy
3 Local Policies
| Eventlog
4 Restricted Groups
(3 System Services
g Registry
5 File System
Ff Wired Metwork (EEE 802.3)
| Windows Firewall with Adv
1 Metwork List Manager Poliv
i Wireless Network (IEEE 802
| Public Key Policies
] Software Restriction Policie ,,

Name Description
ji Password Pelicy
i Account Lockout Policy

j:'i Kerberos Policy

Password Policy

Kerberos Policy

w W W W W v v w

< > <

Account Lockout Policy

FIGURE 2-5 Editing Account Policies in the Default Domain Policy
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Configure domain and local user password policy settings

Password policies enable you to define settings that control how your domain users’ pass-
words are managed. To configure domain password policy settings, in the Group Policy
Management Editor, under the Account Policies folder, in the Password Policy folder, shown in
Figure 2-6, you can configure the following password settings:

m Enforce Password History Prevents users from reusing passwords. The default value
is 24.

m Maximum Password Age Ensures that users change their passwords within the
defined period. Default is 42 days.

m Minimum Password Age Prevents users from changing their passwords until this
period has expired. Helps prevent users from cycling through a range of passwords
back to their favorite password by changing their password 24 times very rapidly. The
default is one day.

®  Minimum Password Length Ensures passwords are not too short. Longer passwords
are more difficult to guess, especially if complex passwords are also enforced. Default
is seven characters.

m Password Must Meet Complexity Requirements Helps to ensure that passwords
are more difficult to guess. Enabled by default. When enabled, passwords must meet
several complexity requirements:

m Cannot contain user’'s name or their account user name

m  Must contain at least six characters

m  Must contain characters from at least three of the following four groups:
m Uppercase letters [A-Z]

m Lowercase letters [a—z]

® Numerals [0-9]

m Special, non-alphanumeric characters, such as !|@#)(*&"%

m Store Passwords Using Reversible Encryption Provides support for older apps that
require knowledge of a user’s password. In many cases, storing passwords using re-
versible encryption is the same as storing clear text passwords and should be avoided
unless absolutely necessary. This is disabled by default.

l‘)) EXAM TIP

You can enable individual user accounts to store passwords using reversible encryption if
necessary.

Skill 2.1: Configure service authentication and account policies
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FIGURE 2-6 Editing the domain password policy

For computers in a workgroup, you can configure a local account policy. To configure local
password policies, on the target computer, in Server Manager, click Tools, and then click Local
Security Policy. Expand Account Policies, and, as shown in Figure 2-7, click Password Policy.
You can also configure a local account lockout policy.

B Local Security Policy - o X
File Action View Help

oo 2@ XE|Hm

% Securty Settings : Palicy e Secuity Setfing
v | ;:lfcount Pulcies ; 75 Enforce password history 24 passwords remember...
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1 Public Key Policies | S storep using Disabled

»
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» S IP Security Pelicies on Local Compute
» 7] Advanced Audit Policy Configuration

FIGURE 2-7 Editing the local password policy
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() EXAM TIP

Settings that you configure in the Local Security Policy are overridden by settings config-
ured in the Domain Security Policy for server computers that are part of an AD DS domain.

Configure account lockout policy settings

Account lockout settings define what happens when a user enters an incorrect password. If
a user's account is locked, they cannot sign in until their account is unlocked. In the Account
Lockout Policy folder, shown in Figure 2-8, you can configure the following lockout settings:

m Account Lockout Duration Defines the lockout duration in minutes. After an ac-
count is locked, when this period has expired, the account is automatically unlocked.
An administrator can unlock the account manually at any time. To always use manual
unlocking, configure the lockout duration to 0. By default, this setting is not enabled.

m Account Lockout Threshold Determines how many incorrect sign in attempts a
user can make before their account is locked. By default, a value of 0 is assigned; this
effectively disables account lockout.

m Reset Account Lockout Counter After Determines how many minutes must pass
before the account lockout threshold is reset. Used in conjunction with the account
lockout threshold value, you can effectively configure a system sensitivity to incor-
rect passwords. For example, configuring a value of 5 in conjunction with an account
lockout threshold of 2 means that any two incorrect passwords in a five-minute period
locks the account. Changing this value to 30 makes the system more sensitive because
the account is locked out after two incorrect sign in attempts in a 30-minute period. By
default, this setting is not enabled.
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FIGURE 2-8 Editing the account lockout policy
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To manually unlock an account, open the user account properties in Active Directory Users
and Computers. On the Account tab, shown in Figure 2-9, select the Unlock Account check
box, and then click OK.

Adam Properties ? >
Member Of Dialn Environment Sessions
Remote control Remote Desktop Senvices Profie COM+

Generl | Pddwess | Accout | Profle | Telephones | Owgarization

|Adam .| | @Adatum.com v

User logan name (pre-Windows 2000)
[ADATUM\ | [Adam

Logon Hours... Log On To...
£ Unlock account

Account gptions:
[JUser must change password at next logon o~
[JUser cannct change password
[JPassword never expires
[ store d using bl “

Account expires
(@) Neyer
OBd ek | Fiday . Febuaay 17.2017

FIGURE 2-9 Unlocking an account

Configure Kerberos policy settings

Kerberos provides the authentication architecture for Windows Server 2016. When users

sign in, they receive a Kerberos ticket granting ticket from a domain controller. When a user
attempts to connect to a server, they receive a service ticket. The Kerberos policy settings en-
able you to control aspects of ticket handling and renewal.

In the Kerberos Policy folder, shown in Figure 2-10, you can configure the following
Kerberos settings:
m Enforce User Logon Restrictions Forces domain controllers to perform additional
validation on a user’s rights policy, helping to add security. The default is Enabled.
m  Maximum Lifetime For Service Ticket Defines the maximum age of a user’s service

ticket. Must be at least 10 minutes and not greater than the maximum lifetime of a
user ticket. The default is 600 minutes.

m  Maximum Lifetime For User Ticket Determines the maximum age of a user’s ticket
granting ticket. The default is 10 hours.

®  Maximum Lifetime For User Ticket Renewal Determines for how long a user can
renew their ticket granting ticket. The default is 7 days.
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= Maximum Tolerance For Computer Clock Synchronization Determines the
sensitivity to a disparity between the client computer’s time and that of the domain

controller. The default is five minutes.

EXAM TIP

The domain controller that holds the primary domain controller (PDC) emulator operation

master role is the time source for the domain.
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File Action View Help

5| 7E Xz H

v & Computer Configuration
w ] Policies
» ] Software Settings
~ ] Windows Settings
> [1 Name Resolution Policy

> |

-

Policy

L Enforce user logon restrictions

L4, Maximunm lifetime for service ticket
o) Maximunm lifetime for user ticket

Policy Setting
Enabled

600 minutes
10 hours

2 Seripts (Startup/Shutdown) L, Maximum lifetime for user ticket renewal 7 da_ys

» == Deployed Printers
~ [ Security Settings
w [ Account Policies
"5 Password Policy
» 8 Account Lockout Polic:
3 jé Kerberos Policy
> j Local Policies
> i Eventlog
» L@ Restricted Groups
3 System Services
i Registry
» [ File System
> g Wired Network (IEEE 802.3)
» | Windows Firewall with Adv
1 Network List Manager Polis
> ! Wireless Network (IEEE 802
» [ Public Key Policies
~ Software Restriction Policie ,

o] Maximum tolerance for comp cleck synchronizati 5 t

< >

FIGURE 2-10 Editing the Kerberos policy

Configure and apply Password Settings Objects

You can only configure Account Policies for your domain; you cannot configure a separate
policy for organizational units (OUs) within your domain. In early versions of Windows Server,
the need to configure a different account policy for business groups or geographical loca-
tions often meant having to configure multiple domains within the AD DS forest.

However, in Windows Server 2016 you can implement multiple account policies by using
Password Settings Objects (PSOs). Using PSOs you can implement and configure account poli-
cies that impact users and groups rather than just containers, which means you have more
targeted administrative control.

Skill 2.1: Configure service authentication and account policies
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EXAM TIP

PSOs were introduced in Windows Server 2008.

In addition to PSOs, Windows Server 2016 creates a container called Password Settings
Container; this stores the PSOs that you create and apply in your domain.

EXAM TIP

You can only apply PSOs to users, InetOrgPerson objects, and global security groups. If you
want to apply a PSO to an OU, create a shadow group and apply the PSO to that group. A
shadow group is a global security group that you manually create and add all users in an
OU to the membership list of the shadow group.

To implement PSOs, you must create the PSO and then link it to the appropriate user or
group object. For example, to configure a more stringent password policy for administrator
accounts, use the following high-level procedure:

1. Create a Secure Admins global security group.

2. Add the required user accounts to the group.

3. Create a PSO and link it to the Secure Admins group.

If you link multiple PSOs to a single object, the following precedence rules apply:

m [f there are no PSOs linked to a user, Windows Server AD DS applies the Default Do-
main Policy Account Policy settings.

m [f you link a PSO directly to a user object, that PSO takes precedence over any PSOs
linked to groups of which the user is a member.

m [f you link PSOs to groups, AD DS compares the PSOs for all global security groups of
which the user object is a member.

EXAM TIP

If you link multiple PSOs directly to a user object or group object, the PSO that has the
lowest precedence value is applied. The msDS-PasswordSettingsPrecedence PSO attribute
holds the precedence value.

Although the settings in a PSO are identical to the password policies that you apply in the
Default Domain Policy, you do not use the Group Policy Management Editor to configure
or apply them. Instead, you use Windows PowerShell or the Active Directory Administrative
Center console.
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EXAM TIP

Your AD DS domain functional level must be at least Windows Server 2008 to support
PSOs.

Creating PSOs with Windows PowerShell
To create and apply PSOs using Windows PowerShell, use the following two cmdlets:
= New-ADFineGrainedPasswordPolicy Creates the PSO and assigns the properties
that you define by using cmmdlet parameters, shown in Table 2-1.
= Add-FineGrainedPasswordPolicySubject Links the PSO to the user or group that
you define by using the cmdlet parameters.

For example, as shown in Figure 2-11, the following commands create and link a new PSO
named Admins to the Secure Admins global security group:

New-ADFineGrainedPasswordPolicy Admins -ComplexityEnabled:$true
-LockoutDuration:”00:45:00” -LockoutObservationWindow:”00:45:00” -LockoutThreshold:”0”
-MaxPasswordAge:”24.00:00:00” -MinPasswordAge:”2.00:00:00” -MinPasswordLength:"”8”
-PasswordHistoryCount:”30” -Precedence:”1” -ReversibleEncryptionEnabled:$false -Protecte
dFromAccidentalDeletion:$true

Add-ADFineGrainedPasswordPolicySubject Admins -Subjects “Secure Admins”

EX Administrator: Windows PowerShell - m} x

16 Microsoft Corporation. All rights reserved.

ministr New-ADFineGrainedP, dPolicy Admins

ministrators d-ADFineGrainedPasswordPolicySubject Admins
ministrator> _

FIGURE 2-11 Creating and applying a PSO with Windows PowerShell

Skill 2.1: Configure service authentication and account policies
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TABLE 2-1 PSO settings

Setting
Password Policy Settings
Name

ComplexityEnabled

MinPasswordLength

MaxPasswordAge

MinPasswordAge

PasswordHistoryCount
ReversibleEncryptionEnabled

Account Lockout Settings

LockoutThreshold
LockoutObservationWindow
LockoutDuration

PSO Specific Settings

Precedence

PSOApplied

ProtectedFromAccidentalDeletion

Format of Setting

String

True or False

Integer

Time: dd.hh:mm:ss

Time: dd.hh:mm:ss

Integer

True or False

Integer
Time: hh:mm:ss

Time: hh:imm:ss

Integer

List of distinguished
names

True or False

Explanation

Defines the name of your PSO.

Determines whether complex passwords are
enforced.

Defines the minimum length of passwords.

Determines the maximum number of days be-
fore users must change their passwords.

Determines the minimum amount of time that
must elapse before users can change their pass-
words.

Specifies the number of password changes that
must occur before passwords can be reused.

Defines whether reversible encryption is al-
lowed.

Specifies the number of incorrect password sign
in attempts before an account is locked.

Determines how many minutes must pass be-
fore the account lockout threshold is reset.

Specifies for how long the account is locked
before being unlocked automatically.

Determines how multiple PSOs linked to the
same object apply.

Determines to which users or global security
groups the PSO should apply.

Specifies whether the PSO must be protected
against inadvertent deletion.

Creating PSOs with the Active Directory Administrative Center

To create and link PSOs using the Active Directory Administrative Center console, use the fol-

lowing procedure:

1. In Active Directory Administrative Center, click Manage, click Add Navigation Nodes,
in the Add Navigation Node dialog box, select the appropriate target domain, click the
>> button, and then click OK, as shown in Figure 2-12.
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M ndd Navigation Modes X

You can browse through the columns below and select one or more containers to add to your Active Directory Add the fellowing containers to the
Administrative Center navigation pane. navigation pane:
Find in this celumn Find in this column Adatum X
M suitin >
Bl Computers 4
B8 Domain Contrallers  *
M ForeignSecurityPrincips ® EI
Wl Keys L4
il LostindFound L4
8 Managed Service Accou b

Connect to other domains_.

ok || Cancel |[ Hep |

FIGURE 2-12 Adding a navigation node

In the navigation pane, expand your domain, click the System container, and then click
Password Settings Container, as shown in Figure 2-13. Press Enter.

Bl Active Directary Administrative Center - =] *

) | Manage  Help
this coturnn his collimn Find in this column
i Buittin » | [ Domainlpdates » o
= : i
- \Password Sefings Contai.. |J| M Computers * | R File Repication Service ’ - ubid |
Stan B8 Domain Controllers * | I FileLinks * o results found. Boword Settings Container |
[ ForeignSecuntyPrincpals * | [ 1P Security . New »
[ Dynamic Access Control L3 2
W Keys * | Bl Meetings . i
[ Authentication » stAndFa > MicrosoftDN *
. Lo . B > Search under this node
il Adarum » || B Mansged Service Account: b i
Properties
2 Global Search I NIDS ool " N
M Program Data » »
TN | B RAS and I4S Servers Access Chee *
il TPM Devices » | B RocServices »
. Users * | WinsockServices >
WINDOWS POWERSHELL HISTORY ()

FIGURE 2-13 Selecting the Password Settings Container

In the Tasks pane, click New, and then click Password Settings.

In the Create Password Settings: dialog box, configure the required settings for the
new PSO, as shown in Figure 2-14.
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Create Password Settings: Admins

Bassword Settings
Directly Applies To

Password Settings

Name: 3 |Admins
Precedence: * 1
[ Enforee minimum passwerd length
Mini F d length (ct
[+] Enforce password history
MNumber of passwords remembered:

*

8

* 30

Password must meet complaxity requirements

[ Store password using reversible encryption

[] Protect from accidental deletion
Deseription:

(w] x

TASKS  w SECTIONS ¥

O®@
Password age options:
] Enfarce minimum password age
User cannot change the password withi.. ¢ 2
[¥] Enforce maximum password age
User must change the password after (.. % 24
[] Enforce account lockout policy:
Mumber of failed logon attempss allowed: 3 2
Reset failed logon attempts count after (m... ¢ 30
Account will be locked out
) Fer a dusation of {mins): % 30
@ Until an administrator manually unlocks the account

Directly Applies To O®RE
Mame Mail
e ]
Remove
! Mere Information _ ==

FIGURE 2-14 Creating a new PSO

Under the Directly Applies To heading, click Add, and in the Select Users Or Groups
dialog box, type the name of the appropriate user or group, as shown in Figure 2-15,

and then click OK.

Select Users or Groups

Select this object type:

|Umor&o\m

From this location:

lMdummn

Enter the object names to select (examples):

| Advanced...

FIGURE 2-15 Selecting the group to which the PSO is linked

Click OK.
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Delegate password settings management

To delegate the management of password settings, you can use the following Delegate Con-

trol Wizard in Active Directory Users and Computers, as described in the following procedure:

1. In Active Directory Users and Computers, locate and right-click the appropriate OU,
and then click Delegate Control.

2. In the Delegation Of Control Wizard, on the Welcome page, click Next.

3. On the Users Or Groups page, click Add, and locate the user or group to which you
want to delegate password settings management. Click OK, and then click Next.

4. On the Tasks To Delegate page, shown in Figure 2-16, in the Delegate The Following
Common Tasks list, select the Reset User Passwords And Force Password Change At
Next Logon check box, and then click Next. Click Finish when prompted.

Delegation of Control Wizard b4
Tasks to Delegate f
You can select common tasks or customize your own.
i
® Delegate the following common tasks:
[[] Create, delete, and manage user accounts ~

Reset user passwords and force password change at next logon

] Read all user information

[ Create. delete and manage groups

[ Moddy the membership of a group

[] Manage Group Policy links

[] Generate Resultant Set of Policy (Planning) b
< >

(O Create a custom task to delegate

<gack [ Mec> ][ conce Help

FIGURE 2-16 Delegating password settings management

Delegation of administrative functions is covered in detail in Chapter 1: Install and config-
ure Active Directory Domain Services, Skill 1.3: Create and manage Active Directory groups
and OUs, in the Delegate management of Active Directory with groups and OUs section.

Skill 2.1: Configure service authentication and account policies
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Skill 2.2: Maintain Active Directory

For the most part, AD DS is a very robust and reliable directory service and requires little
maintenance. However, from time to time, it might be necessary to perform database defrag-
mentation to optimize AD DS. To help protect against data loss or database corruption, you
should also know how to backup and restore AD DS.

You can deploy read only domain controllers (RODCs) to branch offices or other locations
where physical server security cannot be guaranteed. Because the RODC maintains a read-only
copy of AD DS, it is important that you know how to configure and manage replication to the
RODC, and how to manage a password replication policy to RODCs in your branch offices.

This section covers how to:

m Manage Active Directory offline

Active Directory backup and recovery

Manage Read Only Domain Controllers

m Managing AD DS replication

Manage Active Directory offline

AD DS is stored in domain controllers in a database and a collection of related log files.

\}) ExamTIP

You define the location of the database and related files during the installation of AD DS.
By default, these files are stored in %SystemRoot%\NTDS.

Most AD DS database operations are performed online; that is, the AD DS service is run-
ning and is accessible on the network. However, some operations, such as database main-
tenance, must be performed offline. Often, this means that you must restart the domain
controller in directory services restore mode (DSRM). While the server is in DSRM, it cannot
service client sign in requests, nor perform any other AD DS tasks. In order to enable your
network to continue operating correctly, you must have additional domain controllers that
can continue to provide directory-related services.

In Windows Server 2016, for some database-related tasks, you can also stop the AD DS
service rather than restarting the domain controller in DSRM.

\}) EXAMTIP

The ability to stop AD DS in this manner is known as restartable AD DS, and is only avail-
able in Windows Server 2012 and later.
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Using restartable AD DS to perform maintenance tasks can help you complete mainte-
nance tasks more quickly, thereby reducing the downtime of your domain controller.

Perform offline defragmentation of an AD DS database

When you perform offline defragmentation of the AD DS database, you enable unused space
in the database to be made available to the file system. At the completion of the defragmen-
tation, you have a compacted AD DS database. You use the NtdsUtil.exe command-line tool
to perform offline AD DS database maintenance.

To compact your AD DS, use the following procedure:

1. Onyour domain controller, in Server Manager, click Tools, and then click Services to
open the Services console.

2. Stop the Active Directory Domain Services service, as shown in Figure 2-17.

% Services o (u] x

File Action View Help

esEEcs Em »enwp

“. Services (Local) Name . Description  Status Startup Type Log i
e Active Directory Domain Services AD D5 Dem... Running Automatic
G Active Directory Web Services Start This service .. Running  Automatic Local !
i.';‘; ActiveX Installer (AxnstSV) Stop Provides Us... Manual Local ¢
'-S;",AILTD)'H Router Service Pause Routes Allo... Manual (Trig... Local!
), App Readiness Resume Gets apps re... Manual Local ¢
_'.", Application Identity Restait Determines ... Manual (Trig... Local!
‘& Application Information Facilitates t.. Running Manual (Tg.. Local!
-EJ, Application Layer Gateway Servic All Tagks > Provides su... Manual Local ¢
\‘;‘i Application Management Refresh Processes in... Manual Local !
£ AppX Deployment Service (AppX Provides inf... Manual Local ¢
1) Auto Time Zone Updater Properties Automatica... Disabled Local ¢
Q Background Intelligent Transfer ¢ Help Transfers fil... Manual Local ¢
‘Ck Backaround Tasks Infrastructure findows in... Runni A Local £ ¥
< >

\E i ), Standard /
:Stop service Active Directory Domain Services on Local Computer

FIGURE 2-17 Stopping the Active Directory Domain Services service

3. You are prompted to stop related services, such as DNS Server, Kerberos Key Distribu-
tion Center, Intersite Messaging, and DFS Replication. Click Yes to stop these services.

4. Open an elevated command prompt.

5. Run the NtdsUtil.exe command.

6. Run the following commands, shown in Figure 2-18:
m Activate instance NTDS
m Files

m Compact to C:\

Integrity

Skill 2.2: Maintain Active Directory
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f

C

Administrator: C:\Windows\system32\cmd.exe - ntdsutil

ion 10.0.1¢

t

recommended that

is database. If you ore a bac
the datab will be r
time of t

ile maintenance: tegrity

in
Doing Integrity Check for db: C:\Windows\NTDS\

hecking database integrity.

FIGURE 2-18 Defragmenting the AD DS database

Complete the database maintenance by running the following commands at the el-

e

In the Services console, start the Active Directory Domain Services. Related services are

a

vated command prompt:
Quit
Quit
Copy C:\ntds.dit C:\Windows\NTDS\ntds.dit
Del C:\Windows\NTDS\*.log
Exit

Iso started.
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NEED MORE REVIEW? COMPACT THE DIRECTORY DATABASE FILE

To review further details about AD DS database compaction, refer to the Microsoft Tech-
Net website at https://technet.microsoft.com/library/cc794920(v=ws.10).aspx.

Perform metadata cleanup

Metadata cleanup is a task that you must perform after you have forcibly removed a domain
controller from your AD DS forest, perhaps following server failure. The metadata identifies
the domain controller in AD DS. If this is not cleaned up, it can impact AD DS replication, as
well as the Distributed File System (DFS) replication.

You can perform metadata cleanup by using Active Directory Users and Computers and
Active Directory Sites and Services. You can also use the NtdsUtil.exe command line tool.

USING GRAPHICAL TOOLS
Use the following procedure to perform AD DS metadata cleanup by using graphical tools:

1. On adomain controller, in Server Manager, click Tools, and then click Active Directory
Users And Computers.

2. Navigate to the Domain Controllers folder, right-click the domain controller that you
previously removed from the domain, and then click Delete. Click Yes to confirm the
operation.

3. Inthe Deleting Domain Controller dialog box, shown in Figure 2-19, select the Delete
This Domain Controller anyway check box, and then click Delete.

File Action View Help

e 2@ O/ XEoe Hm ey

 Active Directory Users and Com-? Mame Type DC Type Site Description
> T_ Saved Queries 1= LON-DC1 Computer GC Default-First-Si...
“ 4 Adatum.com 1% LON-DC2 Computer Read-only, GC  Default-First-Si..
_ Builtin M LON-DC3 Computer GC Default-First-Si...
| Computers
2 Domain C

5 [ ForeignSecurityPrincipal Deleting Domain Controller %

» ] Managed Service Accoul
y ] Sates F fou are attempting to delete a Domain Controller without running the removal wizard. To
- l properly remove the Domain Controller from the domain, you should run the Remove Roles
» [ Users "\ and Features Wizard in Server Manager, or the Active Directory Domain Services Instalation
Wizard (DCPromo) for Windows Server 2008 R2 or earber,

Emmummm anyway. It is permanently offine and can no longer be removed using
the removal wizard.

en | [ ]

FIGURE 2-19 Forcibly removing a domain controller
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10.

11.

If the domain controller is a global catalog server, click Yes to confirm deletion.

If the domain controller that you removed holds one or more operations master roles,
you must move the roles to an online domain controller. Click OK to move the roles

to the suggested domain controller. You cannot use a different domain controller
from the one suggested by the deletion process. If you want to use a different domain
controller to host the operations master roles, move them after you complete the
metadata cleanup process. You can read more about transferring operations master
roles in Skill 1.1: Install and configure domain controllers, in the Transfer and seize
operations master roles section.

In Server Manager, click Tools, and then click Active Directory Sites And Services.

Navigate to the site object that contains your removed domain controller. Expand the
Servers folder, and locate the server that you removed.

Select the NTDS Settings. Right-click the NTDS Settings node, and then click Delete, as
shown in Figure 2-20.

iiF Active Directory Sites and Services - m] b4
File Action View Help
e omXBez Em 2
e A.ﬂive Directory Sites and &M‘:E Mame From Server From Site Type Description
v - S'_r“ . | j-_i(eutomatically gener.. LON-DC1 Default-First-5i... Connection
» ] Inter-Site Transports |
| Subnets
v B Default-First-Site-Name
w [ Servers
» § LON-DCI
» @ LON-DC2
v 3 LON-DC3
B NTDS Settina:/|
Replicate configuration from the selected DC
Replicate configuration to the selected DC
Mew Active Directory Domain Services Connection...
Find...
Mew »
All Tasks »
View >
Delete
Refresh
< Export List... >
Deletes the current selectior Properties
Help

FIGURE 2-20 Deleting the NTDS Settings object

In the Active Directory Domain Services dialog box, click Yes to confirm deletion.

In the Deleting Domain Controller dialog box, select the Delete This Domain Controller
Anyway check box, and then click Delete.

If the domain controller is a global catalog server, in the Delete Domain Controller
dialog box, click Yes.
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12.

13.

If the domain controller that you removed holds one or more operations master roles,
you must move the roles to an online domain controller. Click OK to move the roles to
the suggested domain controller. You cannot use a different domain controller from
the one suggested by the deletion process. If you want to use a different domain con-
troller to host the operations master roles, move them after you complete the meta-
data cleanup process.

Finally, in the navigation console, right-click the domain controller that was forcibly
removed, and then click Delete. Click Yes to confirm the operation.

USING NTDSUTIL.EXE

You can also use the NtdsUtil.exe command line tool at an elevated command prompt to
complete the preceding task. During this process, you must select the target domain control-
ler by first selecting its domain and site. Use the following procedure to complete the task:

1.
2.

Run the NtdsUtil.exe command.

Run the following commands in order, as shown in Figure 2-21:
m Metadata cleanup

m Connections

m  Connect to server <server-name>
(where <server-name> is an online domain controller)

® Quit
m Select Operation Target
m List domains

m Select Domain X
(where X is the domain that contains the domain controller you forcibly removed)

m List sites

m Select Site Y
(where Y is the site that contains the domain controller you forcibly removed)

m List servers in site

m Select Server Z
(where Z is the offline domain controller you want to remove)

® Quit

m Remove selected server

m |n the Server Remove Confirmation Dialog window, click Yes to complete the process.
® Quit

Skill 2.2: Maintain Active Directory
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B A ChWindows's Z\cmd.exe - ntdsutil = o x

Are you sure you want to remove the server chject

CN=LON-DC3,CN=Servers, CN=Default-First-Site-Name, CN=Sites, CN
=Configurstion, latum, DC=com™? This is not the last server for
domain “DC=Adatum, DC=com”

Warning: The server in question should slready be off-line permaneritly
arvd meves returm te service. If it comes back on-line, the server object
will be revived.

FIGURE 2-21 Using NtdsUtil.exe to forcibly remove a domain controller

NEED MORE REVIEW? CLEAN UP SERVER METADATA

To review further details about AD DS metadata cleanup, refer to the Microsoft TechNet
website at https://technet.microsoft.com/library/cc816907(v=ws.10).aspx.

Active Directory backup and recovery

AD DS is a critical service, and as such, it is important that you know how to protect it from
data loss and corruption. You can help to protect AD DS by implementing the Active Directory
recycle bin, and by implementing a suitable backup and recovery procedure.

Configure and restore objects by using the Active Directory Recycle Bin

The first line of protection against data loss in AD DS is the Active Directory Recycle Bin.
To enable the Active Directory Recycle Bin, in the Active Directory Administrative Centre,
shown in Figure 2-22, in the Tasks list, click Enable Recycle Bin. You can also use the
Windows PowerShell Enable-ADOptionalFeature cmdlet.
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FIGURE 2-22 Enabling the Active Directory Recycle Bin

Q EXAM TIP

Once you enable the Active Directory Recycle Bin, you cannot disable it.

After you have enabled the Active Directory Recycle Bin, you see a Deleted Objects
container in the Active Directory Administrative Center. When you delete AD DS objects,
they are stored in the Deleted Objects folder, shown in Figure 2-23.

B Active Directory Administrative Center

o
(-\ ~  + Adatum (local) * Deleted Objects

Hi Active Directory... ¢ | Find in this column —_—
L o i@ Computers V i
pl B L] D Objects &
Adam
I Overview 8 Domain Controllers » Na results foun
i e e R e o Restore
.
Restore To..
Celeted Objects 2
A Deleted Objects (1) .
~\Passward Settings Contai.. Locate Parent
System Fitrer ¥ ._E::". - v Properties
B Dynomic Access Contral b . Deleted Objects
B Authentication » o When Deleted Type hew
il Adatum » 1/20/2017 5:54.. CN=Users DC=.. User Delete
2 Global Searck Search under this node
[ earch
Properties

Adam ~

WINDOWS POWERSHELL HISTORY

FIGURE 2-23 Viewing deleted objects in the Active Directory Recycle Bin
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PERFORM OBJECT AND CONTAINER RECOVERY

To recover a deleted object, in the Deleted Objects folder, right-click a deleted object and
then click Restore or Restore To. Choosing Restore enables you to recover the object to its
original location in AD DS. Using the Restore To option allows you to specify an alternative
location for the object. When you recover a deleted object from the Active Directory Recycle
Bin, all the object’s attributes are restored, including group memberships and access rights.

By default, deleted objects are recoverable for 180 days after their deletion. However, you
can reconfigure this value by changing the tombstoneLifetime and msDS-DeletedObjectLife-
time values using Windows PowerShell. For example, to change the recoverable period to 30
days in the Adatum.com domain, run the following two commands:

Set-ADObject -Identity “CN=Directory Service,CN=Windows NT,CN=Services,CN=Configur
ation,DC=Adatum,DC=com” -Partition “CN=Configuration,DC=Adatum,DC=com” -Replace:@
{“tombstoneLifetime” = 30}

Set-ADObject -Identity “CN=Directory Service,CN=Windows NT,CN=Services,CN=Configurati
on,DC=Adatum,DC=com” -Partition “CN=Configuration,DC=Adatum,DC=com” -Replace:@{“msDS-
DeletedObjectLifetime” = 30}

Configure Active Directory snapshots

An Active Directory snapshot is a copy of the state of AD DS at a given point. You can create
snapshots by using the NtdsUtil.exe command line tool using the following procedure:

1. Open an elevated command prompt on a domain controller.

2. Run NtdsUtil.exe and then run the following commands, in this order, to complete the
process:

m Activate instance NTDS
m Snapshot
m Create
m Listall
® Quit
After you create a snapshot, you can examine it by using NtdsUtil.exe to mount the

snapshot. Once you have mounted it, you can use Active Directory Users and Computers
to view the snapshot. To mount a snapshot, use the following procedure:

1. Open an elevated command prompt on a domain controller.

2. Run NtdsUtil.exe and then run the following commands, in this order, to complete the
process:

m Activate instance NTDS
m Snapshot

m Listall

Manage and maintain AD DS



= Mount <GUID>
(where <GUID> is the unique identity of the snapshot you want to mount)

® Quit
® Quit
3. At the elevated command prompt, run the following command:

m dsamain -dbpath c:\$snap_datetime_volumec$\windows\ntds\ntds.dit -ldapport
50000

Leave the dsamain.exe command running and complete the next procedure to view a
snapshot:

1. From Server Manager, open Active Directory Users And Computers.
2. Right-click the root node, and then click Change Domain Controller.

3. Inthe Change Directory Server dialog box, click <Type A Directory Server Name[:port]
here>.

4. Type the name of the domain controller followed by the port number you specified
earlier. For example, type LON-DC1:50000, and then press Enter, and then click OK.

You can now view the mounted snapshot. When you have finished examining the snapshot,
use the NtdsUtil.exe command to unmount the snapshot:

1. In NtdsUtil.exe, run the following commands:
m Activate instance NTDS
m Snapshot
® Unmount <GUID>
® Quit
® Quit

Back up Active Directory and SYSVOL

Although useful, you cannot rely on the Active Directory Recycle Bin or AD DS snapshots as a
means of providing for AD DS recovery. Also, neither of these methods can help protect the
data stored in SYSVOL.

EXAM TIP
SYSVOL is a folder maintained by all domain controllers in your forest and contains scripts

and Group Policy related files.

To provide protection against data loss or corruption of AD DS, you should consider imple-
menting a backup and recovery solution. You can use the Windows Server Backup feature to
provide this solution.
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Windows Server Backup consists of a command line tool, Wbadmin.exe, and a graphical
console, which you can use to backup, and if necessary, restore AD DS.

To install the Windows Server Backup feature, you can use Server Manager, as shown in

Figure 2-24.
e Add Roles and Features Wizard - (m] X
Select features (RO UAdmiscones

Bafors You Begin Select one or more features to install on the selected server.
efor u Beg

Installation Type Features Description
Server Selection L TFTP Client A~ Windows Server Backup allows you
[ VM Shielding Tools for Fabric Management to back up and recover your
[ WebDAV Redirector operating system, applications and
Wind Bi tric F § data. You can schedule backups, and
¥ Windows Defender Features (Installed) protect the entire server or specific
[ Windows Identity Foundation 3.5 volumes.

[[] Windows Internal Database

W] Windows PowerShell (2 of 5 installed)
[] Windows Process Activation Service
[] Windows Search Service

(2R Windows Server Backup]

[] Windows Server Migration Tools

[C] Windows Standards-Based Storage Manag it
[C] Windows TIFF IFilter

[C] WinRM IiS Extension

] WINS Server

[ Wireless LAN Service

+ WoW&4 Support (Installed)

[ XPS Viewer

Next > Install Cancel

FIGURE 2-24 Installing Windows Server Backup

Windows Server Backup enables you to perform the following types of backup:

= Bare Metal Recovery In the event of total server failure, perhaps following the
loss of a physical hard disk, you can use a bare metal recovery backup to completely
recover a server to the point when the backup was performed.

m System State The system state consists of the server’s configuration, including the
roles and features installed. This includes the AD DS database and SYSVOL content.

m Selected Volumes Allows you to perform a backup of specific folders, or even files.

After installing the Windows Server Backup feature, you can use Windows Server Backup
to back up AD DS using the following procedure.
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1. Onyour domain controller, click Start, point to Windows Accessories, and then click
Windows Server Backup.

2. In Windows Server Backup, in the navigation pane, right-click Local Backup, and then
click Backup Once.

3. Inthe Backup Once Wizard, on the Backup Options page, click Different Options, and
click Next.

4. On the Select Backup Configuration page, click Custom, and then click Next.
5. On the Select Items For Backup page, click Add Items.

6. In the Select Items dialog box, select the System State check box, as shown in Figure
2-25, and then click OK.

Select Items X

Specify items to include in the backup by selecting or clearing the associated check boxes. The tems that you
have included in the cument backup are already selected.

{:l Bare metal recovery
System state
@-{Ja System Reserved
@[ Ka» Local disk (C:)

[ o ]| s

FIGURE 2-25 Selecting the items to backup

7. On the Select Items For Backup page, shown in Figure 2-26, click Next.
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4 Backup Once Wizard x

ri‘&e Select Items for Backup

Backup Options Select the items that you want to back up. Selecting bare metal recovery will provide
Select Backup Configurat... you with the most nEl.ims if_!-vu need to.pfc.ioxm 4 recovery.

Select Itemns for Backup Namne 2

Specify Destination Type @ system state

Confirmation

Backup Progress

Add ftems Remove ltems

Advanced Settings

< Previous Next > Cancel

FIGURE 2-26 Selecting System State for backup

8. On the Specify Destination Type page, select the destination. Choose between Local
drives and Remote Shared folder. Click Next.

9. If you selected a remote folder, on the Specify Remote Folder page, in the Location
box, type the UNC name to the shared folder that you want to use as a backup target,
as shown in Figure 2-27.

4 Backup Once Wizard x
Yga :
F Specify Remote Folder
Backup Options Location:
Select Backup Configurat... |\\Lon-dc3\Blmd
Select items for Backup Example: \\MyFileServer\SharedFolderName
Specify Destination Type A folder named "Wind geBackup’ will b ted inside the specified share to

Specify Remote Folder #ore the beckup;

Confirmation Access control

() De not inherit
This option makes the backup bl ly for the user whose ials are
provided in the next step.

® Inherit

This option makes the backup accessible to everybody who has access to the
specified remote shared folder.

Backup Progress

(i) Thebacked up data cannct be securely protected for this destination.
Mare Information

< Previous Next > Backup Cancel

FIGURE 2-27 Specifying the backup target
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10. In the Access Control section, click either Do Not Inherit or Inherit. This setting controls
who has access to the target backup files. If you want to limit access to the user that
performs the backup, click Do Not Inherit, and then click Next. Otherwise, to enable
the backup to be accessible by everyone with permissions on the remote folder, click
Inherit, and then click Next.

11. On the Confirmation page, click Backup.

NEED MORE REVIEW? WBADMIN

To find out about using Wbadmin.exe command line backup and restore options, refer to the
Microsoft TechNet website at https://technet.microsoft.com/library/cc754015(v=ws.11).aspx.

Perform Active Directory restore

Depending upon the situation, the way that you recover your AD DS varies. For example, if a
domain controller becomes unavailable, but you have one or more other domain controllers
for the same domain, you can simply remove the domain controller, cleanup the metadata,
and deploy a new domain controller to replace the failed one.

However, you might decide that you would prefer to restore the AD DS on a domain con-
troller rather than replace the server unit; perhaps because it contains other apps, services,
or data that you cannot easily replace. Or perhaps because you just need to recover a few
deleted objects. In this situation, you can perform an AD DS restore operation.

When you restore AD DS, it is important to consider the nature of the database; it is a
multimaster database, which means that even while one domain controller is offline, changes
can still take place on other instances of the database on other domain controllers. If you
simply restore the AD DS database to a point in time when you last performed a backup, then
that point in time is overwritten by AD DS replication from other domain controllers when the
restore operation is completed. This might be desirable; after all, if there have been changes
since the last backup, typically, you would want to include them.

However, if you are attempting to restore only a part of your AD DS, you don’t want to
overwrite it with replicated changes. For example, rather than dealing with a failed domain
controller, you attempt to recover objects that were accidentally deleted. If you performed a
backup operation, and later inadvertently deleted an AD DS object, that deletion would be
replicated after your restore operation.

To help mitigate this issue, you can perform either nonauthoritative restore or authorita-
tive restore operations. Using an authoritative restore means that the restored data is not
overwritten by replicated changes.

\) EXAM TIP

If you enabled the Active Directory Recycle Bin, you can recover objects from the Deleted
Objects folder as an alternative to using an authoritative restore.

Skill 2.2: Maintain Active Directory 109


https://technet.microsoft.com/library/cc754015(v=ws.11).aspx
https://technet.microsoft.com/library/cc754015(v=ws.11).aspx
https://technet.microsoft.com/library/cc754015(v=ws.11).aspx
https://technet.microsoft.com/library/cc754015(v=ws.11).aspx

110

To perform a nonauthoritative AD DS restore operation, start your domain controller in
DSRM. Then, open the Windows Server Backup console and use the Restore Wizard to restore
the System State data from a previous backup. This is a straightforward procedure. Then start
your domain controller normally. Changes made since the last backup are now replicated to
the domain controller.

To perform an authoritative AD DS restore operation, start the domain controller in DSRM,
restore the System State, and then open an elevated command prompt. At the command
prompt, run the NtdsUtil.exe command. Then run the following commands:

m  Authoritative restore

m Restore object <object DN>

The object’s DN will look something like this: CN=Adam ,0U=Sales,DC=adatum,DC=com.
Restart your domain controller normally. If you want to mark an entire OU as authoritative, at
the NtdsUtil.exe prompt, run the following commands:

m Authoritative restore

m Restore subtree <object DN>

The object(s) marked as authoritative are not overwritten, and are replicated from the
restored domain controller throughout your forest.

Manage Read Only Domain Controllers

An RODC is a domain controller that contains a read only copy of AD DS. You can use
RODCs to enable you to deploy domain controllers in offices were physical security cannot
be guaranteed.

Deploying RODCs is covered in Chapter 1: Install and configure Active Directory Domain

Services, Skill 1.1: Install and configure domain controllers, in the Install and configure an
RODC section.

Configure Password Replication Policy for RODC

By default, RODCs do not store sensitive password-related information. Consequently, when
a user signs in, the RODC forwards the sign in request to a writeable domain controller within
your organization.

However, to improve usability, you can define that specific user and computer accounts
can be cached on the RODC, enabling local authentication to occur. You do this by defining
an RODC password replication policy. Generally, you would only add the users and computers
that are in the same local site as the RODC to the replication policy.

To configure a replication policy for an RODC, you use two Domain Local security groups:

m Allowed RODC Password Replication Group Add user or computers to this group
to enable their passwords to be cached on the RODC.

= Denied RODC Password Replication Group Add user or computers to this group
to prevent their passwords to be cached on the RODC.
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EXAM TIP

In addition, the following local groups are also denied from replicating passwords: Admin-

istrators, Server Operators, Backup Operators, and Account Operators.

These groups are automatically created when you deploy an RODC and enable you to
configure the password replication policy on all RODCs. But if you have multiple branch of-
fices, and therefore multiple RODCs, it is more secure to configure a separate group for each
RODC for allowed password replication. In this instance, remove the Allowed RODC Password
Replication Group, and add a group that you manually created, and then add the required
members for that branch. Use the following procedure to complete this task:

1.

In Active Directory Users and Computers, create a global security group that contains
users and computers that have permissions.

Locate the Domain Controllers OU.
Right-click your RODC, and click Properties.

In the Properties dialog box, on the Password Replication Policy tab, shown in Figure
2-28, remove the Allowed RODC Password Replication Group.

LON-DC2 Properties ? *
General Operating System Member OF Dedegation
Password Replication Policy Location Managed By Diadin

This is 8 Read-only Domain Cortroller (RODC). An RODC stores users and
compulers passwords according to the policy below. Only passwords for
accounts that are in the Allow groups and not in the Deny groups can be
replicated to the RODC.

Eaocing; s el Coupeeie

Mame Active Directory Dom...  Selting
Accourt Operators Adstum com,/Builtin Derry
Administrators Adatum com/Buitin Deny

Alowed RODC Passw... Adatum.com/Users Blow

Backup Operators Adatum com/Buitin Deny

Denied RODC Passwo... Adatum.com/Users Deny

Server Operators Adatum.com,/Buitin Deny
Advanced... Add... Remove

Concel | [ ooy Heb

FIGURE 2-28 Configuring an RODC password replication policy
Click Add, and as shown in Figure 2-29, click Allow Passwords For The Account To Rep-

licate To This RODC for the account you are adding to the password replication policy,
and then click OK.
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Add Groups, Users and Computers

Choose the setting for the account you are adding to the password
replication policy.

(O Deny passwords for the account from replicating to this RODC

o] [ o

FIGURE 2-29 Specifying the Allow policy

6. Inthe Select Users, Computers, Service Accounts, or Groups dialog box, enter the
group name whose members’ passwords are to be replicated to this RODC, and then
click OK twice.

7. Add the required users and computers to the group you just added.

You can complete a similar procedure to modify the server specific deny replication policy.
Remove the Denied RODC Password Replication Group from the Password Replication Policy,
and add your own group with members whose passwords won't be replicated to the target
RODC.

You can use the Advanced view on the Password Replication Policy tab to view which user
or computer passwords are replicated to the RODC. You can also determine the effective
policy for a selected user or computer. Use the following procedure:

1. In Active Directory Users and Computers, in the Domain Controllers OU, right-click

your RODC, and click Properties.

2. On the Password Replication Policy tab, click Advanced.

3. Inthe Advanced Password Replication Policy dialog box, on the Policy Usage tab,
shown in Figure 2-30, in the Display Users And Computers That Meet The Following
Criteria list, click:

m  Accounts Whose Passwords Are Stored On This Read-Only Domain
Controller Enables you to see which users and computers have had their
passwords cached on the RODC.

m  Accounts That Have Been Authenticated To This Read-Only Domain
Controller Enables you to see which users and computers have signed in using
the RODC.
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Advanced Password Replication Policy for LON-DC2 X
Policy Usage Resultant Palicy
Display users and computers that meet the following critera:
Accounts whose passwords are stored on this Read-only Domain Controller .
Lsers and computers: Objects retrieved: 2
Name Domain Services Folder  Type Password Last Changed  Password Bx|
3_, krbtgt_27662 Adatum com,/Users User 1/16/2017 4:43.03AM  2/27/2017 4
1ELON-DC2 Adstum com./Domain Computer  1/16/2017 4:18:56 AM  Never Expire|
< >
Expodt... Prepopulate Passwords...
teb

FIGURE 2-30 Viewing the advanced password replication policy settings

Use the Prepopulate Passwords button to retrieve passwords for listed users. This can
help reduce sign in time for configured users.

On the Resultant Policy tab, add users or computers to determine what the resultant
password policy is for the selected objects. This is useful when you have multiple Allow
or Deny groups configured on the Password Replication Policy tab.

Managing AD DS replication

AD DS is a database that resides on Windows Server domain controllers and consists of sev-
eral partitions. These are:

Schema A forest-level partition that rarely changes and holds the forest schema.

Configuration A forest-level partition that also changes rarely and contains the
configuration data for the forest.

Domain A domain-wide partition that changes frequently, and a writeable copy of
the partition is stored on all domain controllers.

EXAM TIP

You can also create and configure application partitions. These store non-domain data,

such as DNS zone information, and can be configured to replicate to specified domain

controllers.
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Changes in the schema and configuration partitions are infrequent. Consequently, the
significant bulk of AD DS replication traffic is domain partition changes, such as the creation
of new objects (users, groups, computers) and the update of their attributes (properties such
as passwords, group memberships, and so on). As an AD DS administrator, one of your roles is
to monitor and manage the replication topology and traffic.

AD DS replication is the process of synchronizing the various copies of the AD DS database
throughout your forest. This replication has the following characteristics:

= Multimaster With the exception of certain specific elements, AD DS is a multimaster
database. In essence, this means all copies are writable and can be updated. This offers
the advantage of removing single points of failure, and can also improve performance.

m Pull-based Domain controllers pull changes from their replication partners rather
than push changes.

m Fine-grained To avoid replication conflicts, replication is based on attributes of ob-
jects and not whole objects. This reduces the chances of a conflict that might otherwise
occur if the same object is changed on two domain controllers at about the same time.

m Site-aware Because most changes occur in the domain partition, all domain con-
trollers within a domain request these changes. To help manage slower network links
between locations, you can configure AD DS sites, and then configure how AD DS
replication is handled between sites. This is known as intersite replication.

= Automatically generated topology Windows Server generates the AD DS replica-
tion topology automatically, creating a resilient and efficient infrastructure. In many
circumstances, you might not need to manually reconfigure the topology.

When discussing AD DS replication, it is helpful to keep in mind that there are two types of
replication:

m Intrasite This occurs between domain controllers in the same AD DS site. Windows
Server manages AD DS replication on the assumption that high-speed persistent
networks connect domain controllers within a site. Intrasite replication usually requires
little manual intervention because Windows Server efficiently manages it automati-
cally. However, you must devise and implement a suitable AD DS site infrastructure and
place domain controllers in the appropriate site.

m Intersite This occurs between domain controllers in different AD DS sites. Windows
Server manages replication on the assumption that domain controllers might not be
connected by persistent high-speed networks. You have more manual control over the
replication process, including the interval and schedule.

NEED MORE REVIEW? ACTIVE DIRECTORY REPLICATION

To review further details about how AD DS replication works, refer to the Microsoft Tech-
Net website at https://technet.microsoft.com/library/cc961788.aspx.
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Monitor and manage replication

Intrasite replication consists of a network of connection objects between domain controllers,
which are replication partners. Connection objects are one-way, pull-based replication path-
ways between one domain controller and its replication partner.

A component called the knowledge consistency checker (KCC) generates an optimized
topology for replication by creating these connection objects automatically. This topology
contains sufficient connection objects to create a maximum of three hops between any two
domain controllers, thereby reducing delays in the propagation of replication data.

If you deploy an additional domain controller in a site, or conversely, remove one, the knowl-
edge consistency checker regenerates the replication topology to account for the change.

Q EXAM TIP

The knowledge consistency checker runs periodically—every 15 minutes by default.

Figure 2-31 shows the connection objects in the Default-First-Site-Name site in the Ada-
tum.com domain.

8 Active Directory Sites and Services
Eile Action View Help
el 2@ Xz Hm B

|84 Active Directory Sites and Services [LC| Name
w | Sites

From Server From Site Type Descrif;
LON-DC1

|l <automatically generated> Default-First-Si... Connection

| Inter-Site Transports
5 ) Subnets
w [B Default-First-Site-Name
w ) Servers
v F LON-DCY
B NTDS Settings
v § LON-DC2
[’ NTDS Settings
v § LON-DC3
[ NTDS Settings

FIGURE 2-31 Viewing a connection object

Although you can manually create persistent connection objects within a site if you want,
this is not usually necessary and not recommended; this is because the knowledge consisten-
cy checker does not evaluate manually created connection objects. It is more likely that you
might need to create and configure connection objects to manage intersite replication. This is
discussed in Skill 2.3: Configure Active Directory in a complex enterprise environment, in the
Configure AD DS sites and subnets section.
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You can view and manage AD DS replication by using the Active Directory Sites and Ser-
vices tool, as shown in Figure 2-31. For example, you can force replication over a connection
object between two domain controllers by using the following procedure:

1. InActive Directory Sites and Services, navigate to the server object that you want to update.

2. Under the server object, click the NTDS Settings node, and in the details pane, right-
click the <automatically generated> object.
3. Click Replicate Now on the context menu. This pulls changes from the designated
replication partner.
You can also use Repadmin.exe and the DcDiag.exe command-line tools:
m Repadmin Use this tool to check the status of replication on your domain controllers
or to reconfigure the replication topology:
m Display the replication partners for a domain controller by using repadmin
/showrepl DC_LIST, as shown in Figure 2-32. Replace DC_LIST with the names of
your domain controller(s). You can use an asterisk as a wildcard.

BN Administrator: C:\Windowshsy T\emd.exe = m] ®

FIGURE 2-32 Running Repadmin

m Display connection objects for a domain controller by using repadmin /showconn
DC_LIST.

m Display metadata about an object by using repadmin /showobjmeta DC_LIST
Object. Replace object with the AD DS distinguished name or GUID of your object.

m Launch the knowledge consistency checker by using repadmin /kcc.
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m Force replication between partners by using repadmin /replicate Destination_DC_

LIST Source_DC_Name Naming_Context.

m Synchronize a domain controller with all replication partners by using repadmin /
syncall DC/A /Je.

NEED MORE REVIEW? REPADMIN SYNTAX

To review further details about using Repadmin.exe, refer to the Microsoft TechNet web-
site at htips://technet.microsoft.com/library/cc736571(v=ws.10).aspx.

m DcDiag Use Dcdiag.exe to perform tests against your AD DS replication topology, as
shown in Figure 2-33. You can also use several parameters to run specific tests, includ-

ing: FrsEvent, DFSREvent, Intersite, KccEvent, Replications, Topology, and VerifyReplicas.

m  Use with the following parameters to perform.

\system3Z\cmd.exe - O X

B Administrator

FIGURE 2-33 Running Dcdiag

NEED MORE REVIEW? DCDIAG.EXE

To review further details about using Dcdiag.exe, refer to the Microsoft TechNet website at
https://technet.microsoft.com/library/cc731968(v=ws.11).aspx.

You can also use a number of Windows PowerShell cmdlets, as shown in 2, to monitor and
manage replication in Windows Server 2016.
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TABLE 2-2 Windows PowerShell cmdlets for AD DS replication

Cmdlet Explanation

Provides information about a specified AD DS replication
connection(s) based on filters that you specify

Get-ADReplicationConnection
Get-ADReplicationFailure Provides a description of a replication failure

Get-ADReplicationPartnerMetadata | Provides replication metadata from one or more replication partners
Get-ADReplicationSite Provides information about a specified site(s) based on applied filters

Provides information about a specified site link(s) based on applied

Get-ADReplicationSiteLink filters

Provides information about a specified site link bridge(s) based on

Get-ADReplicationSiteLinkBridge applied filters

Get-ADReplicationSubnet Provides information about a specified subnet(s) based on applied filters

Configure replication to RODCs
RODCs, by their nature, exist in different physical locations from writable domain controllers.
Typically, this should mean they exist in a different AD DS site. Therefore, any configuration of
RODC replication is intersite rather than intrasite. This requires that you have correctly config-
ured the site objects in AD DS and moved the domain controllers to the appropriate site(s).

The knowledge consistency checker automatically creates connection objects for RODCs.
But if you are experiencing problems, use the Repadmin.exe command-line tool to force the
knowledge consistency checker to regenerate the topology. Use the following high-level
procedure:

1. Add the site with the RODC to a site link and ensure that the selected site link also

contains a site with a writable domain controller.
2. Force replication of the configuration partition to the RODC by using Repadmin.exe.

3. Regenerate the replication topology by using repadmin /kcc on the RODC.

NEED MORE REVIEW? REESTABLISHING REPLICATION FOR AN RODC

To review further details about using configuring AD DS replication for an RODC, refer to the
Microsoft TechNet website at https://technet.microsoft.com/library/dd736126(v=ws.10).aspx.

Upgrade SYSVOL replication to Distributed File System Replication
SYSVOL folders reside in the %SystemRoot%\SYSVOL folder on all domain controllers and
contain logon scripts and Group Policy Templates. In earlier versions of Windows Server, AD
DS uses the File Replication Service (FRS) to synchronize the contents of the SYSVOL folder
among domain controllers.

In Windows Server 2008 and newer, you use DFS Replication (DFSR) to manage SYSVOL
replication, replacing the FRS replication infrastructure. DFSR provides for a more efficient
and reliable means to replicate SYSVOL.
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If you upgraded your domain controllers from Windows Server 2003, it is possible that
they might still be using FRS to replicate SYSVOL. You can check this by using the Dfsrmig.exe
command-line tool as follows:

1. Open an elevated command prompt.

2. Runthe Dfsrmig.exe /GetGlobalState command.

If the returned message is Current DFSR global status: ‘Eliminated’, your SYSVOL
replication is already using DFSR. If you receive the message DFSR migration has not yet
initialized, then you should migrate to DFSR. During the migration, the configuration moves
through four phases, or states:

m State 0 This is the start state. FRS is being used to replicate SYSVOL.

m State 1 The prepared state. FRS continues to replicate SYSVOL, however, the local
DFSR service creates a replicated copy of SYSVOL.

m State 2 The redirected state. DFSR begins to replicate SYSVOL, and FRS maintains
only a local replica of SYSVOL.

m State 3 The eliminated state. FRS is no longer used, and DFSR provides all SYSVOL
replication.
Use the following procedure to migrate SYSVOL replication to DFSR:
1. Atthe command prompt, run dfsrmig /setglobalstate 1. Then run the Dfsrmig.exe /

GetMigrationState command to verify all domain controllers have reached the pre-
pared state.

2. At the command prompt, run dfsrmig /setglobalstate 2. Then run the Dfsrmig.exe /
GetMigrationState command to verify all domain controllers have reached the redi-
rected state.

3. Atthe command prompt, run dfsrmig /setglobalstate 3. Then run the Dfsrmig.exe /
GetMigrationState command to verify all domain controllers have reached the elimi-
nated state.

4. On each domain controller, open the Services console and verify that the File Replica-
tion Service is disabled.

NEED MORE REVIEW? DFSRMIG.EXE

To review further details about using the Dfsrmig.exe command-line tool, refer to the
Microsoft TechNet website at https://technet.microsoft.com/library/dd641227(v=ws.11).aspx.
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Skill 2.3: Configure Active Directory in a complex
enterprise environment

In large networked environments, it is possible that using a single AD DS domain is undesir-
able. It is also possible that a single AD DS forest is not appropriate. As a result, it is important
that you know how and when to configure multiple AD DS forests and domains, and where
necessary, create the required trust relationships between them.

As your network grows and spans multiple locations, it is necessary to configure AD DS
sites to help optimize network services, including AD DS replication. Before you create sites,
it is also necessary to create subnet objects that map to the physical Internet Protocol (IP)
subnets in your network.

This section covers how to:
m  Configure a multi-domain and multi-forest AD DS infrastructure

m Deploy Windows Server 2016 domain controllers within a preexisting AD DS envi-
ronment

m Upgrade existing domains and forests

m Configure domain and forest functional levels
m  Configure multiple user principal name suffixes
m Configure trusts

m  Configure AD DS sites and subnets

Configure a multi-domain and multi-forest AD DS
infrastructure

Although we discuss forests and domains in Chapter 1, perhaps a quick reminder would be
beneficial.

m Forest A collection of domains sharing a common schema and bound by automati-
cally generated two-way trust relationships. Generally, using a single forest is desir-
able for most organizations because it simplifies administration. However, reasons to
consider using multiple forests include the requirement to:

m Provide for complete administrative separation between disparate parts of your
organization.

m Support different object types and attributes in the AD DS schema in different parts
of your organization.

m Domain A logical administrative containing users, groups, computers, and other
objects. Parent-child and trust relationships define your domain structure. A domain
does not provide for administrative separation because all domains in a forest have the
same forest administrator: the Enterprise Admins universal security group.
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m Tree A collection of AD DS domains that share a common root domain and have a
contiguous namespace. Reasons for using multiple trees include the requirement to
support multiple logical namespaces within your organization, perhaps as a result of
mergers or acquisitions.

Adding a forest

When you want to deploy a new forest in an existing AD DS environment, you start the pro-
cess by deploying the first domain controller in that forest. The server computer on which you
deploy the new forest is almost certainly a member of a workgroup. You must therefore sign
in as a member of the Administrators local security group.

Essentially, the process for deploying an additional forest is identical to creating the first
forest. This procedure is discussed in the "Install a new forest" section in Chapter 1, "Install
and configure Active Directory Domain Services.".

After you have deployed the new forest, you can configure any required trust relationships
between the forests to support your administrative and business needs.

Adding a new domain

Similarly, when you want to create a new domain within your AD DS forest, you start by de-
ploying the first domain controller in that domain, and then choosing the Add A New Domain
Controller In A New Domain option in the Deployment Wizard. You must sign in as a member
of the forest root Enterprise Admins universal security group to complete this process.

You have two choices when adding a new domain:
m Child Domain Creates a subdomain of the specified parent domain. In other words,
the new domain is created in the existing domain tree.

= Tree Domain Creates a new tree in the same forest. This option is useful when you
want to create multiple DNS domain names in your AD DS forest infrastructure to sup-
port your organizational needs, but do not need, or want, to separate administrative
function as is possible with a separate forest.

These procedures are covered in Chapter 1: Install and configure Active Directory Domain
Services, Skill 1.1: Install and configure domain controllers, in the Add A New Domain Con-
troller In A New Domain section. After you have deployed the new domain, you do not need
to configure any additional trusts.

Deploy Windows Server 2016 domain controllers within a
preexisting AD DS environment

These procedures are covered in Chapter 1: Install and configure Active Directory Domain
Services, Skill 1.1: Install and configure domain controllers, in the Add Or Remove A Domain
Controller section.
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Upgrade existing domains and forests

Upgrading existing domains and forests is covered in Chapter 1: Install and configure Active
Directory Domain Services, Skill 1.1: Install and configure domain controllers, in the Upgrade
Domain Controllers section.

Configure domain and forest functional levels

Forest and domain functional levels provide new features within your AD DS infrastructure
while providing compatibility with important features from earlier versions of Windows
Server. When you deploy AD DS, you can select a suitable forest and domain functional level
based on your requirements. You can also change the forest and domain functional levels fol-
lowing deployment. The following forest and domain functional levels exist:

m Forest Functional Level Determines which forest-level features are available. Also
defines the minimum domain functional level for domains in your forest. Select from:

= Windows Server 2008
= Windows Server 2008 R2
m  Windows Server 2012
= Windows Server 2012 R2
= Windows Server 2016

NEED MORE REVIEW? FEATURES THAT ARE AVAILABLE AT FOREST FUNCTIONAL LEVELS

To review details about forest functional level features, refer to the Microsoft TechNet
website at https://technet.microsoft.com/library/understanding-active-directory-functional-
levels(v=ws.10).aspx#Features that are available at forest functional levels.

m Domain Functional Level Determines the domain-level features available in your
domain. Select from:

m  Windows Server 2008
= Windows Server 2008 R2
= Windows Server 2012
= Windows Server 2012 R2
= Windows Server 2016

NEED MORE REVIEW? FEATURES THAT ARE AVAILABLE AT DOMAIN FUNCTIONAL
LEVELS

To review details about domain functional level features, refer to the Microsoft TechNet
website at https://technet.microsoft.com/library/understanding-active-directory-functional-
levels(v=ws.10).aspx#Features that are available at domain functional levels.
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You can raise the forest functional level by using the following procedure:

1.

In the Active Directory Domains And Trusts console, in the navigation pane, right-click
the Active Directory Domains And Trusts node, and then click Raise Forest Functional
Level.

In the Raise Forest Functional Level dialog box, the current forest functional level is
displayed, as shown in Figure 2-34.

In the Select An Available Forest Functional Level list, click the desired level, and then
click Raise.

File Action \View Help

< mBDcz HM
S Active Directory Domains and Trust|| Name Type |[Actions
& Adatumn.com B Adaturn.com domainDNS Active Directory Domains a.. &
Raise forest functional level % | Moo fichons *
Forest name:
Adabum com

Cunert forest functional level:
Windows Serves 2012 R2

Select an avalsble forest funchional level:
Windows Server 2016 ~

1, Alter you raize the fosest funclional level, i is possible that you may not be able to
tevesse & For more infosmation on forest funclional leveds. click Help.

[ Rase ] | Concel Heo

FIGURE 2-34 Viewing the forest functional level

To raise a domain’s domain functional level, use the following procedure:

1.

In the Active Directory Domains And Trusts console, in the navigation pane, locate
and right-click the appropriate AD DS domain, and then click Raise Domain Functional
level.

In the Raise Domain Functional Level dialog box, the current domain functional level is
displayed.

In the Select An Available Domain Functional Level list, click the appropriate level, and
then click Raise.

Configure multiple user principal name suffixes

User principal name (UPN) suffixes enable you to define the unique forest-wide name for an
object, such as a user. For example, when you create a new user account, you define the user’s
user logon name. This name is combined with the adjacently displayed suffix (@Adatum.com
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in Figure 2-35) to create a user principal name (UPN); for example, BurkeB@Adatum.com. This
UPN must be unique within the AD DS forest.

Mew Object - User >

& Create i Adatum.comAT

First name: [Betn IR
Last name: |Buku
Full name: [Beth Buke
User logon name:
[Buketl | | @adatum com |
LUser logon name (pre-windows 2000}
|wn1'L'|M\_ '||"Bukes
Back et » Cancel

FIGURE 2-35 Adding a user account

The UPN suffix is generally the domain name where you are adding the account. However,
you can define additional UPN suffixes by using the Active Directory Domains and Trusts
console. To do this, use the following procedure:

1. From Server Manager, open the Active Directory Domains And Trusts console.

2. Inthe console, right-click the Active Directory Domains And Trusts node in the naviga-

tion pane, and then click Properties.

3. Inthe Active Directory Domains And Trusts [Server name] dialog box, on the UPN Suf-
fixes tab, shown in Figure 2-36, in the Alternative UPN suffixes box, type a new suffix,

and then click Add.

Active Directory Domains and Trusts [ LON-DC1LAdatu... 7 X

UPN Suffoces

The names of the cument domain and the mot domain are the defaull user
prncipal name (UPN) suffces. Adding atemative domain names provides
additional and sk

logon sacurty user logon names.
I you want altemative UPN suffices to appear during user creation, add
them to the folowing kst
Atemative UPN suffices:
! |
[Contosocom [ w—"

FIGURE 2-36 Adding a UPN suffix
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4. After you have added all the suffixes you require, click OK.

Next, you must modify the user accounts that you want to use the new suffix. You can do
this using the following procedure:

1. Open Active Directory Users And Computers and locate the accounts that you want to
modify.

2. Right-click the accounts, and then click Properties.

3. In the Properties For Multiple Items dialog box, shown in Figure 2-37, on the Account
tab, select the UPN suffix check box.

Properties for Multiple Iltems ? *

Generl  Account  Address  Profle  Organization

Ta change 5 property for mulliple objects first salact the checkba to
enable the change, and then selzct the change.

EAUPN saffe: EContoso.com &
[ Logen howrs: Logan hours

[ Computer restnctions: Log On To

Accourt gplicns

0 User must change password at next bagon A
O User cannct change password

O Password never spies

] Stors password using revershla encryplion v

Concel | | oo
FIGURE 2-37 Assigning the UPN suffix

4. Inthe UPN suffix list, click the new suffix, and then click OK.

You can also use Windows PowerShell to reconfigure the UPN suffix for multiple accounts by
using the get-ADUser and Set-ADUser cmdlets. For example, to change the UPN suffix for all users
in the Sales OU in the Adatum.com domain to Sales.Contoso.com, use the following procedure:

1. Open Windows PowerShell on a domain controller.

2. Run the following script:

$new_suffix = “Sales.Contoso.com”

$users = Get-ADUser -Filter {UserPrincipalName -like ‘*’} -SearchBase
“OU=Sales,DC=Adatum,DC=Com”

foreach ($user in $users) {
$userName = $user.UserPrincipalName.Split(‘@’)[0]
$UPN = S$userName + “@” + $new_suffix
Write-Host $user.Name $user.UserPrincipalName $UPN

$user | Set-ADUser -UserPrincipalName $UPN }
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Configure trusts

A trust relationship is a security agreement between two domains in an AD DS forest, be-
tween two forests, or between a forest and an external security realm. Trust relationships en-
able a security principal in one domain, such as a user or computer, to potentially gain access
to a resource in another domain; potentially, because in addition to a trust, the security prin-
cipal must be granted permissions on the resource by the resource-holding domain admin-
istrator. In a one-way trust relationship, one party is deemed to be trusting, while the other
is said to be trusted. The resource-holding entity is trusting, while the user-holding entity is
trusted. In a two-way trust relationship, both parties are both trusting (resource-holding) and
trusted (user-holding).

In Windows Server 2016, domains in the same forest are configured automatically with
two-way transitive trusts so that, in principle, a user in any domain in the forest has the po-
tential to access a resource anywhere else in the forest. By default, in a multi-domain forest,
the following trust types exist:

m Parent/child Two-way transitive trust between a parent domain and its child domain.

m Tree-root Two-way transitive trust between a new AD DS domain tree and the exist-
ing AD DS forest root domain.

EXAM TIP

A transitive trust is one that applies through an intermediate security realm. For example, if
A trusts B, and B trusts C, A also trusts C.

But you can also create trusts manually to satisfy certain technical or administrative re-
quirements. These are:

m Forest A transitive one-way or two-way trust, depending on configuration, between
two AD DS forests. Enables users in one forest (or both forests) to enable resources in
the other.

m External A non-transitive one-way or two-way trust, depending on configuration,
between your AD DS forest and another AD DS domain, such as an older Windows NT
4.0 domain. Enables users in your forest to access resources in the other domain, and
users in the remote forest to access your resources.

m Realm A transitive or non-transitive, one-way or two-way trust, depending on con-
figuration, that enables authentication between your Windows Server AD DS forest
and a Kerberos v5 realm based on a non-Windows directory service.

m Shortcut A non-transitive one-way or two-way trust, depending on configuration,
between domains in your AD DS forest that can help improve authentication perfor-
mance. Use shortcut trusts for domains within the same forest but in different AD DS
domain trees.
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To create trust relationships, you use the Active Directory Domains and Trusts tool. It is
important to note that to configure any of these trusts, it must be possible for the two parties
in the trust to be able to resolve one another’'s names; this requires DNS configuration. For ex-
ample, to configure a forest trust, each domain controller that you use to configure the trust
must be able to resolve the SRV records for the remote forest.

Configure forest trusts
To configure a forest trust, use the following procedure:

1. Configure DNS so that domain controllers in each forest can resolve one another’s
names and SRV records. Create a DNS stub zone (or configure conditional forwarding)
for the remote DNS zone.

NEED MORE REVIEW? ADD A STUB ZONE

To review further details about adding a DNS stub zone, refer to the Microsoft TechNet
website at https://technet.microsoft.com/library/cc754190(v=ws.11).aspx.

2. Open the Active Directory Domains And Trusts console on a domain controller in the
first AD DS forest.

3. Right-click the forest root domain in the navigation pane, and then click Properties.

4. Inthe Domain Properties dialog box, click the Trusts tab, shown in Figure 2-38, and
then click New Trust.

Adatum.com Properties ? X

General Trusts  Managed By
Domains trusted by this domain joutgeing trusts):

Domain Name Trust Type  Transitive Propearties

Eemove

Domains that trust this domain (ncoming trusts):

Domain Name Trust Type  Transtive Propesies

Remoye

New Trust...

oo | [ [ v

FIGURE 2-38 Viewing the available trusts
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5. Inthe New Trust Wizard, click Next, and then, on the Trust Name page, in the Name
box, type the FQDN of the remote forest, as shown in Figure 2-39, and then click Next.

New Trust Wizard x
Trust Name
You can create a trust by using a NetBIOS or DNS name.
Type the name of the domain, forest, or realm for this trust. ¥ you type the name of a forest, you
must type a DNS name.

Example NetBIOS name: supplier014nt
Example DNS name: supplier()1-ntemal microsoft com

Name:

I&mosomﬂ

| <ok [ Net> ] [ Cance

FIGURE 2-39 Defining the remote DNS name

6. On the Trust Type page, shown in Figure 2-40, click Forest trust, and then click Next.

Mew Trust Wizard *
Trust Type
This domasin is a forest root domain. if the specified domain qualfies, you can
create a forest trust,

Select the type of trust you want to create.

O Bdemal trust
An extemal trust is a nontransitive trust between a domain and ancther domain
outside the forest. A nontransdive trust is bounded by the domains in the relationship.

@ [Forest trust . I
Aforest trust is 2 transitive trust between two forests that allows users in any of the |

domains in one forest to be authenticated in any of the domains in the other forest |

| <ok [ Net> ] [ Cance

FIGURE 2-40 Specifying the trust type

7. On the Direction Of Trust page, shown in Figure 2-41, select the appropriate direction.
Choose between Two-Way, One-Way Incoming, and One-Way Outgoing. For example,
click Two-Way, and then click Next.
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MNew Trust Wizard X
Direction of Trust
You can create one-way of two-way trusts.

Select the direction for this trust.

®Twoway
Users in this domain can be authenticated in the specfied domain, realm, or
%:I:m and users in the specified domain, realm. or forest can be authenticated in
domain,

(O Onexway: incoming
lkmhhsdmna"lcanbemﬂmﬁ:dednthespeﬁnddm&mm&n.mfm.

OQN‘WEY
ifmspecfedﬁmnm realm, or forest can be authenticated in this domain.

<Back |[ Net> | [ cancel

FIGURE 2-41 Defining the trust direction

8. On the Sides Of Trust page, shown in Figure 2-42, click Both This Domain And The
Specified Domain, and then click Next.

EXAM TIP

To configure the trust using a single step, you must provide credentials with the necessary
privilege in the remote forest. That is, a user that belongs to the remote Enterprise Admins
universal security group. If you don't have these credentials, then you must ask the admin-
istrator in the remote forest to complete their end of the configuration of the forest trust
by repeating this process.

MNew Trust Wizard X

Sides of Trust
i you have appropriate permissions in both domains, you can create both sides of
the trust relationship.

To begin using a trust, both sides of the trust relationship must be created. For example.
if you create a one-way incoming trust in the local domain, a one-way oulgoing trust
must also be created in the specified domain before authentication traffic will begin
flowing across the trust.

Create the trust for the following:

(O This domain only
This option creates the trust relationship in the local domain.

(@) Bath this domain and the specffied domain
Thsopmnm&eouuﬂrehhmn?wmbﬂhh‘tebcdmdlhwwﬁeddmm

<Back || Net> | | Cancel

FIGURE 2-42 Defining whether to configure both sides of the trust
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9. On the User Name And Password page, enter the credentials required to configure the
trust in the remote forest, and then click Next.

10. On the Outgoing Trust Authentication Level-Local Forest page, select between the two
available options, and then click Next.

m Forest-Wide Authentication Windows Server automatically authenticates users
from the remote forest for all resources in the local forest. Select this option if both
forests are managed by the same organization.

m Selective Authentication Windows Server does not automatically authenticate
users from the remote forest for resources in the local forest. This is the appropriate
option if your two forests are managed by separate organizations. For more details,
see the section below: SID filtering and trust authentication scope.

11. On the Outgoing Trust Authentication Level-Specified Forest page, select between
the two available options, and then click Next:
m Forest-Wide Authentication Windows Server automatically authenticates users

from the local forest for all resources in the remote forest. Select if both forests are
managed by the same organization.

m Selective Authentication Windows Server does not automatically authenticate
users from the local forest for resources in the remote forest. Select if your two
forests are managed by separate organizations. For more details, see the section
below: SID filtering, and trust authentication scope.

12. Click Next twice, and then on the Confirm Outgoing Trust page, click Yes, confirm the
outgoing trust. This enables you to verify that the trust is working. Click Next.

13. On the Confirm Incoming Trust page, click Yes, confirm the incoming trust. This
enables you to verify that the trust is working. Click Next.

14. Click Finish, and then, in the Domain Properties dialog box, shown in Figure 2-43, click OK.
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Adatum.com Properties ? X

General Trusts  Managed By
Domains trusted by this domain (outgoing trusts):

Domain Name Trust Type  Transitive Propeties...

Contoso.com Forest Yes B

Domains that trust this domain (ncoming trusts):
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FIGURE 2-43 Viewing the configured trusts

After you configure the trust, you can then assign access to resources. A common way to
achieve this is to select remote users and groups through the trust by using the Locations op-
tion when browsing users and groups, as shown in Figure 2-44.

Locations X

Select the location you want to search.

[ ok || Cancel '

FIGURE 2-44 Selecting the location to search for security principals
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Configure external trusts

To configure an external trust, use the following procedure:

1.

10.

11.
12.
13.

14.

Configure DNS so that domain controllers in each forest can resolve one another’s
names and SRV records.

In the Active Directory Domains And Trusts console on a domain controller in the first
AD DS forest, right-click the forest root domain in the navigation pane, and then click
Properties.

In the Domain Properties dialog box, click the Trusts tab, and then click New Trust.

In the New Trust Wizard, click Next, and then, on the Trust Name page, in the Name
box, type the FQDN of the remote forest, and then click Next.

On the Trust Type page, click External Trust, and then click Next.

On the Direction Of Trust page, select the appropriate direction. Choose between

Two-way, One-Way Incoming, and One-Way outgoing. For example, click Two-Way,
and then click Next.

On the Side Of Trust page, click Both This Domain And The Specified Domain, and then
click Next.

On the User Name And Password page, enter the credentials required to configure the
trust in the remote forest, and then click Next.

On the Outgoing Trust Authentication Level-Local Domain page, choose between
Domain-Wide Authentication and Selective Authentication, and then click Next. For
more details, see the section below: SID filtering and trust authentication scope.

On the Outgoing Trust Authentication Level-Specified Domain page, choose between
Domain-Wide Authentication and Selective Authentication and then click Next. For
more details, see the section: SID filtering and trust authentication scope.

On the Trust Selections Complete page, click Next.
On the Trust Creation Complete page, click Next.

On the Confirm Outgoing Trust page, click Yes, and confirm the outgoing trust. This
enables you to verify that the trust is working. Click Next.

In the Active Directory Domain Services dialog box, shown in Figure 2-45, acknowl-
edge the message about SID filtering, and click OK. For more details, see the section:
SID filtering and trust authentication scope.
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Active Directory Domain Services

To mmveﬂnsemﬂyofﬂu extemal trust, security identifier (SID) fitering is
enabled. However, f users have been migrated to the trusted domain and their SID
histories have been preserved, you may choose to tum off this feature.

For more information about SID fitenng and how to tum & off, see Securing exdemal
trusts.

[[J Do not show this dialog box again

FIGURE 2-45 Acknowledging the SID filtering message

15. In the Domain Properties dialog box, click OK.

Configure realm trusts

To configure a realm trust, use the following procedure:

1.

2.

Configure DNS so that domain controllers in each security authority can resolve one

another’s names.

In Active Directory Domains And Trusts, in the navigation pane, right-click the domain
node for the domain with which you want to establish a shortcut trust, and then click

Properties.

In the Domain Properties dialog box, on the Trusts tab, click New Trust, and then click

Next.

On the Trust Name page, type the FQDN of the domain, and then click Next.

On the Trust Type page, click Realm trust, as shown in Figure 2-46, and then click Next.

(O Trust with a Windows domain
Speciied domain: Europe Adatum.com

Retype the name of the domain.
Domain name:

Europe.Adatum.com

C<hek [ Net> ] Conce

Mew Trust Wizard x
Trust Type
The name you specified is not a valid Windows domain name. Is the specified
name a Kerberos V5 realm?
Select the appropriate trust type:
S DRl
ﬂ!ewwusnoteWmdowsteDiedeommCmmlsmcmae&ee
trust to an interoperable Kerberos V5 realm.

FIGURE 2-46 Configuring a realm trust

Complete the wizard using the guidance provided for forest or external trusts.
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Configure shortcut trusts
To configure a shortcut trust, use the following procedure:

1. In Active Directory Domains And Trusts, in the navigation pane, right-click the domain
node for the domain with which you want to establish a shortcut trust, and then click
Properties.

2. Inthe Domain Properties dialog box, on the Trusts tab, click New Trust, and then click
Next.

3. On the Trust Name page, type the FQDN of the domain, and then click Next.
4. On the Trust Type page, click Shortcut trust, and then click Next.

5. Complete the wizard using the guidance provided for forest or external trusts.

SID filtering and trust authentication scope

By their very nature, trusts give users from another domain the potential to access resources
in your domain. This can pose security risks. There are a number of features in Windows
Server 2016 that you can use to help mitigate these potential security risks. These are:

m SID Filtering After you set up a forest of external trust, you are warned that SID
filtering has been enabled. SID filtering controls the way that SIDs are used during
authentication to resources in a trusting domain. If a user belongs to groups, the SIDs
of those groups are presented to resource-holding servers through the trust when the
user attempts authentication.

If a user that belongs to the Domain Admins group signs in at a trusted domain, that
user’s SID history contains an entry for a group, Domain Admins, which also exists in
your resource-holding domain. This gives the remote user potentially more access
than is desirable. SID filtering helps prevent this by instructing the resource-holding
domain to filter out SIDs from the account-holding domain that is not the primary
SIDs of security principals.

NEED MORE REVIEW? CONFIGURING SID FILTER QUARANTINING ON EXTERNAL
TRUSTS

To review further details about SID filtering, refer to the Microsoft TechNet website at

https://technet.microsoft.com/library/cc794757(WS.10).aspx.

m  Authentication Scope When you create a forest or external trust, you are prompted
to configure the scope of authentication. This occurs on the Outgoing Trust Authen-
tication Level pages of the New Trust Wizard for both the local, and remote forests or
domains, depending on whether it is a forest or external trust you are configuring. You
choose between forest-wide (or domain-wide) authentication, and selective authenti-
cation.
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Choosing forest-wide (or domain-wide) effectively means that all users from the
remote forest (or domain) are considered to be Authenticated Users. This limits your
administrative control — or simplifies it, depending upon your viewpoint.

However, if you choose Selective authentication, although all users in the remote
forest (or domain) are considered to be trusted, you must explicitly grant them
permissions to authenticate against server resources in your local forest (or domain).
This provides for more control, but can be time-consuming to configure.

If the remote forest (or domain) is a part of your organization, it is usually acceptable
to choose forest-wide (or domain-wide) authentication during the setup of the trust.
If, however, the remote forest (or domain) is part of a different organization, choose

selective authentication when prompted.

EXAM TIP

You can reconfigure the authentication scope setting for your forest or external trust after
you have established the trust by using the Active Directory Domains and Trusts tool.

NEED MORE REVIEW? ENABLE SELECTIVE AUTHENTICATION OVER A FOREST TRUST

To review further details about selective authentication, refer to the Microsoft TechNet
website at https://technet.microsoft.com/library/cc794747(WS.10).aspx.

Configure name suffix routing

A unique name suffix is a UPN suffix or DNS forest name, such as Adatum.com or Contoso.
com, that is not subordinate to any other another name suffix. To help simplify authentica-
tion through forest trusts, by default, Windows Server routes all unique name suffixes to the
trusting domain.

To further simplify administration, all child name suffixes are also routed. Thus, users with
the suffix Sales.Contoso.com, which is a subordinate of Contoso.com, have a suffix that is a
child of Contoso.com.

If, for any reason, you want to disable name suffix routing through a forest trust, you can
do so by using the Active Directory Domains and Trusts console by selecting the appropriate
domain in the navigation pane. Then, use the following procedure:

1. Inthe Active Directory Domains And Trusts console, in the navigation pane, right-click

the appropriate domain, and then click Properties.

2. Inthe Domain Properties dialog box, on the Trusts tab, under either Domains Trusted

By This Domain (Outgoing Trusts) or Domains That Trust This Domain (Incoming
Trusts), click the appropriate forest trust, and then click Properties.

Skill 2.3: Configure Active Directory in a complex enterprise environment

135


https://technet.microsoft.com/library/cc794747(WS.10).aspx
https://technet.microsoft.com/library/cc794747(WS.10).aspx
https://technet.microsoft.com/library/cc794747(WS.10).aspx
https://technet.microsoft.com/library/cc794747(WS.10).aspx

136

\/

3. Click the Name Suffix Routing tab, and under Name Suffixes In The <domain name>
Forest, perform one of the following:

m Click the suffix that you want to enable, and then click Enable.
m Click the suffix that you want to disable, and then click Disable.
4. C(lick OK twice.

NEED MORE REVIEW? ENABLE OR DISABLE AN EXISTING NAME SUFFIX FROM ROUTING

To review further details about name suffix routing, refer to the Microsoft TechNet website
at https://technet.microsoft.com/library/cc731648(v=ws.11).aspx.

Configure AD DS sites and subnets

AD DS sites and subnets enable you to create logical objects in the AD DS configuration
partition that map to physical entities in your organization’s network; namely, your organi-
zation’s physical IP subnets and geographical locations. By creating AD DS subnet objects,
computers that are members of your AD DS infrastructure can determine in which physical
subnet they are located. By associating subnets with AD DS sites, computers can determine
in which geographic location they reside.

Information about where a computer is can be used by that computer to locate services
that are adjacent rather than distant. For example, using a local domain controller to attempt
to sign in rather than one that is physically remote can speed up sign in times.

EXAM TIP

Because AD DS sites and subnet objects are part of the AD DS configuration partition, you
must be a member of the forest Enterprise Admin universal security group to create or
configure them.

Create AD DS sites
There are a number of reasons to create sites. These are:

m Replication Management You can exert more control over intersite replication than
is possible with intrasite replication.

m Group Policy Application You can create Group Policy Objects (GPOs) and link
them to site objects. This applies the policy settings to users and computers that are at
a specific location.

m Service Location You can use information stored in a computer’s service location
(SRV) resource record to determine which site it is in.
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When you deploy AD DS, a default site called Default-First-Site-Name is created. All do-
main controllers are configured as part of this site until you create additional sites and move
your domain controllers into those sites.

To create an AD DS site, use the following procedure:

1.
2.

7.

In Server Manager, click Tools, and then click Active Directory Sites And Services.
In Active Directory Sites And Services, in the navigation pane, click Sites.
Right-click Sites, and then click New Subnet.

In the New Object - Site dialog box, shown in Figure 2-47, in the Name box, type the
name for your site. For example, type London.

New Object - Site X

lg Createin:  Adatum com,/Configuration/Stes

Name: |L;1dm
Select a site link object for this site. S2e link objects are located in the
Sttes/Inter-Ste Transpors container.
Link Name: Transport
L4, DEFAULTIPSITELINK IP
Cancel

FIGURE 2-47 Creating a new site

In the Link Name list, click the appropriate site link object. It is likely that at this stage,
only the DEFAULTIPSITELINK object exists. This is the default connection object created
to support the AD DS intersite replication topology. You can create and configure your
own site links later. For now, click DEFAULTIPSITELINK, and click OK.

In the Active Directory Domain Services pop-up dialog box, click OK to acknowledge
the message about next steps.

Create your additional sites. Initially, use the DEFAULTIPSITELINK object for the se-
lected link object for each site.

You can also use the Windows PowerShell New-ADReplicationSite cmdlet. For example, to
create a new site called London, use the following command:

New-ADReplicationSite -Name “London”
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Create AD DS subnets

Now create a logical map of your physical infrastructure by creating IP subnets. These should
map exactly to the physical subnets within your network, otherwise this can lead to poor
performance and potential problems with service availability.

To create an AD DS subnet, use the following procedure:

1. In Server Manager, click Tools, and then click Active Directory Sites And Services.

2. In Active Directory Sites And Services, in the navigation pane, expand Sites, and then
click Subnets.

3. Right-click Subnets, and then click New Subnet.

4. Inthe New Object — Subnet dialog box, shown in Figure 2-48, in the Prefix box, type
the prefix for your IP subnet. For example, type 172.16.0.0/16.

New Object - Subnet X

]u S} Createin:  Adatum com/Configuration/Stes/Subnels

Entter the address prefix using network prefix notation faddress.prefioc

length), where the prefix length indicates the number of fixed bits. You

can enter either an [Pv4 or an IPvE subnet prefic.

Leam more about enterng address prefices

IPv4 example:  157.54.208.0/20

IPv6 example:  3FFE:FFFF:0.C000:/64

Prefec:

[1721600/16 |

Prefix name in Active Directory Domain Services:
|I?2.!S.0.0.—’!S - . l

Select a site object for this prefoc.
Sae Name
[ Defaut-First-Ste-Name

e B |

E Wincanton

e

FIGURE 2-48 Adding a subnet

5. Inthe Select A Site Object For This Prefix, select the appropriate site. For example, click
London, and then click OK.

6. Create any additional subnets for your organization, and map each to the appropri-
ate site. Remember that a site can contain multiple subnets, but a subnet can only be
associated with a single site.
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You can also use the Windows PowerShell New-ADReplicationSubnet cmdlet. For example,
to create a subnet called 172.16.0.0/16, use the following command:

New-ADReplicationSubnet -Name “172.16.0.0/16”

To create the same subnet, but link it to a site called London, use the following command:

New-ADReplicationSubnet -Name “172.16.0.0/16” -Site London

Create and configure site links
The next step in establishing your intersite replication configuration is to create and configure
site links. Initially, all of your sites are connected by the automatically created DEFAULTIPSITE-
LINK object, but you can create your own site links.

To create a site link, use the following procedure:

1. In Active Directory Sites And Services, in the navigation pane, expand Sites, expand
Inter-Site Transports, and then click IP.

\}) EXAmMTIP
You can choose between two transports for your site links: IP and SMTP. The SMTP site link
uses the Simple Mail Transfer Protocol to route site-to-site data. This is useful when you
are connecting sites together, which are likely to be connected by non-persistent and slow
links. The IP transport should be selected in almost all situations.

2. Right-click IP, and then click New Site Link.

3. Inthe New Object - Site Link dialog box, shown in Figure 2-49, in the Name box, type
a meaningful descriptive name of what the site link connects. For example, type Lon-
don <> Wincanton.

New Object - Site Link X

@g Create in:  Adatum com/Configuration/Stes/Inter-Ste Ti

Name: ILondon <> Wincanton
SHes ik i i ks ik Stes in this ste Ink:
lifm e |
Wincanton
Add 5
<< Remove

< >

Asite link must contain at least two stes.

o ] [ conce

FIGURE 2-49 Adding a site link
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4. In the Sites Not In This Site Link list, click the sites (at least two) that are interconnected
by this site link, and then click Add>>.

5. Click OK.

You can also use the Windows PowerShell New-ADReplicationSiteLink cmdlet. For ex-
ample, to create a new site link between the sites London and NewYork, use the following
command:

New-ADReplicationSiteLink -Name “London-NewYork” -SitesIncluded London,NewYork

Next, you must configure the site link:
1. Inthe details pane, right-click the site link, and then click Properties.

2. Inthe Site Link Properties dialog box, shown in Figure 2-50, configure the following
properties, and then click OK.

m Cost This is an arbitrary number that should represent a preference as to whether
the link should be used if there are multiple paths available. For instance, if there
are two possible paths between two sites in your infrastructure, but one has a
higher end-to-end cost, the lower cost path is used, unless it's unavailable. The
default value is 100.

m Replicate Every This is the replication interval and defaults to 180 minutes. Re-
duce this to help to ensure any changes are propagated more quickly throughout
the domain controllers in your organization. 15 minutes is the lowest configurable
value.

m Schedule The schedule is the replication availability window. During the config-
ured time, replication can occur at the specified ‘Replicate every' interval. If you
want to prevent replication from occurring during working hours, for example, you
can use the Schedule to configure that.
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London <> Wincanton Properties ? X

General Object Securty Attribute Edttor
Lg London <> Wincanton

Descrption: ||
Sites not in this ste link: Sites in this site fink: _

Default-First-Ste-Name | | London
| Wincanton

£

<< Remaove

L4 >
Cost: 100 e
Replicate every 180 -:_ minutes
s [

FIGURE 2-50 Configuring the site link properties

After you have created all the required site links, and moved all the domain controllers into
the correct sites, if you no longer need the DEFAULTIPSITELINK, you can delete it.

When to use site link bridges

Generally, creating and configuring site links is sufficient to enable a fully-routable, fault toler-
ant intersite replication topology. This is because all site links are automatically bridged by
default, meaning that all site links are transitive.

Site link bridges enable you to create transitive links between sites when site links cannot
provide the required behavior. There are two situations in which site link bridges might be
required:

= Your IP network is not fully routed You can enable site link bridges to enable tran-

sitive links where your IP network is not capable of doing this automatically.

= You want more control over the replication flow You can control how the replica-
tion of AD DS flows through your sites by disabling the Bridge All Site Links option, and
then creating site link bridges. Replication traffic flows transitively through sites linked
by site link bridges, but does not route beyond the site link bridge.
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NEED MORE REVIEW? CREATING A SITE LINK BRIDGE DESIGN

To review further details about implementing site link bridges, refer to the Microsoft Tech-
Net website at https://technet.microsoft.com/library/cc753638(v=ws.10).aspx.

Move domain controllers between sites

After you have configured the subnets and sites to mirror your network’s physical topol-
ogy, you must move the domain controllers into the appropriate sites. It is assumed that the
domain controllers already are assigned the appropriate IP configuration so that they are
physically in the correct subnet.

(] EXAM TIP

>

During deployment of a domain controller, you are prompted to which site you want to
deploy the domain controller.

To move a domain controller between sites after deployment, use the following procedure:

1. In Active Directory Sites And Services, in the navigation pane, expand the Default-First-
Site-Name object.

2. Expand the Servers folder, and then click the server that you want to move.
3. Right-click the server, and then click Move.

4. In the Move Server dialog box, shown in Figure 2-51, click the site to which you want to
move the domain controller, and then click OK.

Move Server X

Select the site that should contain this server:

Ste Name

EE Default-First-Ste-Name |
| London

E Wincanton

T

FIGURE 2-51 Moving a domain controller

You can also use the Windows PowerShell Move-ADDirectoryServer cmdlet to move do-
main controllers between sites.

142 Manage and maintain AD DS


https://technet.microsoft.com/library/cc753638(v=ws.10).aspx
https://technet.microsoft.com/library/cc753638(v=ws.10).aspx
https://technet.microsoft.com/library/cc753638(v=ws.10).aspx
https://technet.microsoft.com/library/cc753638(v=ws.10).aspx

You do not need to move servers or client computers. These devices determine their own
site placement by using their IP configuration to determine their subnet. From AD DS, they

then determine their site.

After you have completed the process of creating and configuring your subnets, sites,
and site links, and after you have moved your domain controllers to the appropriate sites, as
shown in Figure 2-52, it is then a good idea to run a knowledge consistency check to rebuild
the replication topology. You can do this from Active Directory Sites and Services by locating
the NTDS Settings object under the server object in a given site. Right-click the NTDS Settings
object, point to All Tasks, and then click Check Replication Topology.

{8 Active Directory Sites and Services

File Action View Help

h| 2 XE Q|

8 Active Directory Sites and Services [WIN-D(
w [ Sites

w | Inter-Site Transports
1P

w || Subnets
> jm10.00.0/8
» | 172.16.0.0/16
v E Lendon
w || Servers
> B LON-DCY
> B LON-DC2
w E Wincanton
~ [ Servers

» § WIN-DC1

Mame

## London <> Wincanton

Type
Site Link

Description

FIGURE 2-52 The completed intersite replication topology

Manage registration of SRV records

When you deploy domain controllers, they register important records in the appropriate DNS
zone on your DNS server. These records, known as SRV resource records, enable computers
and users to locate domain controller services. AD DS services, such as the Kerberos authenti-
cation service, use SRV records to advertise themselves to clients in an AD DS network.

A typical SRV record consists of a number of elements:

m Service Name And Port

|dentifies the service and the associated Transmission

Control Protocol (TCP) or User Datagram Protocol (UDP) port. For example, common
SRV records include Lightweight Directory Access Protocol (LDAP) over TCP port 389,
Kerberos over port 88, the Kerberos V5 authentication protocol (KPASSWD) on port

464, and the global catalog service on port 3268.
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m Protocol Indicates whether TCP or UDP is used. A service can use both, but is re-

quired to register separate SRV records that indicate this.

Hostname Provides the name of the host offering the service. Client computers must
then use host records in DNS to determine the IP address being used by the specified host.

Options SRV records are also assigned preference, weight, and priority values. These
are used when there are multiple records that point to the same service or server

and you want to control which servers are used first. For example, an AD DS domain
controller registers its Kerberos authentication service DNS resource records with a
priority value of 0 and a weight of 100, as shown in Figure 2-53. You can change these
initial values to determine which host offering the Kerberos authentication service is
used by clients. DNS clients attempt to use the server with the lowest priority value. If
multiple servers have the same priority value, clients use the server in proportion to
their weight values.

_kerberos Properties ? X

Service Location (SRV)  Security

Domain: |Londm sles r'\dawncom
Senvice: _ketberos

Protocol: ep

Prigeity: [0

Weight: 100

Port pumber: !33—‘

Host offering this service:
|LON-II‘I Adatum com.

Cancel ol Heo

FIGURE 2-53 Viewing the details of an SRV record

EXAM TIP

You can configure these values using the DNS Manager console or the Windows Power-
Shell Add-DnsServerResourceRecord or Set-DnsServerResourceRecord cmdlets using the
Priority, Weight, and Preference parameters.

SRV records are stored in DNS in a hierarchy that includes not only the protocol informa-
tion, but also the site information; this enables computers to locate services based on the AD
DS site in which the service is offered. Figure 2-XY shows the DNS structure of the registered
SRV records.
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Generally, you do not need to manually register or maintain SRV records. Assuming that
your DNS servers are configured with DNS zones that support dynamic updates, when you
add domain controllers, or move them to different sites, they update their DNS records
automatically.

Manage site coverage

It is important that all physical sites have access to a domain controller. If, after you have com-
pleted your intersite replication configuration, there are sites without domain controllers, you
have a number of possible solutions:

= Add the subnet to a site If there are only a few computers at a branch office that do
not merit a domain controller, to ensure client computers can locate domain services,
add the subnet at that location to an adjacent site.

m Deploy an RODC |f there are sufficient computers to merit a local domain controller,
deploy an RODC.

m Rely on automatic site coverage A domain controller from an adjacent site also
registers its SRV records for the smaller site enabling client computers to locate that
domain controller.

NEED MORE REVIEW? FINDING A DOMAIN CONTROLLER IN THE CLOSEST SITE

To review further details about automatic site coverage, refer to the Microsoft TechNet
website at https://technet.microsoft.com/library/Cc978016.

Chapter summary

m You can use gMSAs to simplify account administration for services.
m SPNs enable client computers to locate services.
m You can use PSOs to create account policies for specific users or groups of users.

m The NtdsUtil.exe command-line tool enables you to perform many AD DS database
administration tasks, including offline defragmentation.

m  Metadata cleanup in the process of cleaning up the AD DS database following the
forced removal of a domain controller.

m Enabling the Active Directory Recycle Bin can make recovering AD DS objects much
simpler in many circumstances but is not a replacement for backup.

m RODCs are ideal for deployment to less physically secure locations, such as branch of-
fices.

m You can configure multiple UPN suffixes in your AD DS forest to support specific nam-
ing conventions without needing to change the domain name(s) or reconfigure DNS
settings.
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m Trust relationships enable a security principal in one domain, such as a user or com-
puter, to potentially gain access to a resource in another domain.

m Forest-wide authentication is recommended when you implement a forest trust be-
tween two AD DS forests, both of which are managed by your organization.

m |nsimple networked environments, you can use the default intersite configuration
objects: Default-First-Site-Name and DEFAULTIPSITELINK.

m SRV resource records enable computers to locate domain-wide services, or services
available in their local site.

Thought experiment

In this thought experiment, demonstrate your skills and knowledge of the topics covered in
this chapter. You can find answers to this thought experiment in the next section.

You work in support at A. Datum. As a consultant for A. Datum, answer the following ques-
tions about managing advanced AD DS environments for the A. Datum organization:

1. You are planning a new AD DS deployment. The business consists of two separate
divisions, each with their own IT departments and management structures. What high-
level AD DS structure does this suggest and why?

2. A fellow administrator has deployed an app that runs on servers and connects to a SQL
Server database at the backend. Clients connect to the app to retrieve customer data.
After 42 days, you experience a problem with users being unable to access their data.
What might be going on here? What could you do to resolve the issue?

3. Your AD DS forest consists of two trees, one for Adatum.com, and one for Contoso.
com. Contoso.com consists of multiple child domains: Europe.Contoso.com, Americas.
Contoso.com, and Pacific.Contoso.com. Each of these has child domains according to
business group. For example, Sales.Europe.Contoso.com. Users in the Sales.Pacific.Con-
toso.com domain need to access resources in the Adatum.com, but they are finding
access is slow. You have eliminated physical network performance issues, so what else
might be going on, and what could you do to mitigate the problem?
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Thought experiment answers

This section contains the solution to the thought experiment. Each answer explains why the
answer choice is correct.

1.

This scenario initially suggests using multiple forests. This is because a separate AD DS
forest, each with its own separate management team, could represent each division.
However, it is important to ask questions of the management team and look at how
the IT departments work. It might not be necessary for the AD DS deployment to use
multiple forests. Creating a single forest, perhaps with multiple trees to support nam-
ing might be appropriate. In other words, the fact that the organization has separate IT
departments in two divisions doesn’t necessarily mean you have to configure your AD
DS infrastructure to perpetuate that.

The 42-day interval hints at the problem. Users, by default, are required to change
their passwords every 42 days. Perhaps when your colleague installed the app, he or
she used a standard user account to run the service that connects to the SQL Server? If
this is the case, you must use a gMSA to configure the service that connects to the SQL
Server. This makes managing passwords for service accounts much easier.

It is possible that poor access times are a result of the way trusts work. The access
from the Sales.Europe.Contoso.com domain to resources in Adatum.com must transit
up the Contoso.com tree. By configuring a shortcut trust between Adatum.com and
Sales.Europe.Contoso.com, you might improve performance.

Thought experiment answers
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Create and manage Group
Policy

roup Policies enable you to centrally configure and manage objects within your Active
G Directory Domain Services (AD DS) network infrastructure. To implement Group Policy
Objects (GPOs) within AD DS, you must know how to create and manage GPOs; how to con-
figure Group Policy processing, including order, precedence, inheritance, and enforcement;
how to configure specific settings within a GPO; and how to implement GPO preferences,
including configuring printer preferences, network drive mappings, and power options.

Skills covered in this chapter:
m Create and manage Group Policy Objects
= Configure Group Policy processing
m Configure Group Policy settings

m Configure Group Policy preferences

Skill 3.1: Create and manage Group Policy Objects

With GPOs linked to your sites, domains, and organizational units (OUs), you can quickly
and easily manage large numbers of both users and computers that require the same set-
tings. Examples include: computers at the same physical location, users in the same depart-
ment, or computers with a specific base configuration that require particular settings.

After you have devised and implemented your organization’s OU infrastructure, and
moved the user and computer objects into the relevant OUs, you can create GPOs, config-
ure the desired settings, and then link them to the appropriate OU.

Using GPOs enables you to more easily manage many aspects of your AD DS infrastructure,
including:

= Windows and app settings Use GPOs to provide a consistent interface for
Windows and the installed apps. By standardizing settings, you can more easily
support your users’ needs.
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m Software deployment You can use GPOs to deploy, update, and remove desktop
apps from your organization's computers.

m Folder redirection Windows enables users to configure a Start menu, to customize
their desktop appearance, and to store files in a personal storage area, sometimes re-
ferred to as a home folder. With folder redirection in GPOs you can redirect these local
folders to a network location. This can help make back up of user data easier, and can
enable user roaming between computer devices, while retaining the users’ personal-
ized settings.

m Security settings Many of the configurable settings in GPOs relate to operating
system security. You can use GPOs to apply standard security settings to collections of
users or computers.

m Infrastructure settings GPOs also contain configurable settings for things like wire-
less network profiles, and Windows Firewall rules and settings.

This section covers how to:

m  Configure multiple local Group Policies
m  Overview of domain-based GPOs

m  Manage starter GPOs

m Configure GPO links

m Back up, restore, import, and copy GPOs
m Create and configure a migration table
m Reset default GPOs

m Delegate Group Policy management

m Detect health issues using the Group Policy Infrastructure Status dashboard

Configure multiple local Group Policies

Although this chapter focuses on domain-based GPOs, Windows Server 2016 and Windows
10 both support local Group Policies. Using local GPOs enables you to apply settings to a
computer and its local user accounts; this can be useful if the computer is not part of your
AD DS forest.

EXAM TIP

If you apply local GPOs to a computer that is part of your AD DS forest, site-based and
domain-based GPOs also apply. Any settings you configure using local GPOs that are also
configured as part of a site or domain GPO are overridden.
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You can create multiple local GPOs. These are:

m Local Group Policy This GPO contains the settings that apply to the local computer,

irrespective of which user signs in. This policy contains both a computer and user node.

Administrators and Non-Administrators Local Group Policy These user-specific
policies apply to users based on whether they belong to the local administrators group
or not. This enables you to customize settings for administrators. These two policies
contain only a user node.

User specific Local Group Policy Windows 8 and Windows Server 2012 and newer
enable support for user specific local Group Policies. This contains only a user node.

If you implement multiple local GPOs, they are processed in the following order:

1. Local Group Policy

2. Administrators and Non-Administrators Group Policy
3. User-specific Local Group Policy

EXAM TIP

If settings apply in several policies, the policy that is applied last takes precedence.

To create multiple local GPOs, use the following procedure:

1.
2.

Sign in as a local administrator.
Click Start, type mmc.exe and then press Enter.
In the management console, click File, and then click Add/Remove Snap-In.

In the Add Or Remove Snap-ins dialog box, shown in Figure 3-1, in the snap-in list,
click Group Policy Object Editor, and then click Add.

Add or Remowve Snap-ins x |

You can select snap-ins for this consale from those avalable an your computer and configure the selected sex of snap-ins, For
extensble snap-ins, you can configure which extensions are enabled.

Aevailable snap-ins: Selecbed snap-ins:
Snapein Vendor * | [ console Ract EdR Extensions. .
= hctivex Contral Microsaf | —
| [Edauthorization Manager Microsaf
| Gl Certificates Microsa
. Component Services Microsaf Move Up
% Computer Management Micrasof | Py
v rjDevice Manager Microsaf P | e K
| &% Disk Management Microsof
[l Evers viewer Bcrosaf
Cl Felder Microsof
o Group poicy obsect Ector L]
iPinternet Information Services... Microsof
\}w Secuity Maniter micrasaf ,
<l o T Advarced...
Desription:

[This snapein allows you to edt the local Group Policy Objects stored on & computer.

e

FIGURE 3-1 Adding the Group Policy Object Editor snap-in to a management console
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5. Inthe Select Group Policy Object dialog box, on the Welcome To The Group Policy
Wizard page, shown in Figure 3-2, click Browse.

Select Group Policy Object *

‘Welcome to the Group Policy Wizard I

-
Local Group Policy Objects are stored on the local
computes.
' Use the Biowse bullon o select one of the Gioup Policy
Objects.
Group Policy Object:
lLoc.d Computer I

[[] Allow the focus of the Group Policy Snap-in to be
changed when launching from the command line. This
only applies il pou save the console.

< Back Finish Cancel

FIGURE 3-2 Setting the GPO focus to the local computer

6. In the Browse For A Group Policy Object dialog box, on the Computers tab, click This
Computer, as shown in Figure 3-3, and then click Finish.

Browse for a Group Palicy Object ? X
Computers  Users
@ Ihis compuler
() Another computer:
Browss:

FIGURE 3-3 Setting the focus of the local GPO

7. Inthe Add Or Remove Snap-ins dialog box, click Group Policy Object Editor, and click
Add.

8. In the Select Group Policy Object dialog box, on the Welcome To The Group Policy
Wizard page, click Browse.
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9. In the Browse For A Group Policy Object dialog box, on the Users tab, shown in Figure
3-4, click Administrators, click OK, and then click Finish.

Browse for a Group Policy Object ? X

Computers Users

Local Users and Groups compatible with Local Group Policy:

MName Group Policy Object Exists
A Administiator Mo
!; Beth Ma
A Defaultdccount Mo
1) Administiators No
&% Morvddrministrators Mo
Cancel

FIGURE 3-4 Setting the GPO focus to the Administrators group

10. In the Add Or Remove Snap-ins dialog box, click Group Policy Object Editor, and click
Add.

11. In the Select Group Policy Object dialog box, on the Welcome To The Group Policy
Wizard page, click Browse.

12. In the Browse For A Group Policy Object dialog box, on the Users tab, click Non-
Administrators, click OK, and then click Finish.

13. If you want to configure local GPOs for specific users, in the Add Or Remove Snap-Ins
dialog box, click Group Policy Object Editor, and click Add.

14. In the Select Group Policy Object dialog box, on the Welcome To The Group Policy
Wizard page, click Browse.

15. In the Browse For A Group Policy Object dialog box, on the Users tab, click the specific
user account for which you want to create a GPO, click OK, and then click Finish.

EXAM TIP

You cannot apply local GPOs to security groups.

16. In the Add Or Remove Snap-ins dialog box, shown in Figure 3-5, click OK.
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Add or Remove Snap-ins

extensible snap-ins, you can configure which
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! Activex Control Microsoft Cor... —-f t“: G,C"“"‘“‘"’L Pollcy. .
@Amhorizahbn Manager Microsoft Cor... -J, s i =
G Certificates Microsoft Cor... = l‘;: Cosnputefihlon: Adanistra
-'ﬂ: Component Services  Microsoft Cor... 2 Local Computer|Beth Policy Mave Up
A Computer Managem... Microsoft Cor...
Eﬂbeﬂcel«'lanager Microsoft Cor... ] Hove D
=" Disk Management Microsoft and... =
3] Event viewer Microsoft Cor...
I Folder Microsoft Cor...
1] Group Policy Object ... Microsoft Cor...
| PInternet Informatio... Microsoft Cor...
‘9 IP Security Monitor Microsoft Cor...
. oA M i el < > Adyanced...
Description:
This snap-in allows you to edit the local Group Policy Objects stored on a computer.

|Canne|

FIGURE 3-5 All local GPOs defined within the management console

17. In the Console 1 — [Console Root] dialog box, shown in Figure 3-6, expand the relevant

policy, and configure the required settings.

w i Local Computer Policy
» §& Computer Configuration
> % User Configuration

~ & Local Computer\Adrministrators P
> & User Configuration

v Z] Local Computer\Non-Administrat:
> §% User Configuration

v i Local Computer\Beth Policy
> & User Configuration

[2f Local Computer Poli

p cy
[ FLocal Computer\Administrator...
Jif Local Computer\Non-Administ...
JLocal Computter\Beth Palicy

S Consolel - [Console Root] - [u] *
E File Action View Favortes Window Help - || x
| Console Root Mame

FIGURE 3-6 Completed console with four local GPOs displayed
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To configure one of the local policies, such as the Local Computer Policy, use the following
procedure:

1.

2.

In the Console 1 — [Console Root] dialog box, in the navigation pane, expand the Local
Computer Policy, and then click Computer Configuration.

Under the Computer Configuration node, expand the required folder. For example,
expand Windows Settings, and locate the appropriate setting, as shown in Figure 3-7.

&8k Consolel - [Console Root\Lacal Computer Policy\Computer Confi ion\Wind ingsiSecurity Settings\Account Policie..  — o] b
@ File Action View Favorites Window Help - &%
e 5w K| Him
1 Console Root || policy . Security Setting || Actions
. 3. Local Comparter p“!'q" o i Enforce password history Fol pasmrdsrememb! Password ..
~ & Computer Configuration == : | (r————
= > 24 Maimum password age 42 days | More ... ¥
N Softwnes Seltings 5 Minimum password age 1 days
] Windows Settings =
> 71 Name Resolution Policy ,_E Minimum passward length 7 characters
Seripts (Startup/Shutdown) __,:?Pasmrd must meet complexity requirements Enabled
, Deployed Printers .14 Store passaords using reversible encryption Disabled
~ F Security Settings
w [ Account Policies
» 5 Passweord Policy
> [ Account Lockout Pal
A Local Policies
7 Windows Firewall with &
1 Metwork List Manager Pe
> [ Public Key Policies
7 Software Restriction Poli
» || Application Control Palic
> & IP Security Policies on Lo
> [ Advanced Audit Policy C
> )i Policy-based QoS
| Addrinisteative Termnlates X
< > < >

FIGURE 3-7 Configuring specific local GPO settings

3. Inthe details pane, double-click the required setting and configure the desired value,
and then click OK.

4. Under the User Configuration node, expand the required folder(s), locate the appropri-
ate setting(s), and configure the desired value.

5. When you have configured all the local GPOs, you can close the console. If you are
likely to reconfigure the policies, consider saving the management console with the
configured snap-ins.

Although the ability to configure multiple local GPOs is a significant improvement over
only being able to configure a single local GPO, the process still lacks the flexibility and cen-
tralization offered by using domain-based GPOs. Also, remember that any settings configured
using local GPOs can be overwritten by domain-based GPOs.
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Overview of domain-based GPOs

Domain-based GPOs apply to computer and user objects that are part of an AD DS domain.
Using domain-based GPOs enables you to more easily manage the user and computer ob-
jects in your AD DS infrastructure.

Structure of GPOs

GPOs consist of two components stored in two different locations. These components are:

m Group Policy container This is an object stored in the AD DS database. It is rep-
licated to other domain controllers using the intrasite or intersite AD DS replication
schedule, as appropriate. This object defines the fundamental attributes of the GPO.
Each GPO is assigned a globally unique identity (GUID) by AD DS.

m Group Policy template This is a collection of files and folders stored in the SYSVOL
shared folder on all domain controllers. These files contain the actual GPO settings.
The settings for a specific GPO are stored in:

%SystemRoot%\SYSVOL\Domain\Policies\{GUID}

The {GUID} is the globally unique identity of the GPO. The contents of the SYSVOL

folder, including the Group Policy template folders, are replicated between domain
controllers using a different replication agent. In Windows Server 2008 and earlier,
SYSVOL is replicated by the File Replication Service (FRS). In newer versions of Win-
dows Server, SYSVOL replication is handled by the Distributed File System Replica-

tion agent (DFSR).

\') EXAM TIP

Because these two GPO components are replicated between domain controllers using
different replication agents, you can occasionally get temporary synchronization issues
between these two components. Generally, these issues automatically resolve.

Available GPO management tools
You can create and manage GPOs in your domain using several different tools. These are:

= Group Policy Management This management console, shown in Figure 3-8, enables
you to perform all GPO-related management tasks, including creation, linking, filter-
ing, modeling, and troubleshooting.
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5 Group Policy Management - o X

% Eile  Action View Window Help - 8%
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> (3 Starter GPOs
> Lfh Sites

¥ Group Policy Modeling
) Group Policy Results

FIGURE 3-8 The Group Policy Management console

m Group Policy Management Editor You can launch this console from within Group
Policy Management by selecting a GPO, and then selecting Edit. You can view and
configure available settings in the GPO using this console, shown in Figure 3-9.

I Group Policy Management Editor T o
File  Action View Help

| nmE Xz Hm

41 Default Domain Policy [LON-DC1TADATUM.COMI F|| Mame Description

v CFmP._nf( Configuation | :ﬂkcounl Policies Password and account lockout policies
N p?h;";n Setti (3 Local Palicies Auditing, user rights and security options |
:' -.]I \\:ndn:; Sem:i;s | i@ Eventlog EventLog
| - Restricted Groups Restricted Groups

3 1 Name Resolution Policy
2 Seripts (Startup/Shutdoum)
» e Deployed Printers
5 Ty Security Settings
> gl Policy-based QoS
» ] Administrative Templates: Policy defin

7 System Senvices System service settings

A Registry Registry security settings

le Systern File systerm security settings

2 Wired Metwork (IEEE 802.3) Policies ‘Wired Network Policy Administration. Mar|
Jvindows Firewall with Advanced Security  Windows Firewsll with Advanced Security

3 [ Preferences | Netwark List Manager Palicies MNetwark name, icon and location group pel
~ & User Configuration “Wireless Metwork (JEEE B02.11) Policies Wireless Metwork Policy Administration. I
5 [ Palicies ublic Key Policies
3 | Preferences | || Software Restriction Policies
| [ Application Control Policies Application Contral Policies
| S8 1P Security Policies an Active Directory (... Intemet Protocol Security (Prec) Administ
| [l Advanced Audit Palicy Configuration Advanced Audit Policy Configuration
< ERIES >

FIGURE 3-9 The Group Policy Management Editor console

= Windows PowerShell You can also use a number of Windows PowerShell cmdlets to
create, link, and configure GPOs. For example, the new-gpo cmdlet is used to create a
GPO, as shown in Figure 3-10.
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EX Administrator: Windows PowerShell A o %

t Corporation. Al

wW-GPD -Name

N strator:

<

FIGURE 3-10 Creating a new GPO using Windows PowerShell

NEED MORE REVIEW? GROUP POLICY CMDLETS IN WINDOWS POWERSHELL

To review further details about using Windows PowerShell to manage GPOs, refer to the
Microsoft TechNet website at https://technet.microsoft.com/library/ee461027.aspx.

Configuring specific settings
After you have created your GPOs, you must configure the available settings. You use the

Group Policy Management Editor to perform this task.

As shown in Figure 3-9, a GPO consists of several nodes, each containing folders and
subfolders. These folders contain collections of related settings. This structure helps make it
easier for the administrator to locate the desired setting.

A policy consists of two top-level nodes:

m Computer Configuration Contains the settings that are applied to the computer
objects in a container to which this GPO is linked. These settings are applied on af-
fected computers during startup and thereafter, and are automatically refreshed every
90 to 120 minutes.

m User Configuration Contains the user-related settings. These are applied when a
user signs in and thereafter, and are automatically refreshed every 90 to 120 minutes.

Create and manage Group Policy
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NOTE EFFECTIVENESS

Even if a policy setting is applied, it does not necessarily mean that it is immediately effec-

tive. Often, computer settings only apply after a restart, and user settings sometimes only

apply following a sign out and sign in procedure.

Beneath each of these nodes, there are some folders and many subfolders that group set-
tings, including:

m Software Settings Enables you to deploy, update, and remove software from com-
puters in your domain. Contains a single subfolder:

Software Installation Enables you to add packages for deployment in your orga-
nization.

m Windows Settings Enables you to configure the basic settings for your computers or
users. Contains several subfolders, including:

Scripts You can configure startup and shutdown or logon and logoff scripts that
process when a computer starts or a user signs in.

Security Settings Consolidates the various security settings that you can apply,
including: account policies and user rights; event log settings; restricted groups;
system services; registry and file system permissions; Windows Firewall rules and
settings; software and application control settings, and many others.

Folder Redirection You can redirect desktop, Start menu, and the user's personal
folder, amongst others.

m  Administrative Templates Contains registry settings that control user, computer,
and app behavior and settings. There are many thousands of settings, but these have
been grouped logically into folders to help make their purpose more obvious. These
include:

Control Panel

Desktop

Network

Shared Folders

Start Menu and Taskbar
System

Windows Components

All Settings

When you start to configure specific settings, you see that they fall into several different
types. Some require that you configure one or more values, as shown in Figure 3-11.
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i ) PowerSheld sciipts require at least Windows 7 or Windows Server
2008 R2

Show Files...
o [ ot |

FIGURE 3-11 Configuring a GPO setting

Others require that you turn on or turn off a setting by enabling or disabling it, as shown
in Figure 3-12. These settings have three possible values: Enabled, Disabled, and Not Config-
ured (usually the default). The last of these three is rather interesting because the resultant
value on a client computer (or signed in user) depends on whether the same setting is config-
ured elsewhere; that is, in another GPO that also affects this computer or user. We learn about
this behavior in more detail later.

B Prevent use of Offline Files folder o X

E Prevent use of Offfine Files folder B e ui‘S .'g 1 thtﬁng 1

() Mot Canfigured  COMmMent: ‘

®) Enabled
) Disabled

Supported on: lwimfcm Server 2003, Windcres X9, and Windows 2000 cnly
Options: Help:

Disables the Offline Fibes folder.

This setting disables the “View Files™ button on the Offline Files |
tab. At & result, users cannot use the Offfine Files folder to view
or open copies of network files stored on their computer. Blse,

they the falder to vie iatics of offling files,
auch BE their erver statud, Bype, or lacation,

This setting does not prevent users from warking offline or from
saang bocal copies of files weailable offine, Ao, it does not
prevent thern from using other programs, such a3 Windows
Explorer, to view their offline files,

Thiz setting appears in the Computer Confiquration snd User
Configuration folders. If both settings are configured, the setting
in Cornputer Configuration takes pracedence over the setting n
User Configuration.

Tipe Tos wiww thie OFfline Files Falder, in Windews Esplorer, on the

Tools menu, click Falder Options, ehek the Oiffne Files tab, snd
then click “View Files.”

=) B

FIGURE 3-12 Configuring a GPO setting
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Linking GPOs

When you have created a GPO and you have configured its settings, you must then link it to a
container object in AD DS for it to apply to objects. You can link GPOs to:

m Sites
m Domains
m OUs

Linking a GPO to a container object is known as scoping. The scope determines which
computers and users are impacted by the settings in a GPO. For example, if you link a GPO to
the domain container, all computer and user objects within the domain are impacted by the
configuration settings within that GPO. If you link the GPO to an OU, only objects within that
OU (and any sub-OUs) are affected.

NOTE INHERITANCE

Settings configured at the domain level are inherited by objects in OUs within that domain.
You can control this inheritance behavior; this is discussed in Skill 3.2: Configure Group
Policy processing.

It is important that you understand that proper OU planning is required before you begin
to create, configure, and link GPOs.

Client-side extensions

Although domain controllers store and make available the various GPOs that you create and
configure, it is the responsibility of the client computer to connect to the domain controller
and request and apply the necessary GPOs. A service called the Group Policy Client connects
and downloads the required GPOs. Then, a series of components on the client, known as
client-side extensions, process the GPO settings.

There are several client-side extensions on a Windows computer that process different
GPO settings. These include:

m Registry policy

m Internet Explorer maintenance policy

m Software Installation policy

m Folder Redirection policy

= Scripts policy

m Security policy

m Internet Protocol security (IPsec) policy
= Wireless policy

m  Encrypting File System recovery policy

= Disk quota policy
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Open the registry and navigate to the HKLM\Software\Microsoft\Windows NT\Current-
Version\Winlogon\GPExtensions key in the registry. You can see a list of the available
client-side extensions here.

Manage starter GPOs

In larger organizations, you might find that you must create many GPOs, some of which share
many settings. If this is the case, you can consider using Starter GPOs. A Starter GPO is a tem-
plate GPO that you can use for creating a new GPO.

If you populate the Starter GPO with the most common settings, you can quickly create
additional GPOs that contain those common settings. To create Starter GPOs, use the follow-
ing procedure:

1. Open the Group Policy Management console and navigate to the Starter GPOs node
beneath your domain node, as shown in Figure 3-13.

& Group Palicy Management = =] ®
& File Action View Window Help - |5
=% | A@ 0|« e
&, Group Palicy Management Starter GPOs in Adatum.com
~ Y Forest: Adatum.com Conterilz
~ (g3 Domains
w $3 Adatum.com The Starter GPD-s lokder does not curmenlly exist in this domain.
21 Default Domain Policy Click. on the button below bo create this folder.
Developrnent l Creste Stater GFOs Falder I

Dornain Controllers
m
Managers
Marketing
Research
Sales
» [t Group Policy Objects
» [ WM Filkers
> L5 Starter GPOs
i Sites
¥ Group Policy Modeling
2 Group Policy Results

ol ) [

) [y f)

FIGURE 3-13 Configuring the Starter GPOs folder

2. In the details pane, click Create Starter GPOs Folder. The Starter GPOs folder is created
and populated with two default Starter GPOs:

m  Group Policy Remote Update Firewall Ports
m  Group Policy Reporting Firewall Ports
You must now create and configure the required Starter GPOs:
1. Right-click the Starter GPOs node in the navigation pane, and then click New.
2. Inthe New Starter GPO dialog box, type the name for your Starter GPO, and then click OK.
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3.

In the Starter GPOs folder, shown in Figure 3-14, right-click the new Starter GPO, and

then click Edit.

i Group Policy Management
3 Ele  Action  Miew Window Help
= alm a8
15 Group Policy Management
~ Y Forest: Adatum.com
~ 53 Domaing
~ 3 Adatum.com
i Default Domain Policy

» 5] Development
» @] Domain Controllers
>EmT
3 El Managers
> 3] Marketing
»
>
>
>

4] Research
F] Sales
[ Group Policy Objects
[ WM Filkers
5 5 Starter GROs
> L Sites
¥ Group Policy Modeling
) Group Policy Results

- o b
- 8%
Starter GPOs in Adatum.com

Contenlz  Delegation

| Name Troe Created Modili
) Giowp Policy emote Update Frewal Paite  System 12772016 408 716/
] Growp Policy Repaiting Firewall Paits Systam 120720 408 716/
5 ales Department Tempiste Cuslom 12772006 4111277/
< >

| LoesdCabinet. | | Save o Cabire

3 Starter GPO(s)

FIGURE 3-14 Creating Starter GPOs

In the Group Policy Starter GPO Editor, shown in Figure 3-15, configure the required

settings.

] Group Palicy Starter GPO Editor
File  Action  Miew Help

e | m B HE

] Sales Department Template [LON-DC1Adatur|| Name

~ @ Computer Configuration

3 [ Adrministrative Terplates
~ ¢, User Configuration

» [ Adrinistrative Templates

& Computer Configuration
1% User Configuration

FIGURE 3-15 Configuring Starter GPO settings
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¥
Starter GPOs contain only the Administrative Template node.
5. Close the Group Policy Starter GPO Editor.
To create a new GPO based on a Starter GPO:

1. Inthe Starter GPOs folder, right-click the appropriate Starter GPO, and then click New
GPO from Starter GPO.

2. Inthe New GPO dialog box, type the GPO name, and click OK.

3. Click the Group Policy Objects node in the navigation pane, shown in Figure 3-16, and
your new policy is listed along with default GPOs and any others previously created.

& Group Policy Management = o x
& File  Action Mew ‘indow Help - 8 %
“< 2w el Hm

& Group Policy Management Group Policy Objects in Adatum.com
~ & Forest: Adatum.com C s Delegalion
~ 54 Domains =
v 3 Adaturn.com Naene: GPO Status WM Fitet Modiied
il Default Domain Policy J3{ Dot Domain Conioller.. Enabled 11/6/2016 21
> &) Development - Detault Domain Policy Enabled Heone /872016 1:0
5| Domain Controllers 2/ IT Management GPO Enabled None 1247726 24
> Em (-] Sales Managers Enabled Hone 12472006 21
> [E] Managers
1 Marketing
| Research
> 3] Sales
» L Group Policy Objects
5 [ WIMI Filkers
> L3 Starter GPO3
> L@ Sites
i Group Policy Modeling
_ Group Policy Results

FIGURE 3-16 The newly created GPO

NOTE IMPORT AND EXPORT

It's possible to export Starter GPOs to a .CAB file. It is also possible to import Starter GPOs
from a .CAB file. Use the Load Cabinet and Save As Cabinet buttons in the Starter GPOs
folder, as shown in Figure 3-14.

Configure GPO links

To make a GPO effective, you must link it to a container. To link a GPO to a container, you can
use the Group Policy Management console or the Windows PowerShell New-GPLink cmdlet.

As mentioned earlier, you can link GPOs to the following AD DS containers:
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m Sites Use site-linked GPOs for settings that apply to computers or users based on

their specific location. Obviously, you must have defined both subnet and site objects

in AD DS and moved your domain controllers into the appropriate sites.

EXAM TIP

Be aware that site-linked GPOs can sometimes impose delays on the application of GPOs

for clients in a specific site location but in a different domain from the domain controllers

situated at the site.

m Domains Use domain-linked GPOs for settings that apply to most, or all, of the users

and computers in your domain. If the same settings apply to multiple domains in your
forest, you should copy the GPOs from one domain to the other and then link them at
the other domain.

OUs For settings that are more specific, consider linking your GPOs to an OU. Then
place the appropriate users and computers into the OU. Note that all objects in the OU
receive settings from the linked GPO by default, unless you choose to configure some
form of GPO filtering.

The procedure for linking an existing GPO to a container is as follows:

1.

2.

In the Group Policy Management console, right-click the appropriate container, and
then click Link An Existing GPO.

In the Select GPO dialog box, shown in Figure 3-17, in the Look In This Domain list,

select the current domain, and then in the Group Policy objects list, click the appropri-
ate GPO, and click OK.

Select GPO X
Lookin this domain:

Adatum,com w
Group Policy objects:

IName:

Default Domain Controllers Policy
Defaulk Domain Palicy

IT Management GPO

Sales Managers

| Cancel

FIGURE 3-17 Linking a GPO
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NOTE CREATING AND LINKING IN A SINGLE STEP

You can also create and link a GPO in one step. Right-click the container, and then click
Create A GPO In This Domain, and Link It Here. Enter the GPO name, and click OK. You
must then edit the GPO and configure the required settings.

You can use the Windows PowerShell New-GPLink cmdlet to link a GPO to a container. For
example, to link the GPO called IT Managers to the IT OU in the Adatum.com domain, use the
following command:

New-GPLink -Name "IT Managers" -target "ou=IT, dc=Adatum,dc=com"

To create the same GPO and link it in one step, use the following command:

New-GPO -Name "IT Managers" | New-GPLink -target "ou=IT,dc=Adatum,dc=com" -LinkEnabled
Yes

If multiple GPOs are linked to the same container, you must configure the link order. The
link order determines in which order the GPOs apply. This becomes important if the same set-
ting is configured in several different GPOs as it determines which setting applies. Link order
is discussed in Skill 3.2: Configure Group Policy processing.

EXAM TIP

You can link a single GPO to multiple AD DS containers simultaneously.

Back up, restore, import, and copy GPOs

It is important that you back up your GPOs when you have made significant changes to them,
or, indeed, are about to make significant changes. You should also be aware of how to restore
your GPOs should the need arise, perhaps due to corruption, or human error when making
configuration changes.

Back up GPOs

You can perform all backup and restore operations using the Group Policy Management
console, or with Windows PowerShell cmdlets. To back up all GPOs in your domain, perform
the following procedure:
1. Open the Group Policy Management console and navigate to the Group Policy Objects
node.
2. Right-click the Group Policy Objects node, and then click Back Up All.
3. Inthe Back Up Group Policy Object dialog box, in the Location box, type a valid path
to a folder where you want to store your backups, as shown in Figure 3-18. Optionally,
enter a description, and then click Back Up.
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Back Up Group Policy Object X

Enter the name of the folder in which you want to store backed up versions of
mnwp Policy Object (GPO]. You can back up multiple GPOs to the same

Note: Setlings that are extemnal to the GPO, such as WMI filters and IPsec
policies. are independent objects in Active Directary and will not be backed up.

To prevent tampering of backed up GPOs. be sure to secure this folder so that
only authorized administrators have wrile access to this location.

Location:
[t:\UwsWnam ) |
Browse...
Description:
|41l GPOs bn LON-DC1
Back Up Cancel

FIGURE 3-18 Specifying a backup location

4. On the Backup progress page, click OK.
To back up all GPOs to a shared folder called \\LON-DC1\Backup using Windows Power-

Shell, run the following command:

Backup-Gpo -A11 -Path \\LON-DC1\Backup
To back up a specific GPO, in the Group Policy Objects node, click and then right-click
the specific GPO you want to back up, and then click Back Up. The process is like the process

for backing up all GPOs. To use Windows PowerShell to back up a specific GPO, in this case,
called Sales Managers, use the following command:

Backup-Gpo -Name "Sales Manager" -Path C:\Users\Administrator -Comment "Weekly Backup"

Restore GPOs

To restore a GPO, use the following procedure:

1. Right-click the appropriate GPO in the Group Policy Objects node, and then click Re-
store from Backup.

2. Inthe Restore Group Policy Object Wizard, on the Welcome page, click Next.

3. On the Backup Location page, enter the location where you saved your backup GPOs,
and then click Next.

4. On the Source GPO page, shown in Figure 3-19, select the appropriate version of the
backed up GPO. Click Next.
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Restore Group Policy Object Wizard X

Source GPO I
Select the GPO which you want to restore.
Backed up GPOs:
Name . Time Stamp Description ‘
JE1 S ales Managers 12/7/2016 7:18:21 AM
[ Sales Managers 12/7/2016 810:24 AM Al GPOs on LON-DC1
< >
View Settings...

< Back Cancel Help

FIGURE 3-19 Selecting a backup to restore

5. On the Completing The Restore Group Policy Object Wizard page, click Finish, and
when prompted, click OK.

You can also use the Windows PowerShell restore-gpo cmdlet. To restore the Sales Man-
agers GPO from the \\LON-DCI\Backup folder, use the following command:

Restore-GPO -Name "Sales Managers" -Path \\LON-DC1\Backup

Manage backups

You can also manage your backups from the Group Policy Management console. You can
use the Manage Backups option to view the settings in a backup, to delete a backup, and to
restore a backup.

To access the Manage Backups tool, in the Group Policy Management console:
1. Right-click the Group Policy Objects node, and then click Manage Backups.

2. Inthe Manage Backups dialog box, shown in Figure 3-20, select the backup you want
to manage, and then click Restore, Delete, or View Settings, as required.
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FIGURE 3-20 Managing available backups

Import a GPO

Although you can link the same GPO to multiple containers, including domains, it is not
always advisable to do this. Usually, it is better to import a GPO from another domain. The
import process requires that you effectively restore the settings of another GPO into a newly
created, empty GPO. The process therefore starts with you creating a backup of the source
GPO, as described above.

Then, to import the settings, use the following procedure:

1.

5.

6.

In the Group Policy Management console on the target domain, create a new GPO in
the Group Policy Objects node.

Right-click the new GPO, and then click Import Settings.

In the Import Settings Wizard, on the Backup GPO page, click Next. You do not need
to back up your GPO because it currently contains no settings.

On the Backup location page, select the folder where you backed up your source GPO,
and click Next.

On the Source GPO page, select the appropriate GPO from the Backed Up GPOs list,

and then click Next.

Click through the wizard to complete the import process. Click Finish when prompted.

You can also use the import-gpo Windows PowerShell cmdlet. For example, to import the
IT Managers GPO from the \\LON-DC1\Backup folder to a new GPO called Sales Managers,

use the following command:

Import-GPO -BackupGpoName "IT Managers" -TargetName "Sales Managers" -Path \\LON-DCI1\

Backup
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Copy a GPO

You can duplicate the settings in one GPO for reuse in another. A convenient way to do this is
to copy a GPO. The procedure is as follows:

1.

4.
5.

In the Group Policy Management console, in the Group Policy Objects node, right-click
the source GPO, and then click Copy.

Right-click the Group Policy Objects node, and then click Paste.

In the Copy GPO dialog box, shown in Figure 3-21, choose either to Use The Default
Permissions For New GPOs, or choose Preserve The Existing Permissions. Click OK.

& Copy GPO X

Specily the pemmizsions for the new GFOD:

(@ Use the delault permissions for new GPOs]
O Preserve the existing pemissions.

Cancel

FIGURE 3-21 Configuring permissions on a copied GPO

When prompted, click OK.

In the Group Policy Objects node, rename the newly created GPO. It has the same
name as the source GPO with the prefix Copy Of.

You can also use the copy-gpo Windows PowerShell cmdlet. For example, to copy the IT
Manager’s GPO to the Sales Manager's GPO, use the following command:

Copy-GPO -SourceName "IT Managers" -TargetName "Sales Managers"

Create and configure a migration table

Migration tables can help when you wish to use the same GPO in multiple domains. Some
GPOs might contain folder redirection settings, which often contain universal naming con-
vention (UNC) folder names, such as \\LON-SVR1\Users\Start-Menu. Others settings might
contain security principals, such as computer names.

If you import a GPO from another domain, these UNC names might not be relevant in
the target domain. By using migration tables, you can more easily maintain the accuracy of
GPO settings when copying between domains. Using migration tables, you can reference and
update the following objects types:

Users
Groups
Computers
UNC paths

To create a migration table, use the following procedure:
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1. Inthe Group Policy Management console, right-click the Domains node, and then click

Open Migration Table Editor.

2. In the Migration Table Editor — New dialog box, shown in Figure 3-22, click Tools, and

click Populate From GPO.

File Edit Tools Help

Validate Table

3 Migration Table Editor - New

Source ! Papulate frorm GPO
Populate from Backup

| Source Type | Destination Mame

FIGURE 3-22 Populating the GPO migration table

3. Inthe Select GPO dialog box, shown in Figure 3-23, in the Look In This Domain list,
select the source domain. In the Group Policy objects list, click the source GPO. Select
the During Scan, Include Security Principals From The DACL On The GPO. Click OK.

Select GPO

Look in this domain:

x

| adatum.com

Group Policy objects:

| Mame

Default Domain Pobcy
IT Management GPO
Sales Managers

e

Default Domain Controllers Policy

[Aburing scan, inchude security principals from the DACL on the GPO!

o ] [ conesl |

FIGURE 3-23 Selecting a GPO to use to populate the migration table

4. In the Migration Table Editor - New dialog box, shown in Figure 3-24, in the Destina-
tion Name column, enter the replacement UNC name(s) as needed.

%} Migration Table Editor - New - o %
Eile Edit Tools Help
| Source Name | Souce Type | Destination Name |
| Domain Admins@adatum com Domain Global Group <Same As Source>
| Enterprise Admins@Adaturm.com Universal Group <Same As Source>
| \Won-deT\wsers\XUSERNAME %\Stat Menu UNC Path Won-sviZ\Users\%USERNAME %\Start Mend|
#*

FIGURE 3-24 Editing the destination details
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5. When you have made all the required changes, click File, and then click Save.

6. Inthe Save As dialog box, enter a valid path, enter the name of the file, and then click
Save. Make sure you save the migration table to a network accessible location.

7. Close the Migration Table Editor.

EXAM TIP

Consider using the Validate Table option before saving your table. This is accessible from
the Tools menu.

You can use the migration table when you import a GPO into a different domain. Use the
following procedure:

1. First, back up the source GPO that you referenced in the migration table. For details on
this process, see the section in this chapter titled “Back up, import, copy, and restore
GPOs." Place the backup files into a network accessible folder.

2. On the target domain, open the Group Policy Management console, navigate to the
Group Policy Objects node, and create a new GPO. Use a meaningful name; this does
not need to be the same as the source GPO.

3. Right-click the new GPO, and then click Import Settings.
4. Inthe Import Settings Wizard, on the Welcome page, click Next.

5. On the Backup GPO, click Next. You do not need to back up your GPO because it con-
tains no settings now.

6. On the Backup Location page, in the Backup folder box, type the UNC name to the
shared folder that contains the backup of the source GPO, and then click Next.

7. On the Source GPO page, shown in Figure 3-25, in the Backed Up GPOs list, click the
appropriate GPO, and then click Next.

|, Import Settings Wizard *

Source GPD
Select the GPO from which you want to import settings.

Backed up GFDs:

Mame Time Stamp Description

Sales Managears 12/772016 71821 AM

< >

[C] Shows anly the latest version of each GPO View Seftings...

< Back Cancel Help

FIGURE 3-25 Specifying the GPO from which settings are migrated
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10. On the Completing The Import Settings Wizard page, click Finish.

11. On the Import Progress page, when the Succeeded message displays, click OK.

On the Scanning Backup page, observe the message that the backup contains security

principals and/or UNC paths, as shown in Figure 3-26, and then click Next.

L Import Settings Wizard x
Scanning Backup I
The wazard is scanning the sellings in the backup to deteimine if any secunly
principals or UNC paths need to be transfesred. u

Scan Results:

The Backup contain references 1o secuily pmcpds and/or UNC paths. To specify how
the wizard should lransfer these references, click Next.

ook ] [ | [

FIGURE 3-26 Viewing the scan results of a GPO import operation

On the Migrating References page, as shown in Figure 3-27, click Using This Migration
Table To Map Them In The Destination GPO, and then browse and select the migration

table from the shared folder where you saved it. Click Next.

L Import Settings Wizard x
Migrating References I
Specily how you want to tiansfer references o secuily principals (groups, users,
compulers) and UNC paths. "

The GPO backup ins ref to security pincipals andfor UNC paths. Transfer
these eferences by

(O Copying them identically from the source.

(®) Using this migration table to map them in the destination GPO:

[Won-de1\Backup\Sales GPO.miglable v| | Browse.. |
[ Use migration table exchusively. If any securily principals or UNC | Edt
paths in the GPO backup are not found in the migration table, do
not perform the import operation. | New

ok ] [oed | [

FIGURE 3-27 Specifying the migration table to use
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Reset default GPOs

In an AD DS domain, there are two default GPOs. These are:
m Default Domain Policy This policy is linked to the domain object.

m Default Domain Controllers Policy This policy is linked to the Domain Controllers
Oou.

Generally, in most AD DS environments, it is often advisable to create and customize GPOs
to suit your business requirements rather than editing the two default GPOs. However, there
is nothing preventing you from editing the default GPOs. Indeed, in some circumstances, it
makes sense to use the default GPOs. If, however, you decide that you want to revert your
default GPOs to their initial state, perhaps because that's quicker than editing them manually,
or because there is a problem or corruption in the GPOs, you can reset one or both of them.

To reset the default GPOs, open an elevated command prompt, and run the DCGPOFix
command. As shown in Figure 3-28, you are prompted to confirm the operation.

| B Administrator: CAWindowssystern38emd, exe - DCGPOFix == o b3

FIGURE 3-28 Resetting the default GPOs

If you wish to restore only one or the other default GPO, run the DCGPOFix command with
the following parameters:

m /target:Domain Resets only the Default Domain Policy.

m /target:DC Resets only the Default Domain Controllers Policy.

Delegate Group Policy management

In smaller organizations, it is likely that the same person who creates GPOs is the person
responsible for configuring the settings within the GPO, and for linking the GPO to the ap-
propriate container objects in a domain. By default, in Windows Server 2016, members of the
following groups have full control over all GPO management tasks:
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Enterprise Admins
Domain Admins
Group Policy Creator Owners

Local System

EXAM TIP

Users must be able to apply GPOs for the GPO to configure their settings; this requires at

least Read and Apply Group Policy permissions, which are applied by default to all newly

created GPOs. These are not management permissions.

However, in larger organizations, the ability to split the administrative tasks associated
with GPO management is useful. This splitting of administrative effort is known as delegating
control. In Windows Server 2016, you can delegate control of the following GPO administra-
tive and management tasks:

Creating GPOs You can grant the required permissions to perform this task by using
the Group Policy Management console.

Editing GPOs To edit the settings in GPOs, users require the Read and Write permis-
sion on the GPO. Use the Group Policy Management console to assign these permis-
sions.

Managing GPO links for sites, domains, or OUs Linking allows you to enable the
GPO settings on a specified container object. In Group Policy Management, use the
Delegation tab on the specified container to assign these permissions. Alternatively,
use the Delegation Of Control Wizard in Active Directory Users and Computers as
described in Chapter 1.

Performing GPO modeling analyses for specified domain or OU Modeling en-
ables an administrator to perform ‘what if’ analysis for the application and processing
of GPOs within the AD DS infrastructure. On a specific container, use the Delegation
tab in Group Policy Management to assign these permissions. You can also use the
Delegation Of Control Wizard in Active Directory Users and Computers.

Reading GPO results data for objects in specified domain or OU GPO result
analysis allows you to generate reports on the effect of GPO settings on target objects
within your AD DS environment. As before, use the Delegation tab on a specific con-
tainer to assign these permissions, or use the Delegation Of Control Wizard.

Creating WM filters Windows Management Instrumentation (WMI) filters enable
you to determine whether a GPO applies to an object in an OU based on the charac-
teristics of that object. For example, the GPO applies if the computer object is running
Windows 10 and has 8GB of physical memory. In Group Policy Management, use the
Delegation tab on the container to assign these permissions. You can also use the
Delegation Of Control Wizard.
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EXAM TIP

You can use the Windows PowerShell Get-GPPermissions cmdlet to view current GPO per-
missions, and the Set-GPPermissions cmdlet to modify permissions.

To use the Group Policy Management console to delegate permissions to manage GPOs,
use the following procedure:

1.

2.

In the Group Policy Management console, select the container object on which you
want to delegate control. For example, in the navigation pane, click the domain.

In the details pane, click the Delegation tab, as shown in Figure 3-29.

& Group Policy Management - o x
& File  Action Mew ‘indow Help - 8 %
I
T;Emup Pa Adatum.com
¥ Fa "D’t‘qd.“"""“’“ Stalus  Linked Group Palicy Dbjects | Gioup Poicy Inheilance  Delegaion

w omains
% 24 Adaturn.com The lolowing gioups and users have the selected pamizsion for thas domam.
, O Stes Pemission:
4% Group Policy Modeling | | Link GPO3 ~
-, Group Policy Results Groups and users
MName - Apple: To
B2, Admiréstealors This containes and all child containers
52, Domam Admins [ADAT UM\Domain Adming| Thiz container only
52, Erteipiise Adming [ADATUM\E nletpise Adming) This containet and all chid containers
B2, 5vSTEM Thiz containes caly
< >
Add.. Remave Properties Advanced..
< >

FIGURE 3-29 Delegating the Link GPOs permission using the Group Policy Management console

In the Permission list, click the permission that you want to delegate. Choose between:
Link GPOs, Perform Group Policy Modeling Analyses, and Read Group Policy Results
Data.

Click Add, and in the Select User, Computer, or Group dialog box, in the Enter The
Object Name To Select Text box, type the group or user name to which you want to
delegate the permission, and then click OK.

In the Add Group Or User dialog box, shown in Figure 3-30, in the Permissions list, se-
lect the required inheritance. Choose between: This Container Only and This Container
And All Child Containers. Click OK.
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Add Group or User X

Group or user name:
ADATUMMT

Petmissions:
This container and all child containers s

==

FIGURE 3-30 Selecting the group for delegation

6. Review the changes, as shown in Figure 3-31. You can use the Advanced button to fine
tune the required permissions.

L Group Policy Management

= o b4
& File  Action Mew ‘indow Help - 8 %
e nm cldem
& Group Policy Management || Adatum.com
v £ _Ff"n’“‘“"_‘“'"‘"“m Stalus  Linked Group Policy Objects  Gioup Poicy Inheillance Delegalion
b lamains
_’Iq 24 Adaturn.com The lolowing gioups and users have the selected pamizsion for thas domam.
> Ui Sites Parmizsion:
¥ Group Policy Modeling | | Link GPOs ~
.+, Group Policy Results Groups and users
MName - Apple: To
B2, Admiréstealors This containes and all child containers
B.D Adming [ADATU Adming] Thiz container only
52, Ertesprise Adming [ADATUM\E nlesprise Adsing] This containet and all chid containers
| That container and all child containars

This containes only

FIGURE 3-31 Verifying the newly delegated permissions

To use the Delegation Of Control Wizard to delegate permissions to manage GPO links,
use the following procedure:

1. In Active Directory Users and Computers, locate and right-click your target container,
and then click Delegate Control.

2. Inthe Delegation Of Control Wizard, on the Welcome page, click Next.

3. On the Users Or Groups page, click Add, and locate the user or group to which you
want to delegate the specific task you are configuring. Click OK, and then click Next.

4. On the Tasks To Delegate page, shown in Figure 3-32, in the Delegate The Following

Common Tasks list, select the check box for the Manage Group Policy links, and click
Next.
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Delegation of Control Wizard X

You can select common tasks or customize your own,

Tasks to Delegate @&
\ F,l\h

(®) Delegate the following common tasks:

[] Read all user information ~
[ Modify the membership of a group

[ Join a computer to the domain

[ Manage Group Policy links

[[] Generate Resultant Set of Palicy (Planning]

[] Genesate Resultant Set of Policy (Logging)

[[] Create, delete, and manage inetDrgPerson accounts L
< >

(O Create a customn task to delegate

< Back Cancel Help

FIGURE 3-32 Using the Delegation Of Control Wizard to delegate GPO management tasks

5. AD DS permissions are configured. Click Finish.

Delegating the other permissions, such as creating WMI filters, is a broadly similar process.

NOTE GROUPS NOT USERS

It is important to use best practice and, unless strictly necessary to do otherwise; always
delegate permissions to groups rather than to user accounts directly. This enables you
to more easily, and more securely, make changes in the future by moving users between
groups to change their delegated permissions rather than having to modify delegated
permissions to take account of employee structural changes.

Detect health issues using the Group Policy Infrastructure
Status dashboard

Windows Server 2016 AD DS provides a GPO Infrastructure Status page. This is accessible in
the Group Policy Management console. To view the status, use the following procedure:

1. Select the domain object, and then click the Status tab.
2. To view the current status, click Detect Now.

3. Review the information in the details pane, as shown in Figure 3-33.
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4 File  Action View Window Help - 8%
s 2m e e

4, Group Palicy Management | Adatum.com

¥ £ Forists Adatum.com Stalus Linked Group Poicy Objects  Gioug Policy Inhertance  Delegation
v g3 Domains
> o T This page shows the status of Active Directory and $YSVOL [DFSR) replication for this domain as it relates lo
i3 Sites Group Policy.
si¥ Group Policy Modeling
7 Group Policy Results
Status Detads
(¥ LOM-DC1 Adztum.com is the baseline domain controler for this domain. Change

? ) 0Domain contralleifs] with 1eplication in progress

Y (=) 1 Domain controller(z) with replication in sync
Mame [FQDN) Site Name IP Address
Infragtucture status was last gathered: 12/8/2016 532 AM

FIGURE 3-33 Checking the status of GPOs

Skill 3.2: Configure Group Policy processing

When you start thinking about using GPOs to configure user and computer settings, you
must think about implementing a meaningful OU structure. This is because it is OUs (and
to a lesser extent, domains and sites) to which you link GPOs. By default, this means that all
objects that you place in the OU (or domain or site) are affected by the linked GPOs.

As we mentioned earlier, since each policy linked to a container might contain conflict-
ing settings—that is, in GPOL, policy setting X is Enabled, while in GPO2, policy setting X is
Disabled—we must consider factors that determine in which order GPOs are applied. Indeed,
we must also consider factors such as inheritance, precedence, and both WMI and security
filtering to make a proper determination.

You should group objects together into OUs because you want to delegate management
permissions on those objects, or because you want to configure common settings on the
objects. Figure 3-34 shows a representation of the Adatum.com forest, and shows several OUs
and linked GPOs.
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Adatum.com
domain

FIGURE 3-34 A representation of the Adatum.com domain and its OU and GPO infrastructure

In Figure 3-35, the Group Policy Management console shows the same structure. We dis-
cuss this infrastructure throughout this skill.

&4 Group Policy Managerent
& File  Action Miew Window Help
¢ 2@ O0/Sc @

L&, Group Policy Management Adatum.com
¥ élg"n’:"t:‘:""m Status  Linked Group Policy Objects | Gioup Policy Inheance | Delegalion
v Fj Adatum.com This list does not inchide ang GPOs linked to sites. For mote detals. see Help.
i/ Default Domain Policy
» 2] Domain Controllers Precedence
« @
& ITGPO a1
v [d] Sales
41 SALES6PO1
i/ SALES6POZ
~ (3] Europe
i/ EUROPE GPO
» [ usa
» [ Group Palicy Objects
5 L WMI Filters
5 (1] Starter GPOSs
(& Sites
¥ Group Policy Modeling
(% Group Policy Results

-8 X

GPO Location (GPO Status
Dielaudt Domain Policy  Adatum.com Enabled

< I >

FIGURE 3-35 Group Policy Management console view on Adatum.com OUs and GPOs
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This section covers how to:

m  Configure processing order and precedence

= Configuring inheritance

m  Configure security filtering and WMI filtering

m Configure loopback processing

m  Configure and manage slow-link processing and Group Policy caching
m  Configure client-side extension behavior

m Force a Group Policy update

Configure processing order and precedence

By default, if multiple GPOs apply to objects in an OU, the settings in the GPO that has the
lowest link order (1 being the lowest) takes precedence. That is not to say that the whole GPO
overwrites all previously applied settings. What happens depends on how the settings are
configured.

For example, suppose you create a GPO that configures only the Security Settings in the
Computer Configuration node. Then suppose you create another GPO linked to the same
container in which you configure only the Windows Components under the Administrative
Templates folder. None of these settings conflict with one another. Therefore, it doesn't mat-
ter which has the lowest link order.

However, let’s suppose you configure the same two GPOs linked to the same container.
This time, both GPOs configure the same settings; for example, in Windows Components in
the Administrative Templates folder under the Computer Configuration node. In this instance,
the setting that is applied to objects in the OU is determined by the link order.

EXAM TIP

If you link only a single GPO to any given container, you do not need to consider the pro-
cessing order of the GPOs.

You must also consider the fact that settings are, by default, inherited from higher-level
containers to which GPOs are linked. So, in our example, settings applied to the Default Do-
main Policy also apply to objects in the Sales OU. Likewise, objects in the Europe OU receive
their settings, by default, from the Default Domain Policy as well as from both the SALES
GPOL1 and SALES GPQO2. These settings are in addition to the settings applied to the EUROPE
GPO, which is linked to the Europe OU. In the case of any conflicting settings (and only in the
case of conflicting settings), the GPO applied last takes precedence, and those settings are
applied. In this scenario, the last-applied GPO would be the one linked to the Europe OU.

Therefore, to configure precedence, you must link your GPOs to the correct OU. Those at
the lower levels in our diagram have the higher precedence. To configure link order, open the
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Group Policy Management console, as shown in Figure 3-36, and use the arrow buttons to
change the link order in OUs with multiple linked GPOs.

= Group Policy Management = a x
z File Action Miew ‘Window Help 5%
«%|2E 6 Hm

& Group Policy Management ] Sales

v & Forest: fabanicomn Linked Group Policy Obiects  Group Policy Inherlance  Delegation
w g3 Domains - .
~ F4 Adatum.com Link Qrder GFO Enfoiced  Link Enabled
3/ Default Domain Policy £ 1 .';L' SALES GPO1 No Ves
2] Dornain Controllers 2 .. SALES GPD2 Mo Yes
v 3T
s ITGPO =l
w3 Sales _'
»i SALESGPO1 -
=i SALESGPOZ
wv (3] Europe
4] EUROPE GPO
y (3] USA
» [ Group Policy Objects
5 Ly WMI Filters
L Starter GPO3s
{8 Sites
i Group Policy Modeling
+ Group Policy Results

FIGURE 3-36 Configuring link order for multiple GPOs

Configuring inheritance

By default, any GPOs you create and link to high-level objects in your OU tree also apply to
all objects beneath that link. For example, in our scenario in Figure 3-34, the Default Domain
Policy linked to the domain is applied to all objects in all OUs beneath that point.

Again, in our example, the computers and users in the Europe OU beneath the Sales OU
receive settings not only from the directly linked EUROPE GPO, but also inherit settings from
the Default Domain Policy, and both SALES GPO1 and SALES GPO2.

In fact, it is beneficial that this inheritance occurs because it enables you to link GPOs high
up in the OU tree with settings that you want to apply to all computers (or users), knowing
that these settings apply to subordinate objects. Best practice, therefore, is to plan to take
advantage of this inheritance behavior and configure the settings in high-level GPOs to apply
to all objects. Then, as you move down the OU tree to sub OUs, create and link specific GPOs
with settings that affect only the objects in that container.

EXAM TIP

Inherited GPOs have a lower precedence value than directly linked GPOs. This is because
of the last processed principle: GPOs that apply last overwrite conflicting settings from
higher-level GPOs.
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Block inheritance

Occasionally, however, despite the best-planned OU structure, you might find that you want
to block the inheritance of GPO settings from further up the OU tree. You can do this on a
per-container basis. That is, you can block inheritance on a specific OU.

When you choose to block inheritance, you block the settings for all GPOs linked to con-
tainers above the OU you are blocking. For example, as shown in Figure 3-37, inheritance is
blocked on the SALES OU. Whereas the DEFAULT DOMAIN POLICY once applied to objects in
the SALES OU, as well as the EUROPE OU and the USA OU, now, the settings in the DEFAULT
DOMAIN POLICY do not apply in the SALES OU and beyond.

Adatum.com
domain

FIGURE 3-37 Blocking inheritance on the Sales OU

To configure this behavior, complete the following procedure:
1. Open the Group Policy Management console.

2. Inthe navigation pane, as shown in Figure 3-38, right-click the relevant OU, and then
click Block Inheritance.
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FIGURE 3-38 Enabling Block Inheritance in Group Policy Management

3. In Group Policy Management, as shown in Figure 3-39, the blue exclamation point
indicates that inheritance is blocked.

i Group Policy Management = o X
@ Eile  Action \Miew Window Help - 8%
e | 2m0(XE | H
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i SALESGPOZ
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= EURDPE GPO
» 5 Usa
» [ Group Policy Objects
» 5 WM Filkers
» L Starter GPOs
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¥ Group Policy Modeling
L2, Group Policy Results

Linked Group Policy Objects  Group Policy Inhestence  Delegation

FIGURE 3-39 Inheritance blocked on the Sales OU
You can verify which GPOs settings are inherited by selecting the appropriate GPO in the

Group Policy Management console, and then, in the details pane, clicking the Group Policy
Inheritance tab. Only policies that are applying are displayed, as shown in Figure 3-40.
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FIGURE 3-40 Viewing the inheritance status of an OU

Q/ EXAM TIP

&o,

You can use the Windows PowerShell Get-GPinheritance cmdlet to view current GPO in-

heritance, and the Set-GPinheritance cmdlet to modify inheritance.

Configure enforced policies

Given that an administrator of an OU can block inheritance on that OU, effectively prevent-
ing all configured settings in GPOs linked higher up the OU tree, this might not always be
desirable. For example, as a domain-level administrator, you might want to ensure that your
domain-linked GPO settings apply to all computers (or users) irrespective of any block set-

tings configured by down-level admins.

This is where enforcement is useful. GPOs can be enforced, which is to say that using block

inheritance cannot block them.

EXAM TIP

Whereas you configure blocking on a per-OU basis, you configure enforcement on a per-

policy basis.

To configure GPO enforcement, use the following procedure:

1. Open Group Policy Management.

2. Locate the GPO you want to enforce, and right-click it, as shown in Figure 3-41.
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FIGURE 3-41 Enforcing a GPO

3. Click Enforced.

As shown in Figure 3-42, the padlock symbol on the GPO indicates enforcement. In the
details pane, the Enforced column is set to Yes.
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) mePo Location Enloced  Link Enabled |
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] SALESGRO2 £ 2

FIGURE 3-42 Verifying enforcement of a GPO

You can see the effect of the enforcement on lower level OUs. In the Sales OU, there is a
block configured. But due to the enforcement of the Default Domain Policy, this policy ap-
pears, as shown in Figure 3-43, on the Group Policy Inheritance tab in the details pane for the
Sales OU. This means that enforcement trumps blocking.
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FIGURE 3-43 Verifying inheritance after enforcement

EXAM TIP

When you enforce a GPO, you also change its precedence. In Figure 3-43, the Default Do-
main Policy now has the highest precedence (but the lowest precedence value). Conflicting
settings in the Default Domain Policy override those in the other linked GPOs.

Configure security filtering and WMI filtering

Until now, we have assumed that all of the configured settings in one or more GPOs should
apply to all objects in an OU, either directly through a link, or indirectly, through inheritance.
By using Block Inheritance and Enforced, you can control the default behavior, but this is still
at the whole container level.

What if you want to apply the settings of a GPO to most, but not all the computers in a
specific OU? Or maybe you want a restrictive security GPO to apply to most users in a depart-
ment, but not all of them. Perhaps you create a GPO to distribute software updates, but don't
want it to apply to computers that do not meet the minimum hardware requirements for the
software. These are all examples of situations in which GPO security or WMI filtering can be
useful.

Configuring security filtering

A security filter for a GPO works on the simple premise that for a policy to apply to an object,
that object requires at least Read and Apply group policy permissions on the GPO. These per-
missions are applied by default, of course, to all GPOs. You can see the permissions assigned
to the Authenticated Users group in Figure 3-44.
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FIGURE 3-44 Viewing the security permissions on a GPO

You can use security filtering to implement one of two strategies:

m Applies To Everyone But In this scenario, you want your GPO settings to apply to

all users (or computers) except for one (or a couple) of users or computers. To achieve
this, you grant the specific user (or computer) the Deny Apply Group Policy permission.

This prevents that user (or computer) from applying the policy.

m Applies To Only In this scenario, you want the policy to apply only to a specific user
or computer. This begs the question as to whether the user or computer should be in
the OU in the first place. Assuming there are sound reasons for the object’s presence
in the OU, you can remove the Allow Apply group policy permission from the Authen-
ticated Users group. Next, grant the user or computer the Allow Read and Allow Apply

Group Policy permissions on the GPO.

Be careful that you do not remove the Allow Read permission for the Authenticated Users

group. This is because unless this group has Read permissions, the policy is not processed by
the client at all.

NOTE SECURITY UPDATE 3159398, JUNE 2016

Without this update, GPOs are retrieved in the security context of the user account. With
this update applied to your computers, client computers retrieve GPOs within the secu-
rity context of the computer account. If you remove the Allow Read permission from the
Authenticated Users group, your computers cannot retrieve the policy from the domain
controller.
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IMPLEMENT THE ‘APPLIES TO EVERYONE BUT' STRATEGY
To implement this strategy, you must grant a user or group the deny Apply Group Policy
permission. To do this, use must use the Delegation tab:

1. Inthe Group Policy Management console, in the Group Policy Objects container, select
the appropriate GPO.

2. Inthe details pane, click the Delegation tab, as shown in Figure 3-45.
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FIGURE 3-45 Viewing the current GPO security settings on the Delegation tab

3. Click Advanced, and in the GPO Security Settings dialog box, click Add.

4. In the Select Users, Computers, Service Accounts, Or Groups dialog box, type the name
of the user or group you want to exclude, and then click OK.

5. The user or group that you select is granted the Allow Read permission automatically.

Clear the Allow Read permission check box, and then select the Deny check box for
Apply Group Policy, as shown in Figure 3-46, and then click OK.
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FIGURE 3-46 Configuring the Apply Group Policy permission
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You receive a security warning that Deny permissions override other permissions. Click

Yes to continue.

The user or group you specified is listed on the Delegation tab with Custom permis-

sions, as shown in Figure 3-47.

L Group Policy Management = o x
g Eile Action \View Window Help - 8 %X
| Hm c|HMm
\E, Group Palicy Management ~ ||SALES GPO1
v 4 Forest: Adaturn.com Scope Delals Setings Delegalion Status
~ g2 Domains A T 7
v 32 Adstum.com These gioups and usess have the specified pesmission for this GPOD
=1 Default Domain Policy Broups and usess:
> @] Domain Controllers Hame 3 Allowed Peimissions Inberted
vam 52, Authenticaled Users Fread (from Secury Fitesing] No
i/ ITGPO 52, Domain Admins (ADATUM\. . Edit sellings, delele, modily securily Mo
v & Sales 52, Enterpsice Admins (ADATU..  Edit sellings, delete, modiy secuity Mo
+/ SALESGPOT 52 ENTERPRISE DOMAIN CO... Read No
'.'L' SALES GPOZ Managers [ADATUM\Man: C
w (3] Europe 82, SYSTEM Mo
31/ EUROPE GPO
» [ usa
~ [ Group Palicy Objects
[ Default Dorain Controllers Po
] Default Domain Policy
[ EUROPE GPO
7 TGP
./ SALESGPO1
| SALESGPOZ
5 Lo WMI Filters " .
- . 2N Add. || Bemove ] Bropedies | Advanced..
< >

FIGURE 3-47 Reviewing the configured permissions

IMPLEMENT THE ‘APPLIES TO ONLY’ STRATEGY

To implement this strategy, you must remove the Authenticated Users security setting
and then grant a specific security group the Allow Apply Group Policy permission. Use the
following procedure:

1. Inthe Group Policy Management console, in the Group Policy Objects container, select
the appropriate GPO.

2. On the Scope tab, in the Security Filtering section, select the Authenticated Users
group, as shown in Figure 3-48, click Remove, and then click OK.
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FIGURE 3-48 Using the Security Filtering option to configure GPO permissions

3. Click Add, and in the Select User, Computer, Or Group dialog box, type the name of
the user or group to which you want the GPO to apply, and then click OK. The Security
Filtering list contains only the object to which the GPO will apply, as shown in Figure

3-49.
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FIGURE 3-49 Verifying the Security Filtering change

You can view the configured permissions by using the Delegation tab, as shown in Figure
3-50, and selecting the appropriate security principal.
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FIGURE 3-50 Viewing the applied permissions

Configuring WMI filtering

Security filtering works well when you can select a security principal that readily identifies the
collection of users, groups, or computers that you want to configure. Sometimes, however,
there is no such security principal. This is where using WMI filtering can be useful. For a GPO
to apply to a computer, it must meet the conditions of a WMI filter.

A WM filter is based on a WMI query that defines the properties of the objects that you
are seeking. For example, you might want to select only those computers installed with Win-
dows 10 or Windows Server 2016. The WMI filter looks something like this:

SELECT * FROM Win32_OperatingSystem WHERE Version LIKE "10.%"

To create a WMI filter, use the following procedure:

1. Inthe Group Policy Management console, in the navigation pane, click the WMI Filters
node.

2. Right-click WMI Filters, and then click New.

3. Inthe New WMI Filter dialog box, in the Name box, type the name of your WM filter,
type a Description, and then click Add.

4. Inthe WMI Query dialog box, shown in Figure 3-51, in the Query box, type the WMI
query, and then click OK.
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FIGURE 3-51 Configuring a WMI query

In the New WMI Filter dialog box, shown in Figure 3-52, click Save.
News WM Filter X
Name:
lWindm»s 10 Computers [
Description:
lSeIects only Windows 10 computers [
Queries:

Namespace | Query Add
root\ClMv2 select * from Win32_OperatingSystem where |__I
Version ke "10.%" Weens
. E& |
Save | | Cancel

FIGURE 3-52 Configuring a WMI filter

Your newly defined WMI filter is listed in the Group Policy Management console in the
WMI Filters node, as shown in Figure 3-53.
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FIGURE 3-53 Viewing the available WM filters

After you have created the filter, you apply the filter to the GPO using the following proce-

dure:

1. Inthe Group Policy Management console, in the Group Policy Objects container, select

the appropriate GPO.

2. On the Scope tab, in the WMI Filtering section, in the This GPO Is Linked To The Fol-
lowing WMI Filter list, click your WMI filter.

3. Inthe Group Policy Management pop-up dialog box, click Yes.

4. In Group Policy Management, the WMI Filtering is configured, as shown in Figure 3-54.
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FIGURE 3-54 Verifying the application of WMI filters
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In this example, we created a WMI filter with a single WMI query. However, you can easily
build complex, multi-condition queries for more complex situations. In addition, once you
have created your WMI filters, you can apply them to multiple GPOs; you do not need to cre-
ate them separately for each GPO.

NEED MORE REVIEW? CREATE THE WMI FILTERS

To review further details about using WMI filters, refer to the Microsoft TechNet website at
https://technet.microsoft.com/library/jj899801(v=ws.11).aspx.

Configure loopback processing

In some organizations, users sign in from more than one computer. If you are using GPOs to
configure these users’ desktop settings, it is important to understand how GPOs apply when
a user, in one OU, signs in at a computer from another OU. When you use GPOs to configure
desktop settings, by default, a user’s settings are applied from the GPOs linked to the user
object in AD DS. In other words, the settings that apply are determined by the OU in which
the user object is stored.

However, there might be situations in which you want certain computers to present a stan-
dard desktop, irrespective of who signs in. For example, you might have kiosk computers in a
public area within your organization, and it might be desirable for these computers to have
an enforced, standard desktop.

Loopback processing enables you to change the default behavior so that instead of the
desktop settings applying based on the user’s OU, the settings that apply are determined by
the location of the computer object in AD DS.

NOTE DESKTOP SETTINGS

Remember that desktop settings are stored in the User Configuration node of a GPO, and
that it is therefore logical, in most situations, that the GPO that applies the User Configura-
tion be the GPO(s) linked to the user’s location in AD DS.

To enable GPO loopback processing, you edit the following location in the Administrative
Templates folder of an appropriate GPO:

1. Open the appropriate GPO for editing.

2. In the Group Policy Management Editor, under the Computer Configuration node,
navigate to Policies\Administrative Templates\System, and then select the Group Policy
folder, as shown in Figure 3-55.
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FIGURE 3-55 Configuring loopback processing

In the details pane, double-click the Configure User Group Policy Loopback Processing
Mode policy setting.

In the Configure User Group Policy Loopback Processing Mode dialog box, shown in
Figure 3-56, click Enabled, and then select the Mode. You can choose between:

= Replace Replaces the user list of GPOs entirely with the list of GPOs obtained for
the computer during startup. Only the User Configuration settings of the comput-
er's GPOs apply to the user. Use this mode to apply standard configurations, such as
on a kiosk computer; for example, in a library or classroom.

m Merge Appends rather than overwrites the User Configuration node settings
from the GPO list obtained for the computer during startup to the list of user GPOs
obtained for the user during sign in. The computer settings have precedence be-
cause they apply last. Use this mode to apply additional settings to users’ desktop
configurations. For example, when a user signs in at a conference room computer,
they receive their usual desktop settings, but the computer GPOs configure certain
restrictions, or appearance settings.
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FIGURE 3-56 Enabling loopback processing replace mode

5. Click OK.

Client computers must receive this GPO update before the loopback processing mode is
configured on the local computer. This might require a restart.

Configure and manage slow-link processing and Group
Policy caching

If your users work from home, or branch offices connected by slow links, you might need to
configure GPO processing to account for those slow links. You can configure two options:

= Slow Link Detection If a link between the client and the domain controller serving
the GPOs is slower than 500 kilobits per second, and the Configure Group Policy slow
link detection setting is enabled, the client processes GPOs differently. Specifically,
some client-side extensions are disabled and do not process related policy settings.
This helps optimize the available bandwidth. When a slow link is detected, the follow-
ing client-side extensions are disabled:

m Internet Explorer maintenance
m Software Installation policy
m Folder Redirection policy

m Scripts policy
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m Caching When a client detects a slow link, and caching is enabled, a cached version
of the applicable GPOs are applied by the client-side extensions. Two values are used
to determine whether a link is slow, and therefore whether to use caching. These are:

To enable and configure slow link detection, use the following procedure:

1.
2.

® Internet Protocol security (IPsec) policy

m Wireless policy

m Disk quota policy

m Slow Link Value The default is 500 milliseconds. If the GPO client does not re-
ceive a response from a domain controller in this interval, the link is determined to
be slow.

m Timeout Value The defaultis 5000 milliseconds. After this period, the client as-

sumes there is no network connectivity and caching is used.

Open the appropriate GPO for editing.

In the Group Policy Management Editor, under the Computer Configuration node,
navigate to Policies\Administrative Templates\System, and then select the Group Policy

folder, as shown in Figure 3-55.

In the details pane, double-click the Configure Group Policy slow link detection setting

policy setting.

In the Configure Group Policy slow link detection setting dialog box, shown in Figure
3-57, click Enabled, and then configure the connection speed. Remember the default is

500 kbps. Click OK.
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providing 2 peolicy update to the computers in this group is
slowver than the rate specified by this setting, the system
considers the connection to be slow,

The systern's response bo a slow policy connection varies among
policies, The program implementing the policy can specify the
response to a slow fink. Also, the policy processing settings in
this folder lets wou override the programs” specified responses to
slow links,

I you enabile this setting, you can, in the “Connection speed”
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indicating a transfer rate in kilobits per second. Ay connection
slowver than this rate iz considered to be slow. If you type 0, all
connections are considered to be fast.

If you disable this setting or do not configure it, the system uses |,

FIGURE 3-57 Configuring slow link detection
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To enable and configure caching, use the following procedure:
1. Inthe details pane, double-click the Configure Group Policy Caching policy setting.

2. In the Configure Group Policy Caching dialog box, shown in Figure 3-58, click Enabled,
and then configure the Slow Link Value and Timeout value. Click OK.

& Configure Group Policy Caching o x

[] Configurs Group Palicy Caching Ty e

() Mok Configured Comment:

@) Enabled
O Disabled
Supported 00 [ fy 1oast Windaws Server 2012 R2, Winidows 1 or Windows AT 8.1
Options: Help:
Slows link valuefnumber field] miliseconds £
This palicy sstting sllews you to configure Group Palicy
500 =] caching behavior.
Ti + [nuriber field) millk ¥ you enable or deo not configure this policy setting, Group
000 = Palicy caches policy information after svery background

3 processing tesrion. Thit eache twes spplicable GPOs and the
settings contained within them, When Group Palicy runs in
synchronous foreground mode, it refers to this cache, which
enables it to run faster. Wien the cache s read, Group Policy
sttempts to contact s logon domsin controllerto deterrnine the
linik speed. When Graup Poficy runs in background mode or
agynehronous foregrownd mode, it continues to dawnload the
of the policy icn, rd it uses 3
estirnate to determine slow link thresholds. (See the “Configure
Growp Policy Slew Link Detection” policy setting to configure
asynehranous foreground behason)

The slosr lirk valuse that is defined in this palicy setbing
determines how lang Group Policy will wait for 3 response from
the domain cortroller before reporting the link speed as slow. g

ok Lpply

FIGURE 3-58 Enabling Group Policy caching

Client computers must receive these GPO updates before the slow link and caching set-
tings are configured on the local computer. This might require a restart.

Configure client-side extension behavior

We have already mentioned client-side extensions, but it is worth exploring a little more
about the configuration options that you have for controlling them and how they process
GPO settings.

Generally, client-side extensions only apply GPO settings if those settings are changed
since they were last applied. This improves performance. However, you can control this
behavior with the Process Even If The Group Policy Objects Have Not Changed value in the
appropriate client-side extension setting in a GPO.

For example, use the following procedure to enforce application of GPO settings for the
security client-side extension:

1. Open the appropriate GPO for editing.

2. In the Group Policy Management Editor, under the Computer Configuration node,
navigate to Policies\Administrative Templates\System, and then select the Group Policy
folder.
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3. In the details pane, double-click the Configure Security Policy Processing policy
setting.

4. Asshown in Figure 3-59, click Enabled, and then select the Process Even If The Group
Policy Objects Have Changed check box.

A& Configure security policy processing a X

5] Configure security policy processing Erwi.ous Seui.ng B MSmi.ng

O Mot Configured ~ Comment:
(®) Enabled
() Disabled
Supported on: 4 east Windows 2000
Options: Help:
O Do not apply during periodic background This policy setting determines when security policies are ~
processing updated.
Process even if the Group Policy objects have This policy setting affects all policies that use the security
not changed component of Group Policy, such as those in Windows Settings

\Security Settings.

This policy setting overrides customized settings that the
program implementing the security policy setwhen itwas
installed.

If you enable this policy setting, you can use the check boxes
provided to change the options. If you disable or do not
configure this policy setting, it has no effect on the system.

The “Do not apply during periodic background processing”
option prevents the system from updating affected policies in
the background while the computer is in use. When background
updates are disabled, policy changes will not take effect until the
next user logon or system restart,

FIGURE 3-59 Configuring the security client-side extension policy processing

5. You can also determine whether the setting is updated while the computer is in use
during the automatic refresh intervals for GPOs. The default behavior is that the client-
side extension will process updates. If you want to change this, select the Do Not Apply
During Periodic Background Processing check box. Click OK.

To configure all client-side extensions, locate the appropriate setting in the Group Policy
folder, and configure the two values described above. The required settings are shown in
Figure 3-60.
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| Configure EFS recovery policy processing

iz, Configure folder redirection policy processing

.+ i Setting
|

| Configure Internet Explorer Maintenance policy processing
iz, Configure IP security policy processing

= Configure registry policy processing

. Configure scripts policy processing
| =] Configure security policy processing
| =] Configure wired policy processing

iz, Configure wireless policy processing

State
Mot configured
Not configured
Mot configured
Not configured
Mot configured
Not configured
Not configured
Not configured
Mot configurad
Not configured
Not configured

= : >
| ' Extended ;‘ Standard /

1 E:hanrl\:etfp&o.r.agelA’:c. &

< >
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FIGURE 3-60 List of the client-side extension policy processing values

Force a Group Policy update

When you are making changes to GPOs and want to verify the application of those settings,
you probably don't want to wait for the settings to automatically refresh. If you don’t want to
wait, you can restart a computer, or for many user settings, you can sign out and sign back in.

However, you can also use the GPUpdate.exe command-line tool from a command prompt
to force the updates to apply. To refresh GPOs settings, use the following procedure:

1. Openacommand prompt.

2. Run the gpupdate /force command, as shown in Figure 3-61.

NOTE WINDOWS POWERSHELL

You can also use the Windows PowerShell invoke-gpupdate cmdlet.

3. You might need to sign out or even restart your computer, depending on the setting.

FIGURE 3-61 Force a refresh of the GPOs
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NEED MORE REVIEW? GPUPDATE

To review further details about the gpupdate syntax and usage, refer to the Microsoft
TechNet website at https://technet.microsoft.com/library/hh852337(v=ws.11).aspx.

Skill 3.3: Configure Group Policy settings

So far, we have looked at how to create and link GPOs to your AD DS container objects, such
as sites, domains, and OUs. But to properly manage the users and devices in your organiza-
tion, you must also know how to configure common settings by using GPOs.

In this skill, you learn how to use GPOs to deploy software, how to create and configure
startup and login scripts, how to enforce security settings, and when to use administrative
templates to control other settings.

This section covers how to:

m Configure software installation
m  Configure scripts

®m Import security templates

m Configure folder redirection

m Configure administrative templates

Configure software installation

One of the most common tasks for any network administrator is that of deploying and main-
taining software. Windows Server 2016 provides several different ways for you to achieve this
objective, including using GPOs.

With GPO-based software deployment, you can deploy software to either computers, ir-
respective of who is using the computer, or to users, irrespective of which computer they are
using. This is possible because the Software Settings folder exists under both the Computer
Configuration and User Configuration nodes in the Group Policy Management Editor, as
shown in Figure 3-62.
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» ] Windows Settings
| Administrative Ternplates: Pol| |
» 1 Preferences
v g, User Configuration
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7 Sofvaare installation
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FIGURE 3-62 Preparing to deploy software using GPOs

Using GPOs to deploy software offers several benefits:

m [tis relatively simple and certainly quick to set up.

m You don't need any additional infrastructure because GPOs are part of AD DS.

® You require no client-side agent software because the built-in GPO client-side exten-
sions handle the deployment.

However, before deciding whether to use GPOs to deploy software, you should consider

the following potential disadvantages:

m You can only deploy certain types of packages using GPOs; specifically, you must use
.msi installer packages.

m There are no controls over when software deployment takes place.

m |f you are deploying multiple packages, you have no control over which package is
deployed first.

m There are no reporting features in GPO software deployment making it difficult to
determine whether deployment was successful.

Given these considerations, it is likely that using GPOs to deploy and maintain application
software is only suitable for organizations supporting relatively few computers within their
AD DS forest.

Skill 3.3: Configure Group Policy settings
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Preparation

The first stage in using GPOs to deploy software is to store the apps that you want to deploy
in an accessible location. Remember that your apps must be in the form of Windows Installer
files; that is, .msi files. Place the .misi files into a shared folder on a network server. Ideally, this
folder is part of a DFSR folder structure to ensure high availability of the installation files. If
you are using the same shared folder for software deployment, configure the default package
location. To do this, use the following procedure:

1. Open the appropriate GPO for editing, and in the Group Policy Management Editor,

navigate to the Computer Configuration, Policies, Software Settings folder, and then
click Software Installation.

2. Right-click Software Installation, and then click Properties.

3. Inthe Software Installation Properties dialog box, shown in Figure 3-63, in the Default
Package Location box, type the path to the software .msi files, and then click OK.
4. If you want, repeat these steps for the User Configuration, Policies, Software Settings,
and Software Installation Properties.
Software installation Properties ? X
General Advanced File Extensions Categoiies

Default package location:

\\LON-DC1\Apps| ] Browse...

Mew packages
When adding new packages to user seltings:
(® Digplay the Deploy Software dialog box

Publish

O Assign
(O Adyanced

Installation user interface options

O Basic

(® Maxirurn

Concet | [ 50
FIGURE 3-63 Defining the default package location
Deployment

Next, you must decide how you want the software to be deployed. You have two choices,
which are:
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m Assigning Assigned software is automatically installed without user intervention.
m Publishing Published software is available only if the user chooses to install it.

You can assign software to both users and computers. However, you can only publish soft-
ware to users. To assign a software application to a computer, use the following procedure:

1. Open the appropriate GPO for editing, and in the Group Policy Management Editor,
navigate to the Computer Configuration, Policies, Software Settings folder, and then
click Software Installation.

2. Right-click Software Installation, point to New, and then click Package.

3. Inthe Open dialog box, browse and locate your software installation package, as
shown in Figure 3-64.

I Open x
= « A4 o » Network » lon-dcl » apps v B Search apps »
Organize + Mew folder B~ M @

=] Pictures # A Name Date modified Type
B This PC 8 Messagednalyzershmsi WNAVERIAM  Windows Installer .
B Desktop @XmlNolepad.msi 11/5/2003 138 A Windows Installer ...
[ Documents
& Downloads
D husic
&=/ Pictures
B videos
i Local Disk (C)
= Dlfibes (€
b Metwork
v € >
File name: [ XenlNotepad.msi -| Windows Installer packages (r

FIGURE 3-64 Locating the .msi software installation file

4. Click Open, and then in the Deploy Software dialog box, shown in Figure 3-65, click
Assigned, and then click OK.

Deploy Software X
Select deployment method:
Published
@Bssigned
() Advanced

Select this option to Assign the application without modifications.

Cancel

FIGURE 3-65 Selecting the deployment method

Your software package is now ready for deployment, and is listed in the Software Instal-
lation folder. As clients refresh the GPO, the new setting applies. In this instance, because you
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are deploying a package by assigning to a computer, the package deploys following the next
computer restart after the GPOs refresh on the computer. The process for assigning to a user
is broadly the same.
To deploy a package by publishing to a user, use the following procedure:
1. Open the appropriate GPO for editing, and in the Group Policy Management Editor,
navigate to the User Configuration, Policies, Software Settings folder, and then click
Software installation.

2. Right-click Software installation, point to New, and then click Package.

3. Inthe Open dialog box, browse and locate your software installation package, and
then click Open.

4. In the Deploy Software dialog box, shown in Figure 3-66, click Published, and then
click OK.

Deploy Softaare X
Select deployment method:

O Assigned
(O Advanced

Select this option to Publish the application without modifications.

Concel

FIGURE 3-66 Publishing a package

Your software package is now ready for deployment, and is listed in the Software Installa-
tion folder. As clients refresh the GPO, the new setting applies. In this instance, because you
are deploying a package by publishing to a user, the package is available for deployment by
using the Control Panel once the GPOs are refreshed, as shown in Figure 3-67.

[ Get Programs - (m] X

“— < 4 [ « Programs > GetPrograms v O Search Get Programs »p

Control Panel Home
Install a program from the network

Uninstall a program To install a program, select it from the list and then click Install.
G’ Turn Windows features on or
off Organize ~ = . o
Mame

(8] Microsoft Message Analyzer

< >

FIGURE 3-67 Accessing published packages
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NOTE CATEGORIES

If you plan on deploying many software packages by using Publishing, you can create ap-

plication categories and designate an appropriate category for your package during the

deployment phase. To configure categories, click the Categories tab in the Software Instal-

lation Properties node shown in Figure 3-63, and add the required categories.

Aside from deploying software using assignment or publishing, you can also make soft-
ware available by using file extension deployment. This works when a user attempts to open
a file of a specific type; for example, they double-click on a .doc file. You can configure GPO
software installation to deploy a specific application when a user invokes a specific file type.
To do this, you configure the File Extensions tab of the Software Installation node.

Maintenance

After you have successfully configured and deployed the required software, you must be
ready to maintain that software. This might involve upgrading or redeploying the software.

To redeploy a software package:

1.

2.

In the Group Policy Management Editor, in the Software Installation folder, right-click
the appropriate software package, and then click Redeploy Application.

At the confirmation prompt, click Yes.

To upgrade a package, use the following procedure:

1.

Right-click Software Installation, point to New, and then click Package.

In the Open dialog box, browse and locate your software installation package.
In the Deploy Software dialog box, click Advanced, and then click OK.

Click the Upgrades tab.

Click Add, and select the software package that is getting upgraded.

As shown in Figure 3-68, in the Add Upgrade Package dialog box, choose whether the
existing package is removed before installation of the new package, or whether the
new package can upgrade over the existing package. Click OK.
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Add Upgrade Package X

Choose a package from

(®) Cunent Group Policy Object (GFO)
() A specific GPO;

| Browse..
Package lo upgrade

[50L Notepad 2007

() Uninstall the existing package, then install the upgrade package
(® Fackage can upgrade over the existing package

ok ][ conca |

FIGURE 3-68 Upgrading a package

7. In the New Package Properties dialog box, shown in Figure 3-69, click OK.

XML Notepad 2007 Upgrade Properties T X
General Depl Upgrades Categoties Modilications  Security
Packages that this package will upgrade:
Upgrade ML Notepad 2007
] [ Bene

Required upgrade for existing packages

Packages in the curent GPO that will upgrade this package:

FIGURE 3-69 Completing the upgrade configuration
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Removal

Once a package reaches the end of its useful life in your organization, you must remove it.
You can achieve this by using GPO software installation. Use the following procedure to re-
move any unwanted package from your organization:

1. Inthe Group Policy Management Editor, in the Software Installation folder, right-click
the appropriate software package, and then click Remove.

2. Inthe Remove Software dialog box, shown in Figure 3-70, select one of the following
options, and then click OK:

= Immediately uninstall the software from users and computers.

= Allows users to continue to use the software, but prevent new installations.

Remove Software X

Select removal method:

(®) Immediately uninstall the software from users and

(O Allow users to continue to use the software, but prevent

new installations
Cancel

FIGURE 3-70 Removing a package

Configure scripts

It's often very useful to be able to run a script during logon, or when a computer starts up.
You might want to use the script to set the user’s environment, to map network drives, or to
install software updates.

Windows Server 2016 enables you to use GPOs to configure scripts to run during com-
puter startup or shutdown, and during user sign in or sign out. The procedure for configuring
these various scripts is essentially the same. For example, to configure a logon script to run,
use the following high-level procedure:

1. Open the Group Policy Management Editor for the appropriate GPO.

2. To configure sign in and sign out scripts, expand the User Configuration node, and

navigate to Policies, Windows Settings, Scripts (Logon/Logoff), as shown in Figure 3-71.
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| Group Policy Management Editor
File Action View Help
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~ 4, User Configuration
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w
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FIGURE 3-71 Configuring Logon/Logoff scripts in GPOs

In the details pane, double-click the appropriate node. For example, to setup a script

In the Logon Properties dialog box, to use a Windows PowerShell script, click the Pow-

In the Add A Script dialog box, click Browse, locate your Windows PowerShell script,

3.
that runs at sign in, double-click Logon.
4.
erShell Scripts tab.
5. Click Add.
6.
and then click OK.
NOTE PATHS

You must place your scripts in a shared folder to which the client computers have access

and at least read permissions. Specify the path in the form of a UNC.

7.

See the Logon Properties dialog box, on the PowerShell Scripts tab, shown in Figure
3-72; in the For This GPO, Run Scripts In The Following Order list, specify whether you
want your Windows PowerShell script to run first or last. Otherwise, click Not Config-

ured.
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Show Files...

Cancel foply

FIGURE 3-72 Defining a Windows PowerShell script as a logon script

8. If you have additional scripts to run, add them to the PowerShell Scripts list, and then
click OK.
9. Refresh the GPOs on the target computers, and then sign in to test that the script runs
correctly.
The process for creating and configuring scripts for logoff, and also for startup and shut-
down, are almost identical. In addition to using Windows PowerShell, you can also use other
scripting languages, including VBScript.

NEED MORE REVIEW? SCRIPT CENTER HOME

To find out more about using scripts, refer to the Microsoft TechNet website at https://
technet.microsoft.com/scriptcenter/bb410849.aspx.

Import security templates

One of the most important responsibilities of network administrators is maintaining the secu-
rity of their organization’s network infrastructure. To help you make this task easier, you can
use GPOs to secure your network. However, even using GPOs to secure network and related
settings can be a tedious and time-consuming process, especially if you want to apply the
same settings to other parts of your organization. For example, if, having secured one domain
in your forest with GPO-based security settings, you had to repeat the process with the same,
or very similar, settings. You can use security templates to help mitigate this issue.

With the Security Templates console, shown in Figure 3-73, you can configure the follow-
ing security settings:
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m Account Policies Includes password, account-lockout, and Kerberos policies.
m Local Policies Includes audit, user rights, and security options polices.

m Event Log Enablesyou to define event log settings.

m Restricted Groups Allows you to define and configure restricted groups.

m System Services Enables you to define startup behavior for system services.
m Registry Allows you to define registry security settings.

m File System Enables you to centrally define file and folder permissions.

& Consolel - [Console Root) ity TerplateshCAL Adrmini AD \Security\ Ternplates\High Security Settings] = u] x
G File  Action View Favorites Window Help - & %
= AR Xz HEE
“| Console Root Mame Description Actions
v & sfﬂém\E Te"\'::t'_‘ s T8 Account Policies Password and sccount lockout policies High Sscurity .. =
v 3 I-:'"; Sem"'m ;:: gme (3 Local Policies Auditing, user rights and security options polir More A, b
“ ~
:_',QA“:"'T: o i i EventLog Event Log
y unt Fohcie: .
g Local Policies @ Restricted Groups Restricted Groups
. j Fvent Log 7 System Services Systern service settings
, 4 Restricted Groups g Registry Registry security settings
» [ System Services 1 File System File systerm security settings
& Registry
» [ File System
< 2|l < E:

FIGURE 3-73 Creating a security template

To create and use security templates with GPOs, use the following procedure:
1. Open the management console, and add the Security Templates snap-in.

2. Expand the Security Templates node in the navigation pane, and then click the top-
level folder beneath that node. Right-click the folder, and then click New Template.

3. Inthe unlabeled dialog box, in the Template Name text box, type the name. For ex-
ample, type High Security Settings, and then click OK.

4. Click on the High Security Settings node, or whatever you named your template.
5. Configure the required security settings to help to secure your organization.

After you have created your template and configured the required security settings, save
the template. To do this, right-click the template, and click Save. You can now apply the tem-
plate to your GPO(s). To do this, use the following procedure:

1. Open the required GPO for editing.

2. Inthe Group Policy Management Editor, select the Security Settings folder in the
Computer Configuration\Policies\Windows Settings node in the navigation pane.
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4.

Right-click the Security Settings folder, and then click Import Policy, as shown in Figure

3-74.
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FIGURE 3-74 Importing a security template

In the Import Policy From dialog box, shown in Figure 3-75, double-click the policy you

earlier created.

=l Import Palicy From

ka:l'l.'i . Templates

‘o # i mr

~
Narme

1] High Security Settings.inf

Date modified Ty
12122016 7:26 AM  Se

[] Clear this database befare imparing

< >
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Fies of Wype: | Securlty Template (inf] v| | Cancel |

FIGURE 3-75 Selecting a template

Your settings are applied.

You can use the Security Compliance Manager to help you choose and configure appro-

priate security settings for your organization. The Security Compliance Manager is regularly
updated with security baselines helping to make it easier for you to select and implement
appropriate security settings in your organization.
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NEED MORE REVIEW? SECURITY COMPLIANCE MANAGER

To find out more about using the Security Compliance Manager, visit the Microsoft Tech-
Net website at https.//technet.microsoft.com/solutionaccelerators/cc835245.aspx.

Configure folder redirection

Administrators have long sought to centralize and sometimes standardize their users’ desk-
tops. All versions of Windows Server have supported the notion of roaming desktop profiles;
these enabled users to sign in at any computer in the AD DS forest and automatically ap-
ply their user-related settings. Administrators could also assign a home folder on a network
server for their users; this enables users to store their personal data on a file server, making
their data accessible from other computers where they can sign in.

Although you can still use roaming profiles and home folders, in Windows Server 2016,
you can use Folder Redirection to help to centralize and, if desired, standardize your users’
desktop and app settings. You implement Folder Redirection as a feature of GPOs.

Folder Redirection gets its name from the fact that a number of local folders, stored as
part of a user’s personal data and settings, can be stored on file server shared folders through
redirection. The following local folders can be redirected in this way:

m AppData\Roaming
m Desktop
m Start Menu
= Documents
= Pictures

m Music

m Videos

m Favorites
m Contacts
= Downloads
m Links

m Searches

® Saved Games

Folder preparation
Before you can redirect folders, you must create the underlying shared folder structure. It is usual

to redirect users’ folders to a common shared folder; this folder is referred to as the root folder.

Generally, you assign permissions to security groups that contain the relevant users on
the required folders. For example, if you redirect folders by department, you might assign
the Sales global security group the required permissions on the root folder for sales users;
likewise, the marketing security group for users in that department, and so on.
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Table 3-1 shows the correct NTFS folder permissions.

TABLE 3-1 Root folder NTFS permissions

User or group Permissions

Creator/Owner Full Control — subfolders and files only

Administrator None

Departmental security group of users that List Folder/Read Data, Create Folders/Append Data-This
store data on the share Folder Only

System Full Control

Because your users will access the root folder and its subfolders through a Windows Server

shared folder, you must assign shared folder permissions. Table 3-2 shows the appropriate
shared folder permissions.

TABLE 3-2 Shared folder permissions

User or group ‘ Permissions

Creator/Owner ‘ Full Control — subfolders and files only

Departmental security group of users that store data on the share ‘ Full Control

Thereafter, each user requires their own subfolder beneath the root folder. If you create
the root folder with the correct permissions, Windows Server creates the user folders au-
tomatically during configuration of folder redirection, and applies the correct permissions.
However, Table 3-3 shows the required permissions on the users’ individual folders.

TABLE 3-3 User folder NTFS permissions

User or group Permissions

Creator/Owner Full Control - subfolders and files only
%Username% ‘ Full Control, owner of folder
Administrators ‘ Full Control

System ‘ Full Control

Available redirection options

When you enable folder redirection, you can configure its behavior in a number of different
ways depending on what you want to achieve. The available options are:

m None When you select this setting, which is the default value, folder redirection is
disabled.

m Basic Used when you want to:
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m Redirect users’ folders to a common area. That is, you do not want to redirect us-
ers’ folders to a different folder based on their departmental membership. In this
instance, all users’ folders are redirected to a single folder root. Each user has a
unique folder beneath the root.

m Ensure privacy of user data. Because each user has their own folder, and because
Windows Server assigned the appropriate permissions (see Table 3-3), each user can
access only their own folder contents.

m Advanced Used when you want to redirect groups of users to a common shared
folder.

m Follow The Documents Folder [f you choose to redirect users’ Documents folder as
part of your folder redirection implementation, you can redirect the following folders
to the same location without needing to individually configure them: Pictures, Music,
and Videos.

Enabling and configuring basic folder redirection

You use the Group Policy Management Editor to enable and configure folder redirection. To
enable and configure basic folder redirection, use the following procedure:

1. Inthe Group Policy Management console, locate the appropriate GPO, and open for
editing.

2. In the Group Policy Management Editor, navigate to the User Configuration node, and
then select the Policies folder.
3. Expand Windows Settings, and then expand Folder Redirection.

4. Select the appropriate folder from the list, as shown in Figure 3-76.

-] Group Policy Management Editor =i B oo |
File  Action  Miew Help
| nmEE: Hm
w 5%, User Configuration |l Name
w | Palicies
| Software Settings There are no items to show in this view.
w ] Windows Settings
| Seripts (Logon/Logoff)
F Security Settings
~ (] Folder Redirection
[ AppData(Roaming)
| Desktop
[ Start Menu
= Docurnents
(2] Pictures
(23 Music
(] Videos
[ Favorites
|3 Contacts
(21 Downloads
[E1 Links
(2] Searches
21 Saved Games
+ gl Policy-based QoS
» 1 Deployed Printers
| Administrative Templates: Policy d
. Preferences

Type

w
< >

FIGURE 3-76 Enabling Folder Redirection
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5. Right-click the selected folder, and then click Properties.

6. Inthe Folder Properties dialog box, shown in Figure 3-77, on the Target tab, in the Set-
ting list, click Basic. You redirect your users’ folders to the same location.

Documents Properties T X
Target  Seltings

(= | *fou can specily the location of the Documents folder.

Selting: [Basi:: - Redirect everyone's folder to the same location ﬂ

This folder will be reduected to the specified location.

Target folder location

|Create a folder for each user under he oot path j

Root Path:
[\\LON-DC1\Redirected

For user Clax, this folder vall be redirected to:

\LON-DC1\Redirected\Claif\Documents

[_ox ]| Comcel foply

FIGURE 3-77 Enabling basic redirection

7. Inthe Target folder location section, select from the following options.

m Create A Folder For Each User Under The Root Path If you select this option,
Windows Server creates a folder in the form \\server\share\%Username%\Folder,
where %Username% is the user account name, and Folder is the name of the folder
being redirected. For example: \\LON-SVR1\Redirected\Claire\Documents.

m Redirect To The Following Location If you select this option, Windows Server
creates a single folder for multiple users, and all users use the same path for the
redirected folder.

m Redirect To The Local Userprofile Location If you select this option, Windows
Server moves the location of the redirected folder to the user’s local profile under
the local Users folder.

m Redirect To The User’s Home Directory This option is only available for the
Documents folder. Windows Server redirects the folder to the user’s home folder.

8. Enter the UNC for the root folder.
9. Click OK, and in the Warning dialog box, click Yes.

When a user signs in that is affected by your GPO, their folder is redirected to the desired
location, and Windows Server creates the required user folder beneath the root folder you
specified, assuming you created it with the correct permissions.
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NOTE WHEN TO USE BASIC FOLDER REDIRECTION

It is common to use basic redirection for folders that contain users’ personal data. That
means you are using folder redirection to move the contents of personal folders to a
server. Typical folders to redirect using basic are: AppData/Roaming, Documents, Pictures,
Favorites, Contacts, Links, and Searches. Music, Videos, Downloads, and Saved Games are
less typical because of the potential size of the content.

Enabling and configuring advanced folder redirection
To enable and configure advanced folder redirection, use the following procedure:

1. Inthe selected GPO, in the Group Policy Management Editor, navigate to the Folder
Redirection folder under the User Configuration node.

2. Select the appropriate folder from the list.
3. Right-click the selected folder, and then click Properties.

4. Inthe Folder Properties dialog box, on the Target tab, in the Setting list, click Ad-
vanced, as shown in Figure 3-78.

Start Menu Properties ? X
Targel  Seltings

(& | “fou can specily the location of the Stan Menu folder.

BT B dvanced - Specify locations for various user groups

This folder will be reduected to different locations based on the secuity
group membership of the users.

Secwity Group Membership

Group Path

Cancel oply

FIGURE 3-78 Enabling Advanced folder redirection

5. Under the Security Group Membership heading, click Add.

6. In the Specify Group And Location dialog box, shown in Figure 3-79, in the Security
Group Membership text box, type the name of the security group.
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Specify Group and Location X
[ You can choose the larget folder location for a
securily group.

 Security Group Membership
[ADATUM\S ales

~ Target Folder Location

i Create a folder for each user under the oot path LI

Root Path:
[\LON-DC1\Redirected

Browse... |

For user Clair, this folder will be redirected to:
\\LON-DC1'\Redirected\Clair\Start Menu

OK Cancel

FIGURE 3-79 Configuring advanced folder redirection

In the Target Folder Location section, select from the following options:
m Create A Folder For Each User Under The Root Path

m Redirect To The Following Location

m Redirect To The Local Userprofile Location

m Redirect To The User's Home Directory

Enter the UNC for the root folder, and then click OK.

In the Folder Properties dialog box, repeat this procedure for other groups that you
want to configure.

When you have configured all groups, in the Folder Properties dialog box, shown in
Figure 3-80, click OK, and at the Warning, click Yes.
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Start Menu Properties ? X
Target  Seltings

(& | “fou can specily the location of the Stan Menu folder.

Selting: [Advam:ed - Specify locations for various user groups ﬂ

This folder will be reduected to different locations based on the secuity
group membership of the users.

Secuwity Group Membership

Group Palh
ADATUM\S ales SALON-DC1\Redrected\S ales\2USERN. .

ADATUM\Marketing \\LON-DC1\Redirected\Marketing\%LISE...

Cancel foply

FIGURE 3-80 Completing the configuration

NOTE WHEN TO USE ADVANCED FOLDER REDIRECTION

It is common to use advanced redirection to create standard desktops or Start menu set-
tings. Therefore, it is more common to implement advanced folder redirection for the
Desktop and Start Menu folders. If you use advanced redirection in this way, it is common
to use the Redirect to the following location option so that all users in each department
use the same Desktop and Start Menu.

The Settings tab

For both basic and advanced redirection, when you select and configure the folder redirec-
tion targets, as shown, for example, in Figure 3-80, you can also configure options on the
Settings tab, shown in Figure 3-81:

m Grant The User Exclusive Rights To Folder Ensures that each user has exclusive

rights to his own folder. Enabled by default.

® Move The Contents Of Folder To The New Location If the local user profile con-
tains content in the redirected folder, that content is moved to the redirected folder.
Enabled by default.

m Also Apply Redirection Policy To Windows 2000, Windows 2000 Server, Win-
dows XP, And Windows Server 2003 Operating Systems Enables support for
older operating systems, which is not enabled by default.
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m Policy Removal [f you remove the folder redirection setting(s) from the GPO, this
option determines what happens to the content in the redirected folder(s).

m Leave the folder in the new location when policy is removed.

m Redirect the folder back to the local userprofile location when policy is removed.

Documents Properties T X

Target Sellings

: I Select the redirection seftings for Documents.

[V Move the contents of Documents 1o the new location.

™ Ako apply redirection policy to Windows 2000, Windows 2000
Server, Windows XP, and Windows Server 2003 operating
systems.

Folicy Removal
% Leave the folder in the new location when policy is remaved.

" Rediect the folder back to the local usesprofile location when
policy iz removed.

FIGURE 3-81 The settings tab

Configure administrative templates

Much of the configuration that you can achieve with GPOs is made available through the use
of Administrative Templates. All the changes you make in the Administrative Templates nodes
of a GPO result in changes to the affected computers’ registry settings.

As with all other GPO settings, these changes are grouped into computer-related settings
that modify the system elements of the registry, and user-related settings that modify the
user elements of the registry. However, some settings in Administrative Templates have dupli-
cate settings in both the Computer Configuration, and User Configuration nodes.

EXAM TIP

In the situation where you configure both these settings, the Computer Configuration
takes precedence.

Because directly editing the registry can be complex, and potentially error-prone, the

Administrative Templates nodes are represented in a more logical, simpler-to-navigate folder-
like structure, as shown in Figure 3-82.
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] Group Policy Management Editor
File  Action View Help
e |m B HE
" Default Domain Policy [LON-DCLADATUM.C A

& Computer Configuration
~ 7 Policies

Marne

~ ) Administrative Templates: Policy ©
= Control Panel

[ Network

= Printers

. Server

" Start Menu and Taskbar

= Windows Components
1 A Settings
» [ Preferences
i, User Configuration
~ ] Policies
» [ Software Settings
» ] Windows Settings
~ [ Administrative Templates: Policy ¢
> [ Control Panel
Desktop
Metwork
_ Shared Folders v

» [1] Software Settings A Computer Configuration
» [ Windows Settings & User Configuration

< B > |\ Bxended (Standard |

FIGURE 3-82 Viewing the available Administrative Template settings

This structure groups related elements together:
m  Computer Configuration:
= Control Panel
= Network
m Printers
m Server
m Start Menu and Taskbar
m System
m Windows Components
m All Settings
m User Configuration:
= Control Panel
m Desktop
m Network
m Shared Folders
m Start Menu and Taskbar
m System
® Windows Components

m All Settings
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EXAM TIP

Both of the All Settings folders represented a consolidated view of all the settings in that
particular node.

Administrative template files

Although administrative templates are represented as folders in the Group Policy Manage-
ment Editor, they are, in fact, stored as files on the file system of the domain controller. In
earlier versions of Windows Server, these filenames had a .adm extension. In Windows Server
2016, these files have a .admx extension.

These .admx files are language neutral and in multilingual organizations, they are associat-
ed with .adml files that contain the language specific elements required to configure settings.
For example, the .admx files are stored in the Windows\PolicyDefinitions folder, and the .adml
files are stored in subfolders beneath the Windows\PolicyDefinitions folder, such as en-US for
the US English locale.

Configure a central store

Understanding the structure of the .admx files enables you to create your own administrative
templates, if needed, to configure specific settings for your users, computers, and installed
apps. However, rather than creating the .admx files on a domain controller and manually
copying them to all domain controllers in your forest, you can implement a central store of
the Administrative Templates files. Using a central store helps to ensure that:

= All administrative templates are the same on all domain controllers.

m |t is easier to update your administrative templates because you need to only update a
single .admx file—in the central store—when changes are needed.

The central store is located in the SYSVOL shared folder. Specifically, for the Adatum.com
domain:

1. Inthe \\Adatum.com\SYSVOL\Adatum.com\Policies folder, create a PolicyDefinitions
subfolder.

2. Populate this new PolicyDefinitions folder with the existing contents of the Windows\
PolicyDefinitions folder on a domain controller.

3. Add new or changed .admx and .adml files to the SYSVOL version of PolicyDefinitions.

EXAM TIP

When a new operating system or service pack is released, you must update the PolicyDefi-
nitions subfolder. For example, Windows 10 and Microsoft Office 2016 have new configura-
tion options available that can be made use of by updating your PolicyDefinitions folder.
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Import a custom administrative template file

If you want to use your own .admx files, or simply add new ones that you downloaded, you
must know how to make them available in the Group Policy Management Editor console. This
process is known as importing a custom template.

1. Download or create your administrative template .admx file.
2. Copy them to the central store.

3. Configure the Administrative Template settings in the Group Policy Management Edi-
tor for the appropriate GPO(s).

4. Link the GPOs to the required AD DS containers, such as a relevant OU.

NEED MORE REVIEW? CREATING A CUSTOM BASE ADMX FILE

To review further details about creating custom .admx files, refer to the Microsoft TechNet
website at https://technet.microsoft.com/library/cc770905(v=ws.10).aspx.

Configure property filters for administrative templates

The number of settings that you can configure with administrative templates is vast. By
default, the Group Policy Management Editor shows all policy settings, whether the setting is
managed or unmanaged, configured or not configured, and commented.

EXAM TIP
The Group Policy Client service controls managed policy settings but not unmanaged set-

tings.

Wading through dozens of unmanaged settings to locate the managed setting that you
want to change is time-consuming. Likewise, looking for a specific configured setting among
thousands of unconfigured settings is also time-consuming. Fortunately, you can change how
Group Policy Management Editor shows your Administrative Templates policy settings by
using property filters. To configure a filter, select the Administrative Templates folder beneath
either the Computer Configuration or User Configuration node, as required. Then complete
the following procedure:

1. Right-click Administrative Templates, and then click Filter Options.

2. Inthe Filter Options dialog box, shown in Figure 3-83, configure the following options,

and then click OK:
= Managed Yes, No, or Any.
m Configured VYes, No, or Any.

m Commented Yes, No, or Any.
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m Keyword Filter(s) Enter the keyword to filter for. Specify whether the word ap-
pears in the policy setting title, the policy help text, and/or the comment. Then
choose to search for exact match, all words, or any words.

= Requirements Filter(s) Configure specific requirements for the platform or appli-
cation you want to filter. After selecting the appropriate filters, choose whether they
must all match, or any to match.

The filter applies to the current view immediately.

Filter Options x

.  Seect options below to ensble and change or dsable types of glabal fiters that
A villbe appied to the Administrative Templates nodes.

Select the bype of policy settings to display.

Managed: Configured: Commented:
Yes ~ ity - Ay -

[JEnabls keyword Fikers
Poiicy Setting Titke Hglp Tk Commept
[Jenable Requrements Fiters

Tnckice settings that makeh any of the selected platforms. T
Sadact

] o

FIGURE 3-83 Configuring an Administrative Templates property filter

Skill 3.4: Configure Group Policy preferences

As we have seen, you can use logon scripts to prepare your users' desktop environment, per-
haps by mapping network drives, or connecting to peripherals, such as printers. You can even
deliver those scripts to your users’ computer by using GPOs.

However, maintaining scripts can be a complex and time-consuming management task. It
also requires knowledge of scripting languages, which you might not have available in your
organization. In Windows Server 2016, you can use Group Policy preferences to deliver set-
tings more typically made available through scripting.

There are many similarities between GPO settings and Group Policy preferences, but there
are some notable and important differences. These are:
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GPO settings are strictly enforced, whereas preferences are not. It is possible, for
example, for a user to reconfigure Start Menu settings configured by Group Policy
preferences.

GPOs tend to disable the area of the user interface, which has been configured by a
GPO setting. Preferences do not do this.

GPOs are automatically refreshed on a periodic basis. While this is also true for prefer-
ences, you can also configure preferences to apply only once and never refresh.

This section covers how to:
m  Configuring Group Policy preferences

m Configure item-level targeting

Configuring Group Policy preferences

You can use Group Policy preferences, shown in Figure 3-84, to configure the following
settings:

Applications

Environment settings

Files and folders

Drive maps and network shares
Registry settings

Shortcuts

A range of Control Panel settings, including:
m Data sources

m Devices

m Folder options

m [nternet settings

m Local Users and Groups

= Network Options

m Printers

m Regional options

m Scheduled Tasks

m Services

m Start Menu
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& Internet Settings

G Local Users and Groups

[ Network Options

E Power Options

8 Printers

& Regional Options

[E] Scheduled Tasks

I, start Menu v
£ > |\ Extended ) Standard /

FIGURE 3-84 Group Policy Preferences node

To configure a Group Policy preference, use the following high-level procedure:

1. Open the Group Policy Management Editor for the appropriate GPO, select the User
Configuration or Computer Configuration node, open the Preferences folder, and then
select one of the items from the list shown earlier.

2. Perform one of the following tasks:
m Create a new preference setting.
m Replace an existing preference setting.
m Update an existing preference setting.

m Delete an existing preference setting.

Q) EXAM TIP

The Preferences folder is not available in the Local Group Policy Editor.

Define network drive mappings

You configure Drive Maps in the User Configuration node. To add a drive mapping, complete

the following procedure:

1. Select the Preferences folder, and then under Windows Settings, right-click Drive Maps,
point to New, and then click Mapped Drive.

2. Then, in the New Drive Properties dialog box, on the General tab, as shown in Figure
3-85, in the Action list, click Create.

3. Inthe Location text box, type the UNC path to the shared folder.
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Optionally, select the Reconnect check box to ensure that the drive mapping recon-
nected each time a user signs in.

5. Under Drive Letter, select the appropriate driver letter from the Use list.

If required, use the Connect As (Optional) section to define credentials to use to map
the drive.

New Drive Properties *

General Comman

S ncton: [cremte v]
Location: | Weon-nc1ipata |

Reconnect: @ Label as: | |
Drive Letter

(O Use first available, starting at: (®) Use: 2q

Connect a5 (optional)

Hide/Show this drive Hide/Show all drives
(®)lio change @ o change

(O tede this drive (O Hide all drives
(O show this drive (O show all drives

o 0 comeel [ s |[ b

FIGURE 3-85 Configuring a drive mapping

7. Click the Common tab, shown in Figure 3-86.

New Drive Properties *

General Common

Options common to all items

[J3top processing items in this extension ¥ an error occurs|
|_JRun in logged-on user's security context (user policy option)
[CJRemave this item when it is no longer applied

[ agsly ence and do not reapply

[ ttem-level targeting Targeting. ..

Description

Cox J0 comet || ooty || reb

FIGURE 3-86 Configuring Common properties
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8. Configure the available options, and then click OK:

m Stop Processing Items In This Extension If An Error Occurs [f an error does
occur, all other preferences configured in a GPO are not processed.

= Run In Logged-On User’s Security Context Preferences run either in the
context of the System account or the logged in user. This setting is useful when
configuring drive mappings.

= Remove This Item When It Is No Longer Applied Preferences continue to apply
even after the preference item is removed. This option changes that behavior.

= Apply Once And Do Not Reapply This setting overrides the default GPO refresh
behavior.

m Item-Level Targeting This is discussed at the end of this skill.
If you want to modify the drive mapping, open its properties, and then on the General tab,
in the Action list, click Replace, and repopulate the settings. The item is deleted from clients

and replaced with the new item. Choose Update if you want to modify a setting. Finally, if the
preference item is no longer needed, choose Delete.

Configure printer preferences
You can configure Printers in Group Policy preferences in both the Computer Configuration and
User Configuration nodes. To setup a printer preference, complete the following procedure:

1. Inthe Group Policy Management Editor, navigate to the User Configuration node, and
then expand the Preferences folder, expand the Control Panel Settings folder, and then
click the Printers node.

2. Right-click Printers, point to New, and then click Shared Printer, TCP/IP Printer, or Local
Printer depending on the way that you want to connect, as shown in Figure 3-87.

| 4/ Group Policy Management Editor - o X
File Acbon View Help

&/ IT GPO [LOM-DC1ADATUM.COM] Policy
~ & Computer Configuration
| Policies
w 7] Preferences
Windows Settings
(@] Control Panel Ssttings
w g, User Configurat New
s ] Policies
w [ ] Preferences
» I Window View b
v (5 Control
33 Data Copy
B Devin Paste
O Fold print
* ke Refresh

Printers

Name Order  Action  Path

Processing
There are no itenns to show in this view.

Shared Printer
Al Tasks L] TCPAP Printer

Local Printer

] Locs A Descriptson

581 et Sgonlis No palicies selacted
a‘ Pown Help

ﬁ Printes

9 Regional Options
(=] Scheduled Tasks
L Start Menu

|'\ Preferences ( Eended ), Sandard /

Creates a new itemn in this container.

FIGURE 3-87 Adding a new printer
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3. For example, click Shared Printer, and then in the New Shared Printer Properties dialog
box, on the General tab, in the Action list, click Create.

4. In the Shared printer section, in the Share path, browse and locate the shared printer.

5. Optionally, select the Set This Printer As The Default Printer check box, as shown in
Figure 3-88.

6. Click the Common tab, and configure the common options, and then click OK.

New Shared Printer Properties X

General Comman

@ Action: | Create v

Delete all shared printer connections

Shared printer

Sharepath: | WLON-DCIIHP Color LaserJet 1600 |

[ set this printer as the default printer. ..
[]...anly if & local printer is not present

Map to local port (optional)

Local port: w

Reconnect

Unmap &l local ports

I =

FIGURE 3-88 Configuring the printer preference

Configure power options

Configuring power options with Group Policy preferences is broadly the same as for printers
and drive mappings. To deploy power options, use the following procedure:

1. Select the Power Options folder in the Control Panel Settings node.

2. Right-click the Power Options folder, point to New, and then click Power Plan (At least
Windows 7).

3. Inthe New Power Plan (At least Windows 7) Properties dialog box, shown in Figure
3-89, select the appropriate plan, and configure the required power settings.

4. Click the Common tab, and configure the required options, and then click OK.
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New Power Plan (At least Windows 7) Properties *

Advanced settings  Common

1%“ Select the power plan that you want to customize, and then
choose settings that reflect how you want your computer to
manage power.

Action: | Update w
| Balanced v
[ 5t as the active power plan
| Additional settings
] Hard disk
Sleep
| Power buttons and lid
| PCI Express
| Processor power management
| Display
| Battery

B ®

BE&

®

[+

Restore lan defauks
ot | [ oo | [ e

FIGURE 3-89 Configuring a new power plan

Configure shortcut deployment

It's convenient to place shortcuts to files, folders, or other objects on users’ desktops. You can

do this with Group Policy preferences in either the Computer Configuration or User Configu-
ration node. To create a shortcut, use the following procedure:

1.

In the Windows Settings folder in either the Computer Configuration or User Configu-
ration node, right-click the Shortcuts folder, point to New, and then click Shortcut.

In the New Shortcut Properties dialog box, shown in Figure 3-90, on the General tab,
select Create in the Action list.

In the Name box, type a name for the shortcut.

In the Target type list, select the type of object to which the shortcut points. Choose
between File System Object, URL, or Shell Object.

In the Location list, select where the shortcut is to appear. For example, Desktop, Start
Menu.

In the Target path box, enter the path to the object.
Configure the remaining options as needed, and then click the Common tab.

Configure the Common options, and then click OK.
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New Shortcut Properties *

General Comman

Eﬂ Action: | Create i1
Iarme: Finance Report

Target type: File System Object i~
Location: Deskta_p i
Target path: | E:\DatalFinanical reports.xdsx | m
Arguments: [ |
Start in: | | o
Shortout key: lﬂone |
Run: _Nurmal Window b
Comment: | |
Icon file path: [ ]
leor iy 1}

oK Cancel | | Apply Help

FIGURE 3-90 Creating a shortcut preference

Configure file and folder deployment

You can also configure files and folder deployment in Group Policy preferences. Again, you
can also use either the Computer Configuration node or the User Configuration node.

With the Files and Folders preferences, you can use Group Policy to deploy specific files or
folders to target users or computers, depending on which GPO node you select. To add a file
to a user's desktop, use the following procedure:

1.

2.

In the Windows Settings folder in the User Configuration node, right-click the Files
folder, point to New, and then click File.

In the New File Properties dialog box, shown in Figure 3-91, on the General tab, select
Create in the Action list.

In the Source file(s) box, type the path and name of the file you want to use as a
source.

In the Destination File box, type the path and name of the file you want to create.
Optionally, configure the attributes for Read-only, Hidden, and Archive.

Click the Common tab, and configure the common options.

Click OK.
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Suppress arrors on individual fils actions
Atributes

ClRead-onky]
[idden

£ archive

I =

Help

FIGURE 3-91 Adding a new file using a preference

Creating folders is broadly the same. However, when you are replacing or deleting a folder,

you have some additional options over how the folder is to be managed, as shown in Figure
3-92. These are:

m Delete This Folder (If Emptied)
m Recursively Delete All Subfolders (If
m Delete All Files In The Folder(s)

Emptied)

m  Allow Deletion Of Read-Only Files/Folders

Ignore Errors For Files/Folders That Cannot Be Deleted

Mew Folder Properties

General  Common

Attributes
[Jread-onky
[ dden
[ arghive

[ipstete this folder (# emptied)
[CIRecursively delete sl subfolders (i emptied)
[Joelete 2l files in the Folder(s)

[T attow deletion of read-only files Folders

path: [EAData |

[Cgnore errors for filesjfolders that cannot be deleted

oK Cancel dpply | Help

X

FIGURE 3-92 Configuring replace options for a folder preference
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Configure custom registry settings
Using preferences, you can perform the following registry-based management tasks:

m Add a registry item Enables you to add a specific registry entry to the appropriate
registry hive and key.

m Add a collection item Enables you to group a collection of registry items. This is
useful if you want to add multiple registry entries to target users or computers.

= Run a registry wizard Enables you to use a wizard on target computers to configure
multiple user or computer settings in the registry on target computers.

The specific procedure for creating custom registry settings is very similar to all the other
preference-based procedures.

Configure Control Panel settings

You can use preferences to configure the following Control Panel items under the User Con-
figuration node:

m Data Sources Add or configure data sources.
m Devices Add or configure hardware devices.

m Folder Options Configure the way files and folders are presented in File Explorer,
including options such as Show Hidden Files And Folders, and Hide Extensions For
Known File Types, as shown in Figure 3-93.

Mew Folder Options (At least Windows Vista) Properties X

Advanced  Common

Adwanced settings:

) Files and Folders A
[[] Always show icons, never thumbnails
[] Always show menus
Display file icon on thumbnails
Display file size information in folder tips
Display simple Folder view in Navigation pane
[[] Display the full path in the title bar (Classic theme only)
|5) Hidden files and folders
® Do not show hidden fles and folders
(O Show hidden files and folders
Hide extensions For known File types.
Hide protected operating system files (Recommended)
[[] Launch folder windows in a separate process
Remember each folder's view settings
[[] Restore previous folder windows at logon

Show encrypted or compressed NTFS files in color N

 Restore Defaults

| I =

FIGURE 3-93 Configuring Folder Options with preferences
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= Internet Settings You can configure defaults and settings for Internet Explorer, as

shown in Figure 3-94.

Mews Internet Explorer 10 Properties

Programs Advanced
General Security Privacy Content
Home page

Cormmaon
Connections

/? To create home page tabs, type each address on its own line.
e

Lise current Use default
Startup

(®) Start with tabs from the last session

(O start with home page
Tabs

Change how webpages are displayed in tabs.
Browsing history

form information.

[CJoelete browsing history on exit
Delete. ..
Appearance
Clors Languages Fonts

Delete temporary files, history, cookies, saved passwords, and web

Lise new tab

Tabs

Settings

Accessibility

FIGURE 3-94 Configuring Internet Explorer options

NOTE GREEN LINES AND RED DASHES

By default, in certain Control Panel preferences, not all settings are available for configura-

tion. If a setting is available, it is underlined with a solid green line. If a setting is not avail-
able for preference configuration, it is underlined with a red dashed line. You can change
whether an item is configurable by using the function keys on your keyboard. F5 enables
all settings on a tab, F6 enables the selected setting, F7 disables the selected setting, and

F8 disables all settings on a tab.

m Local Users And Groups You can use preferences to manage local users or local

groups, as shown in Figure 3-95.

Skill 3.4: Configure Group Policy preferences
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New Local User Properties x

Local User  Common

S Action: Update ~

User name: _Bith v]

Eull name: | Beth Burke |
Description: |

Password:

Confirm Password:

[+ User must change password at next logon

User cannot change password

Password pever expires
[ Account is disabled
] Account never expires

12/13/2016

Concel | | aoy Heb

FIGURE 3-95 Adding a local user

m Network Options Using Network Options, you can add and configure virtual private
network (VPN) connections.

m Power Options Enables you to add and configure power plans.

m Printers Enables you to add and configure printer connections.

m Regional Options Enables you to configure regional settings.

m Start Menu Enables you to configure some aspects of the Start screen.

You can use preferences to configure the following additional Control Panel items under the
Computer Configuration node:

m Scheduled Tasks Add, configure, and maintain scheduled tasks.

m Services Configure service startup behavior.

Configure item-level targeting

When you use GPOs, you can target specific groups or users by implementing Security filter-
ing. You can target specific computers with WMI filters. These filters determine whether the
entire GPO applies to a specific user or computer.

When you implement Group Policy preferences, you can use item-level targeting to
determine whether a specific preference applies. This gives you far greater control over the
application of specific settings.
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Throughout this section, when looking at a particular preference, after configuring the
General properties, you could optionally configure the settings on the Common tab, includ-
ing the Item-level targeting option, shown in Figure 3-96.

General Common

Options common to all items
[ stop processing items in this extension if an error occurs
L_JRun in logged-on user's security context {user policy option)
[ remove this item when it is no longer apphed
[ apply once and do not reapply

Targeting...

Description

FIGURE 3-96 Enabling item-level targeting

After you have enabled this option, you can then configure targeting of the preference by
using the following procedure:

1. Inthe Targeting Editor dialog box, click New Item, and then select from the list of
objects how you want to target the preference. For example, you can select Battery
Present, or Domain, or RAM, or even to use a WMI query. For example, click RAM.

2. Next, define the condition. For example, if you selected RAM, specify the amount of
RAM required for the condition to bet met in order than the preference applies, as
shown in Figure 3-97. Use the Item options list to define operators. For example, that
total RAM is greater 2GB, or is not greater than 2GB.

P Targeting Editor (m] X

Mew Itern ~

Add Collection [ Item Options v| & ® | % U3 L~ X Delete | & Help
& the total RAM is greater than or equal to 2048 MB

greater than orequalto  |HLE v| MB

A RAM Total targeting item allows a preference item to be applied to computers or users only if total
amount of physical memory in the processing computer is greater than or equal to the amount
specified in the targeting item. Additional information...

. Cancel

FIGURE 3-97 Adding a condition to the targeting editor
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3. Add any additional items that you require. Note that all conditions must be met for
the preference to apply. Define the relationship between the conditions using the Item
Options list. The default is the AND operator, as shown in Figure 3-98.

P Targeting Editor (m] X

Mew Itern ~

Add Collection [ Item Options ..| & @ | % U3 L~ X Delete | & Help

& the total RAM is greater than or equal to 2048 MB
AND the operating system is Windows 10 (Enterprise edition)

Product Windows 10 bl
Edition Enlzrpris: M
Release IAﬂy . ¥
Computer Role | Any “

An Operating System targeting item allows a preference item to be applied to computers or users
only if the processing computer's operating system's product name, release, edition, or computer

rals matrhec thaoe tnecified in the tarnstinn itern Additinnal infarraation

Concel

FIGURE 3-98 Adding a second condition for item-level targeting

4. When you have defined all conditions, click OK.
5. Inthe Preference Properties dialog box, click OK.

There are 27 available categories with which you can target your preference. These are:
Battery Present, Computer Name, CPU Speed, Date Match, Disk Space, Domain, Environ-
ment Variable, File Match, IP Address Range, Language, LDAP Query, MAC Address Range,
MSI Query, Network Connection, Operating System, Organizational Unit, PCMCIA Present,
Portable Computer, Processing Mode, RAM, Registry Match, Security Group, Site, Terminal
Session, Time Range, User, and WMI Query.

Chapter summary

m You can use GPOs to centrally configure and manage your AD DS forest's devices and
user settings.

®m You use the Group Policy Management console, the Group Policy Management Editor
console, and Windows PowerShell to create, configure, and maintain GPOs.

m GPOs enable you to configure the following common settings: software installation,
scripts, folder redirection, security settings, and registry-based configuration.

® You can link GPOs to sites, domains, and OUs.
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Settings in OUs are, by default, inherited from GPOs linked to parent OUs and the
domain.

You can use a migration table to help import GPOs into one domain from another
domain where security principal names or UNC paths must be changed.

For a GPO to apply to a user, the user must have the Read and Apply policy permissions.

Where multiple GPOs apply to a container in AD DS, the policy that applies last has the
highest precedence.

When you block inheritance, you block at the container level and block all GPOs linked
above the selected container.

When you enforce a policy, you do so at the policy level, and enforcement overrides
blocked inheritance.

For situations where you want a specific user or computer to not receive their configu-
ration from a policy that is linked to their container, use WMI filters or security filters.

You can use preferences to apply drive mappings, desktop shortcuts, and Internet
Explorer settings.

Preferences assigned through GPOs are not enforced in the same way as GPO settings.

Thought experiment

In this thought experiment, demonstrate your skills and knowledge of the topics covered in
this chapter. You can find answers to this thought experiment in the next section.

You work in support at A. Datum. As a consultant for A. Datum, answer the following ques-
tions about implementing and configuring Group Policies within the A. Datum organization:

1.

It is necessary for all computers within the London Head Office to receive the same
security settings. Computers in the other European offices receive different settings.
How can you go about achieving this?

Users in the Paris office in France require drive mappings to be configured when they
sign in. What methods could you use to address this issue?

You want all users throughout the single domain A. Datum organization to receive the
same security settings. How is this possible?

The sales department in Milan has a restrictive GPO in-place. Unfortunately, this is im-
pacting the sales manager’s ability to work. It is decided that the policy should not ap-
ply to the manager. However, her user and computer account must not be moved from
the Milan\Sales OU where they currently reside. How could you deal with this request?

Thought experiment
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Thought experiment answers

This section contains the solution to the thought experiment. Each answer explains why the
answer choice is correct.

1.

You could implement a security GPO for each of the locations in the A. Datum organi-
zation. You would configure the required security settings, perhaps using the Security
Template snap-in to import similar settings between GPOs. Finally, assuming that the
A. Datum forest is properly configured with AD DS sites, you could link the security
GPOs to the appropriate AD DS sites.

There are two possible solutions. One is to implement a Logon script using GPOs and
link the GPO that contains the Logon script setting to the appropriate AD DS container,
perhaps a site, or appropriately configured OU. The second possibility is to implement
Group Policy preferences and use the Drive Maps node to create a new drive map-
ping. Link the GPO containing the Group Policy preference to an appropriate AD DS
container.

Configure the security settings that must be applied throughout the organization in a
GPO that you link to the domain object. Then, enforce the GPO to ensure that the set-
tings override any others that are configured in other GPOs.

One solution is to use security filtering to stop the policy from applying. Use the Ap-
plies to everyone BUT strategy. To achieve this, grant the Milan sales manager the
Deny Apply group policy permission. This prevents her from applying the policy.



Implement Active Directory
Certificate Services

M any apps and services rely upon digital certificates to provide for authentication and
additional security through encryption. You can install and configure Active Directory
Certificate Services (AD CS) as the foundation of your public key infrastructure (PKI) to deploy
and manage digital certificates within your organization.

A PKI provides the following benefits within your organization:
= Authentication Enables you to identify users, computers, or services.

m Verification Ensures that data in transit, such as in an email message, has not been
modified. Verification also verifies that the sender is who they claim to be.

m Privacy Provides a means to encrypt data, either at rest, such as on a file system, or
in transit, such as an email message.

Skills covered in this chapter:
m |Install and configure AD CS

m Manage certificates

Skill 4.1: Install and configure AD CS

Windows Server 2016 enables you to implement a PKI by deploying the AD CS server role.
This server role consists of the following role services:

m Certification Authority Certification Authorities (CAs) are responsible for manag-
ing the issuing and revocation of certificates. In small organizations, a single CA might
be sufficient. However, in larger organizations, there is benefit from creating a hierar-
chy of CAs; this enables you to provide for high availability of certificate services, and
to help distribute the workload of managing certificates across multiple CAs.

m Certificate Enrollment Web Service The Certificate Enrollment Web Service (CES)
enables computers running at least Windows 7 to connect to a CA through web
services. CES acts as a proxy to the CA, and enables computers to download root
certificates, request and install certificates, renew certificates (including automatic
renewal for non-domain member computers or computers that belong to untrusted
AD DS domains), and retrieve certificate revocation lists (CRLs).
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\\)) EXAM TIP

Implementing the CES role service requires that your AD DS forest level is at least Windows
Server 2008 R2.

Certificate Enrollment Policy Web Service Enables the retrieval of certificate en-
rollment policy information.

\’) EXAM TIP

When combined with CES, you can enable policy-based certificate enroliment if the

retrieving computer is either not a member of an AD DS domain, or is not currently con-
nected to the AD DS domain.

Certification Authority Web Enrollment Provides a method to issue and renew
certificates for users, computers, and devices that:

®m  Are running non-Windows operating systems.
m Are not AD DS domain members.
m  Are not connected directly to your network.

Network Device Enrollment Service Enables devices, such as routers and switches,
to obtain certificates from AD CS.

Online Responder Enables you to manage Online Certificate Status Protocol (OCSP)
validation and revocation checking.

You can use Add Roles and Features in Server Manager to install the required AD CS role
services, as shown later in Figure 4-2. You can also use the following Windows PowerShell
cmdlets to install the required AD CS role services:

Install-AdcsCertificationAuthority Installs and configures the Certification
Authority role service.

Install-AdcsEnrollmentWebService Installs and configures the Certificate Enroll-
ment Web role service.

Install-AdcsEnrolimentPolicyWebService Installs and configures the Certificate
Enrollment Policy Web role service.

Install-AdcsWebEnrollment Installs and configures the Certification Authority Web
Enrollment role service.

Install-AdcsNetworkDeviceEnrollmentService Installs and configures the Network
Device Enrollment role service.

Install-AdcsOnlineResponder Installs and configures the Online Responder role
service.

For example, to install an Enterprise root CA with associated management tools, use the
following command:

Install-AdcsCertificationAuthority -CAType EnterpriseRootCa -IncludeManagementTools
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NEED MORE REVIEW? AD CS DEPLOYMENT CMDLETS IN WINDOWS POWERSHELL

To review further details about deploying AD CS with Windows PowerShell, refer to the
Microsoft TechNet website at https.//technet.microsoft.com/library/hh848387(v=wps.630).aspx.

This section covers how to:

m Choosing between a standalone and an enterprise CA
m Install standalone CAs

m Install an AD DS integrated enterprise CA

m Install offline root and subordinate CAs

m Install and configure an Online Responder

®m Implement administrative role separation

m Configure CA backup and recovery

Choosing between a standalone and an enterprise CA
Windows Server 2016 supports two CA deployment options. These are:

m Standalone You can deploy a standalone CA without AD DS. Standalone CAs are
often deployed as offline root CAs and have the following additional characteristics:

m  Users must request certificates using web enrollment or another manual process.
®m  An administrator must approve all certificate requests.

m Enterprise To deploy an enterprise CA, you require AD DS. Enterprise CAs cannot be
deployed as offline root CAs and have the following additional characteristics:

m CA configuration and registration information is stored in AD DS.

m  Users can request certificates using web enrollment or another manual process, but
can also use autoenrollment and web services.

®m  An administrator does not need to manually approve certificate requests. Instead,
requests can be handled automatically based on configured settings.

Generally, the decision whether to deploy an enterprise or standalone CA is related to
the decision to deploy a single or multiple tier CA architecture, based on a root CA and
subordinate CAs.

NOTE SUBORDINATE CAS

Subordinate CAs are those that issue and manage certificates for users, computers, and
devices. They require a subordinate certificate from their root CA before they can perform
these roles.

Skill 4.1: Install and configure AD CS
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If you intend to deploy only a single tier CA architecture in an AD DS environment, the
usual deployment choice is enterprise CA. If, however, you intend to deploy a multitier CA

CA for the root CA.

architecture, that is, one that relies upon subordinate CAs, it is typical to choose a standalone

\J

EXAM TIP

It is usual practice to take the standalone root CA offline after subordinate CAs have been
issued their certificates.

Installing the Certification Authority role service

Before you can configure the CA, you must install the Certification Authority role service. In

1.
2.
3.

Sign in as a local administrator.

Server Manager, use the following procedure to complete this task:

Open Server Manager, and then on the Dashboard, click Add Roles And Features.

click Next.

Click Next twice, select the local server on the Select Destination Server page, and then

NOTE RESTRICTIONS ON COMPUTER NAME AND DOMAIN MEMBERSHIP

You can’t change the computer name, domain name, or computer domain membership
after you install the Certification Authority role service on a server computer.

4.

On the Select Server Roles page, shown in Figure 4-1, in the Roles list, select the Active Di-
rectory Certificate Services check box, click Next, click Add Features, and then click Next.

fs Add Roles and Festures Wizard

Select server roles

Select ane or more roles to install on the selected server.

Roles

ctive Directory Domain Services
Active Directory Federation Services

v¢ Directory Lightweight Directory Services

irectory Rights Management Services

Health Attestation
DHCP Server (installed)
DNS Server (Installed)
ax Server

miml

ile and Storage Senvices (2 of 12 installed)
Hest Guardian Service
Hyper-V
MultiPoint Services
Metwork Controfler
| Metwerk Policy and Access Services
rint and Document Services
Remote Access
| Ramote Desktop Services
O me Activation Services
(W] Web Sarver (l1S) (8 of 43 installed)

(< preveus | [

_Hea> |

= =]

CESTINATION SERVER
NYC-1.Adstum com

Description

Active Directory Certificate Services
{AD CS) is used to create
certification authorities and related
role services that allow you to issue
and manage certificates used ina
variety of applications.

e ] [

x

FIGURE 4-1 Installing the Active Directory Certificate Services role in Server Manager
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5. On the Select Features page, click Next.
6. On the Active Directory Certificate Services page, click Next.

7. On the Select Role Services page, select the Certification Authority check box, as
shown in Figure 4-2, and then click Next.

NOTE INSTALLING ADDITIONAL ROLE SERVICES

You can also install any additional role services that you require at the same time by select-
ing the appropriate check boxes. You can also add these role services later.

R Add Roles and Features Wizard =i = ®

Select role services T ks

Select the role services to install for Active Directory Certificate Senvices
Role services Description

1l | Certification Authority (CA) is used

ate Enraliment Policy Web Servies to issue and manage certificates.
Ensaliment Wab Sanice Multiple CAs can be linked to form a
[ Certification Autharity Web Enroliment public key infrastructure.
[[] Metweark Device Enrcliment Sarvice

Cnline Responder

Confirmation

|_'¢ Previous ] Next > | nstal Cancel

FIGURE 4-2 Installing AD CS role services with Server Manager

8. On the Confirm Installation Selections page, click Install.

9. After the role service installs, click Close.

9/ EXAM TIP

You can install AD CS role services on Server Core deployments using Windows PowerShell,
or Server Manager remotely.

After installing the Certification Authority role service, you must configure your CA as
either standalone or enterprise. The following sections describe these procedures.
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Install standalone CAs

After you install the Certification Authority role service, you must configure it. From Server
Manager, use the following procedure to install a standalone CA:

1. In Server Manager, on the Dashboard, click the Notifications link on the toolbar.
2. Click Configure Active Directory Certificate Services on the destination server.

3. On the Credentials page, enter the credentials for a user account with at least local
Administrators group membership, as shown in Figure 4-3, and then click Next.

s AD CS Configuration - o b

" DESTINATION SERVER
Credentials NYC-1Adatum.com

Specify credentials to configure role services

To install the following role services you must belong to the local Administrators group:
* Standalone certification authority
* Certi ion Authority Web E
* Onkne Responder
To install the following role services you must belong to the Enterprise Admins group:
* Enterprise certification authority
* Certificate Enroliment Policy Web Service
* Certificate Enrallment Web Senice
* MNetwork Device Enrollment Senvice

Credentials: | ADATUM\Administrator Change...

More about AD CS Server Roles

FIGURE 4-3 Specifying appropriate credentials

4. On the Role Services page, select the roles that you want to configure. In this instance,
select the Certification Authority check box, as shown in Figure 4-4, and then click
Configure.
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e AD €S Configuration - o ®

DESTIMATION SERVER

Role Services NYC Adstum.com
Credanmials Select Role Services to configure
Satup Type Certification Authanty
CATps Certification Authority Web Enroliment
il Online Responder
bt Ky Network Device Enrollment Senvice
Crypiography Certificate Enrollment Web Service
CA Name Certificate Enrollment Policy Web Service
Validity Pesiod

Certificate Database

Confirmation

More about AD CS Server Roles

FIGURE 4-4 Selecting AD CS role services

On the Setup Type page, shown in Figure 4-5, select Standalone CA, and then click
Next.

fEs AD €S Configuration o o x
DESTINATION SERVER
Setup Type NYC1Adatum.com
Credentials Specify the setup type of the CA
Enterprise certification authorities (CAs) can use Active Directory Domain Services (AD DS) to
P simplify the of i CAs do not use AD DS to issue or manage
CAType certificates.
Private Key :
() Enterprisa CA
Cryptography Enterprise CAs must be domain members and are typically onfine ta issue certificatas or
CA Name certificate policies.
yalkfy Pedod ®) Standalans CA
Certificate Database Standalone CAs can be members or a workgroup or domain. Standalone CAs do nat require AD
Confirmatian DS and can be vsed without a network connection (offing).

More about Setup Type

[<previous | [ Nest> Configure | [ Cancel

FIGURE 4-5 Choosing AD CS setup type

On the CA Type page, if this is the first CA, click Root CA, as shown in Figure 4-6, and
then click Next.
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Ea AD €S Configuration - o ®

DESTINATION SERVER
CA Type NYC.Adatum com
Credantials Specify the type of the CA

‘When you install Active Directory Certificate Services (AD CS), you are creating or extending 3
puble key infrastructure (PKI) heerarchy. A root CA is at the top of the PKI hararchy and issuves its
own self-signed certificate. A subordinate CA receives a certificate from the CA above it in the PKI

hierarchy.
Cryptography @ Root CA
CA Nams Root CAs are the first and may be the only CAs configured in a PRI hierarchy.
validity Paricd 7 Sybordinate CA
Certficats Database Subordinate CAs require an establishad PKI hisrarchy and are suthorized to isue certificates by

Confirmatian the CA above them in the hiesarchy.

Mare about CA Type

=]

FIGURE 4-6 Specifying the CA type

7. On the Private Key page, if this is a new deployment, as shown in Figure 4-7, click
Create A New Private Key, and then click Next. If you have an existing key that you
want to use, click Use Existing Private Key. This might be the case if you are reinstalling
a CA and want to maintain continuity with previously issued certificates.

Ea AD €S Configuration - o ®
" DESTINATION SERVER
Private KE:‘y NYC-LAdatum.com
Credantials Specify the type of the private key
Role 5 5
Setup Type To generate and issue certificates to clients, a certification autharity {CA) must have a private ley.
A Typs ®) Create a new private key

se thiz aption if you do not have a private key or want to create & new private key.

Sopéoataphy *) Use euisting private key
CA Name Use this opticn te ensure continuity with previcusly ssued certificates when reinstalling a CA.
Validiyy Fericd Select a gertificate and usa its associated private key

Certficate Dawsbase Selact this option if you have an existing certificate on this computer or if you want to

impaort a certif nd use its assodated private key.

Cenfirmatian
Select an gaisting private key on this computer
Select this option if you have retained private keys from a previous installation or want to
use a peivate key from an alternate source.

Mare about Private Key

e

FIGURE 4-7 Defining the private key of the CA

8. On the Cryptography For CA page, select the appropriate cryptographic provider, key
length, and hash algorithm, as shown in Figure 4-8, and then click Next. Note that the
default values are probably suitable for many deployments.
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T AD C3 Configurstion

Cryptography for CA

= ] x

DESTIMATION SERVER
NYC-LAdatum.com

SDSCiI"‘; the cryptographic options
Select a gryplographic provider:

Key length:
RSA=Micrasoft Software Key Starage Provider * | 2048 kd

Select the hash algerithm for signing certificates issued by this CA:
SHA2%6
SHAZB4
SHAST2
SHAT
MOS ey

] Allow administrator interaction when the private key is accessed by the CA

Mare about Cryptography

< Pravious Dt > Configure Cancel

FIGURE 4-8 Specifying CA cryptographic options

NEED MORE REVIEW? SELECT CRYPTOGRAPHIC OPTIONS

To review further details about the configurable cryptography options, refer to the

Microsoft TechNet website at https://technet.microsoft.com/library/hh831574#crypto.

9. On the CA Name page, enter a common name and distinguished name for the CA, as
shown in Figure 4-9, and then click Next.

T AD C3 Configurstion

CA Name

Setup Typs

CAType

Private Key
Crygtegrachy

Certificate Database

Cenfirmatian

= ] x

DESTIMATION SERVER
NYC-1.Adatum.com

Specify the name of the CA

Type a cammon name o identify this certification authority (CA). This name is added to all
certificates issued by the CA. Distinguished name suffix values are automatically generated but can
be modified.

Commen name for this CA:
Adatur-NYC-1-CA

Distinguished name suffic
DC = Adatum, DCacom

Preyiew of distinguished name:
|EN=Adatum-NYC-1-CA DC=Adatum DC=com

More about CA Name

Configure | | Cancel

FIGURE 4-9 Specifying the CA name
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NEED MORE REVIEW? ESTABLISH A CA NAME

To review further details about CA naming, refer to the Microsoft TechNet website at
https://technet.microsoft.com/library/hh831574.aspx#CAName.

10. On the Validity Period page, shown in Figure 4-10, select the appropriate validity pe-
riod for the certificate that is to be generated for the CA. This must exceed the validity
period for certificates that are to be issued by the CA. Click Next.

= AD C3 Configuration - o ®
o T T . DESTIMATION SERVER
Validity Period NYC-1Adatum.com

Credentals Specify the validity period

Select the yalidity period for the certificate generated for this certification authority (CAk
5 Wears

CA expiration Date: 1/5/2022 8:42:00 AM

The validity period canfigured for this CA certificate should exceed the validity period for the
certificates it will issue.

Maore about Validity Period

[< previous | [ Net> | onfigure | | Cancel ]

FIGURE 4-10 Setting the CA validity period

NEED MORE REVIEW? VERIFY THE VALIDITY PERIOD

To review further details about validity periods, refer to the Microsoft TechNet website at
https://technet.microsoft.com/library/hh831574.aspx#Validity.

11. On the CA Database page, specify the location for the certificate database and related
log files, as shown in Figure 4-11. Click Next.
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T AD C3 Configurstion

CA Database

Cenificate database location:
ChWindows\system3Z\Certlog

Certificate database log focation:
Cryerography CaWindows\system3ZiCartlag
CA Name

Walid! riod

enfirmatian

c

More about CA Database

Specify the database locations

e [ |

= ] *

DESTINATION SERVER
NYC-1 Adatum.com

FIGURE 4-11 Defining the location of the CA database

12. On the Confirmation page, shown in Figure 4-12, verify your configuration choices, and

then click Configure.

e AD €S Configuration

Confirmation

Role Services

Setup Type N
P Certification Authority
CAType CAType:
Private Key Cryptographic provider:
Crypiography Hash Algorithm:
Key Length:

Allow Administrator Interaction:
Certificate Validity Period:
Distinguished Name:
Certificate Database Location:

Certificate Catabase Log
Location:

-~ m] x

DESTINATION SERVER
NYC-LAdatum.com

Credentials To configure the following roles, role services, or features, dick Configure.

(=) Active Directory Certificate Services

Standalone Root

R3A#Microsoft Software Key Storage Provider
SHA256

2048

Disabled

1/5/2022 8:42:00 AM

CM=Adatm-NYC-1-CA DC=Adatum DC=com
CiWindows\system32\Certlog
CAWindows\system32\Certlog

<Breviows | | next>

FIGURE 4-12 Confirming installation choices

13. After configuration is complete, when prompted, click Close.
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Install an AD DS integrated enterprise CA

The procedure for deploying and configuring an enterprise CA is almost identical to the pro-
cess for installing a standalone CA. Use the following procedure to complete the process:

1. Install the Certification Authority role service, and then, in Server Manager, on the
Dashboard, click the Notifications link on the toolbar, and then click Configure Active
Directory Certificate Services on the destination server.

2. On the Credentials page, enter the credentials for a user account with Enterprise Ad-
mins group membership, and click Next.

3. On the Role Services page, select the roles that you want to configure. In this instance,
select the Certification Authority check box, and then click Next.

4. On the Setup Type page, select Enterprise CA, as shown in Figure 4-13, and then click

Next.

fE AD CS Configuration - o X
s — DESTIMATIOM SERVER
setup lype NYC-1Adatum.com

Specify the setup type of the CA

Enterprise certification authorities (CAs) can use Active Directory Domain Services (AD DS} to
simplify the management of certificates. Standalone CAs do not use AD D5 to issue or manage
certificates.

® Enterprise CA
Enterprise CAs must be domain members and are typically online to issue certificates or
certificate policies.

_) Standalans CA
Standalone CAs can be members or a workgroup or domain. Standalene CAs do not require AD
DS and can be used without a network connection (offline).

More about Setup Type

[<rmow ] [Not> ] | Conoue

FIGURE 4-13 Deploying an Enterprise CA

The rest of the configuration is the same as the procedure for deploying a standalone CA.

NOTE CAPOLICY.INF

You can use a CAPolicy.inf file to help automate the configuration of your AD CS server.
This simple text file contains settings that you can use to customize your deployments. For
further information, visit the Microsoft TechNet website at https://technet.microsoft.com/
library/hh831574(v=ws.11).aspx#Anchor 2.
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Install offline root and subordinate CAs

If your root CA is compromised, all certificates issued by the CA, including certificates issued
to subordinate CAs, are also compromised. Essentially, this means that everything in your
organization that relies on digital certificates for security is now at risk. However, as previously
mentioned, if you deploy a standalone CA, you have the option to take it offline. Taking a root
CA offline helps to secure your PKI by reducing the opportunity for it to be compromised.

Considerations for an offline root CA

Before you take your root CA offline, there are several things to consider and several tasks to
perform. These are:

Define a certificate revocation list (CRL) distribution point (CDP) By default,
the CDP resides on the standalone root CA. If this CA is offline, the CDP is inacces-
sible. Define an alternative location and manually copy the CRL information to the
new CDP location.

Define CRL validity period When a CRL expires, you must publish a new CRL and
distribute this to your configured CDPs. If the validity period is short, you must bring
your offline root CA online to create and publish an updated CRL. If you configure a
longer CRL validity period, for example, a year, you need to only bring the offline root
CA online once a year to update and publish your organization’s CRLs.

Define an authority information access (AlIA) point By default, the AIA also
resides on the root CA. Again, if the CA is offline, the AIA is inaccessible. Define an
alternative location and manually copy the AIA information to the new location.

Export the root CA certificate Subordinate CAs require this certificate. You must
export the root CA certificate and subsequently install the root CA certificate on all
subordinate CAs.

Publish the root CA certificate Use Group Policy to publish the root CA certificate
to all client and server computers. An enterprise root CA performs this task automati-
cally, but a standalone root CA does not.

Subordinate CAs You must deploy subordinate CAs; these are responsible for issu-
ing, revoking, and managing certificates in your organization. Subordinate CAs require
an appropriate certificate from the root CA (in addition to the root CA certificate). It
makes sense to deploy the subordinate CAs while the root CA is accessible so that they
can obtain the appropriate certificate from the root CA.

NEED MORE REVIEW? OFFLINE ROOT CA

To review further details about deploying and configuring an offline root CA, refer to

the Microsoft TechNet website at http://social.technet.microsoft.com/wiki/contents/ar-

ticles/2900.offline-root-certification-authority-ca.aspx.
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Configure CRL distribution and AIA points

Before you deploy your subordinate CAs, you must configure both the CDP and AlA locations.
These locations are important for the following reasons:

m A revoked certificate should not be used to provide security and identity servic-

es CDPs enable apps and services that rely on certificates to establish the revocation
status of a certificate by enabling the app or service to find the CRL that is maintained
by your organization’s CAs.

Apps and services must trust issuing CAs If an app or service does not explicitly
trust a CA which issues a certificate, the app or service uses AIA addresses to determine
the validity of the certificate issuing CA. AIA addresses are URLs that define the loca-
tion of the issuing CA’s certificate.

NOTE WHAT'S IN A CERTIFICATE?

Every certificate issued by your CAs contains the CDP and AlA locations. This ensures that
all certificate verifiers in app and services within your organization know where to go to
locate CDP and AIA information.

You can configure CDP and AIA locations by using the following procedure on your root CA:

1.

Sign in as a local administrator (or domain administrator if the server is a domain
member) on your root CA, open Server Manager, click Tools, and then click Certifica-
tion Authority.

In the certsrv — [Certification Authority (Local)] console, shown in Figure 4-14, right-
click your root CA, and then click Properties.

Tl certsry - [Certification Autharity (Local)] - o x
File  Action Wiew Help

T T

T Certification Authority (Local) Mame Description

~ gl Adstum-NYC-1-CA Pl ctaturn-hve-1-cA Certification Authority

~ Revoked Certificates

1 lssued Certificates
Pending Requests

| Failed Requests

FIGURE 4-14 Selecting the Root CA server
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3.

In the Root CA Properties dialog box, on the Extensions tab, in the Select Extension list,

click CRL Distribution Point (CDP), as shown in Figure 4-15, and then click Add.

Adatum-NYC-1-CA Properties ? x

Ervoliment Agents Audiling Fecovery Agente Securily

General Policy Module Exit Module
Extensions Storage Cedificate Managers
Select extension:
| CAL Distribution Point (COF) ~

Specily locations from which users can cbtain & certificate revocation list
[CRL)

ID. ame> <1 ame CN=<ServerShoha:
hilp: /< ServeiDNS N ame> /CetE rvol/<CaN aene> <CRLNameS ulfor> <Delta
file://<ServerDNSName> /CenEnall/<CaN CRLMameSulfie <Deltal]

< >

[ Publish CRLs to this localion

Inghade in all CRLs. Specilies where to publish in the Active Diteclory
when publishing manually.

Inchude in CRLs. Chients use this to find Dela CRL locations.
Inchade in the COP exension of issued certificates
[ Publish Deka CAL to this location

Include in the IDP extension of issued CRLs

oK Benly Hep |

FIGURE 4-15 Configuring the CDP

In the Add Location dialog box, in the Location text box, type the URL for the website

that hosts the CRL. For example, type http://lon-svr2.adatum.com/Cert/.

In the Variable list, click <CaName>, as shown in Figure 4-16, and then click Insert. The

variable is appended to the URL in the Location text box.

Add Location x

A location can be any valid URL or path. Enter an HTTP, LDAP, file address,
of enter a UNC or local path. To insert a variable into the UBL or path, select
the variable below and click Inseit

Location:
|Mtp: Hloresvi2. adatum.com/Ceitd |

Variable: .
<CaName> ~ | Insert

Description of selected variable:

Used in URLs and paths
Inseits the DNS name of the server
Example location: htp://<ServeiDNSMame> /CenEroll/<CaMame:> <CRLNa

ok ][ cance

FIGURE 4-16 Defining the URL for the CDP
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In the Variable list, click <CRLNameSuffix>, and then click Insert.
In the Variable list, click <DeltaCRLAllowed>, and then click Insert.
In the Location box, at the end of URL, type .crl, as shown in Figure 4-17, and then click OK.

Add Location X

Alacation can be any valid URL of path. Enter an HTTP, LDAP. fle address,
of enter a UNC or local path. To insest a vaniable into the URL or path, select
the variable below and click Insest

Location:

512 adatum com/Ceit/<CaName> <CRLN ameSulfos> <D ehaCRLANowed: ci|

Warizble: .
<DehaCRLANowed> v et

Desciiption of selecled variable:

Used in URLs and paths
Substitutes the Delta CAL file name suffx for the CRL file name sulfo, if appn
Example location: hitp://<Serverh /CentEnroll/<CaM CRLNameS:

ok ] [ cancel

FIGURE 4-17 Completing the CDP URL name

On the Extensions tab, as shown in Figure 4-18, select the following check boxes and
then click Apply:

® Include in CRLs. Clients use this to find Delta CRL locations.

® Include in the CDP extension of issued certificates.

Adatum-NYC-1-CA Properties ? x

Erntolment Agents Auditing Recovery Agents Securily

General Policy Module Exdt Module
Extensions Storage Certificate Mansgers
Select extension:
| CALL Distribution Paink (CDF) v

%;f:y lacations from which users can obtain a cedificate revocation list

dap:///CN=<CAT hedM. CRLN .
SME s 2/¢CaN CRLMameSulli
I/ CaMame> < CRLN ameSuffi

iE:" firdowsh 3ALCenSrACenlEnrollvcCaMame> <CCRLN ameSuffon <1
| Suffo> CH=<S5: |

Publsh CRL: o this location

Inghsde in all CALs. Specilies where to publish in the Active Directory
when publishing manualy

[AInclude in the COP extension of issued certiicates
Pyblzh Delta CRLs 1o this location
[ Inchude in the IDP extension of issued CALs

e

FIGURE 4-18 Completing the CDP configuration
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10. Do not restart AD CS when prompted. On the Extensions tab, in the Select Extension
list, click Authority Information Access (AlA), and then click Add.

11. In the Location box, type the URL for the website that hosts the AIA. For example, type
http://lon-svr2.adatum.com/Cert/.

12. In the Variable list, click <ServerDNSName>, and then click Insert. This variable is
added to the end of the typed URL in the Location text box.

13. In the Location box, type an underscore (_) at the end of the URL, then, in the Variable
list, click <CaName>, and then click Insert.

14. In the Location box, click the end of URL, and then in the Variable list, click <Certificat-
eName>, and then click Insert.

15. In the Location box, at the end of URL, type .crt, as shown in Figure 4-19, and then
click OK.

Add Location x

A location can be any valid URL or path. Enter an HTTP, LDAP, file address,
or enter a UNC or local path. To insert a variable into lhe URL or path, select
the variable below and click Insert.

Location:

|w2. adatum com/Cert/<ServeiDNSName>_<CaMames< EertiﬁcaleNam>.cll]

Variable:
<CertificateN ame> ~ Insert

Desciiption of selected variable:

Used in URLs and paths for the Authority Information Access extension
Appends a suffix to distinguish the certificate file name
Example location: file://<ServeiName> ACenEnoll/<SefverName>_<CaNams

ok ] [ conen

FIGURE 4-19 Defining the AIA location

16. As shown in Figure 4-20, select the Include In The AIA Extension Of Issued Certificates
check box, and then click OK. Restart the Certification Authority service when prompted.
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Adatum-NYC-1-CA Properties T X

Ervoliment Agents Auditing Recovery Agents Security

General Pobicy Module Exit Module
Extensions Storage Ceitificate Managers
Select extension:
| Aoy Inlarmation Access (ALA) 2l

Specily locations from which users can obtain the cedificate for this CA.

C\Windows\system32\CenSnACeEntole ServerDNSName> _<CaNarne|
Idap:///CN=<CATuncatedN ame> CN=AlA CN=Publc Key Services,CN=5
bittp: /< ServesDNSName> /CenE nroll/< ServerDMSMName>_<CaName: <Ce
file://<ServerlDNSN /CertErvoll/<ServerDNSName> _<CaName:<Cer|

[inchude in the gnline cendficate status protocel (DCSP) extension

17.

18.

19.
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ok | [CConcel || aonh || Heb

FIGURE 4-20 Completing the AlA location configuration

In the Certification Authority console, expand your Root CA, right-click Revoked Cer-
tificates, point to All Tasks, and then click Publish.

In the Publish CRL window, shown in Figure 4-21, click OK. This creates the required
CRL and AIA information and stores it on the local file system.

Publish CRL X

The latest published Cestificate Revocation List [CRL) iz stll vald. Clients may not
receive a new CRL unti after their cunent one expires.

Type of CAL to publish:

@)ﬂm CRL
Issues ame CRL. which contains up-to-date revocation information
far the

Deka CRL only
an abbrevizsted wversion of the CRL. which containg anfp the updates to

FIGURE 4-21 Publishing the CRL

Ensure that the website that hosts the CDP and AlA is online. Copy the contents,
shown in Figure 4-22, from the C:\Windows\System32\CertSrv\CertEnroll folder on
your Root CA to the website that hosts the CDP and AIA data. For example, copy to
http://lon-svr2.adatum.com/Cert/.
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NOTE WEB SERVER

The CDP and AIA information must be available on a web server. Therefore, when you
copy the contents of the C:\Windows\System32\CertSrv\CertEnroll folder, you must place
the files onto a web server in a folder identified by the URL that you configured. In our
example, place them into a folder called Cert on http://lon-svr2.adatum.com.

i1 = | CertEnroll - o X
Home Share Wiew 0

“— v 4 « Windows » System32 » CertSrv » CertEnroll v O Search CertEnroll y-

L MName Date modifie

# Quick access
I Desktop
1', Downloads o

] Adatum-NYC-1-CA.crl
] NYC-1.Adatum.com_Adatum-NYC-1-CAucrt

=] Documents

= Pictures +

B This PC
Il Desktop
%] Documents
& Downloads

h hasic i
2 items |i: =

FIGURE 4-22 Viewing the CRL information in File Explorer

\’) EXAM TIP

If you are using an Enterprise root CA, the CDP and AIA information is automatically
configured and maintained in AD DS and replicated throughout your AD DS forest.

Export the root CA certificate

It is common to deploy a standalone root CA as part of a workgroup; this means that sub-
ordinates do not trust the certificate used when you deploy the Certification Authority role
service. Consequently, you must export this certificate on the root CA and then, later, install
the certificate on all subordinate CAs. To do this, complete the following procedure:

1. On the root CA in the Certification Authority console, right-click the Root CA in the
navigation pane, and then click Properties.

2. Inthe Root CA Properties dialog box, click View Certificate.
3. In the Certificate dialog box, on the Details tab, click Copy To File.

4. In the Certificate Export Wizard, on the Export File Format page, shown in Figure 4-23,
click DER Encoded Binary X.509 (.CER), and then click Next.
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€ £* Certificate Export Wizard

Export File Format
Certificates can be exported in a variety of file formats.

Select the format you want to use:
@DER encoded binary X509 (CER}
(O Bage-64 encoded X, 509 (.CER)
() Cryptographic Message Syntax fard - PKCS #7 Certificates (.P78)

ertification path if possible

Indude all certificates in th

Personal Info

Incude all certifi an path if possible

key if the export is successful

FIGURE 4-23 Exporting the Root CA certificate to a file

On the File To Export page, click Browse.

In the File name box, type a location that is to be accessible to the subordinate CAs.
This could be a shared folder, or even a USB memory stick.

In the File name box, type a meaningful name for the exported certificate, for example,
type RootCA, click Save, and then click Next.

Click Finish, and then click OK three times.

Install the root CA certificate

On the servers that you intend to use as subordinate CAs, install the root CA certificate in the
Trusted Root Certification Authorities store. To do this, complete the following procedure:

1.

On the target subordinate CA, sign in as a local administrator, and then navigate to the
location where you placed the root CA certificate.

Right-click the certificate, which has a .cer file extension, and then click Install Certificate.
In the Certificate Import Wizard, click Local Machine, and then click Next.

On the Certificate Store page, click Place All Certificates In The Following Store, and
then click Browse.

Select Trusted Root Certification Authorities, click OK, and then, as shown in Figure
4-24, click Next, and then click Finish.
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€ £* Certificate Import Wizard

Certificate Store
Certificate stores are system areas where certificates are kept.

Windows can automatically select a certificate store, or you can specify a location for
the certificate.

(O Automatically sedect the certificate store based on the type of certificate
(@ Place all certificates in the following store

Certificate store:
[Tmsted Root Certification Authorities { Browse... }

FIGURE 4-24 Installing the root CA certificate on a subordinate CA

6. When the Certificate Import Wizard window appears, click OK.

Deploy subordinate CAs

After you have deployed and configured your root CA, you can deploy subordinate CAs.
There are a number of scenarios for deploying subordinate CAs, as shown in Figure 4-25.
These are:

m By certificate purpose You can use certificates for many purposes, including file
encryption, to help secure email, to help secure remote access client, such as those us-
ing virtual private network (VPN) connections. Because you might want to implement
differing issuing policies for certificates for each of these purposes, you can deploy
subordinate CAs, each with distinct certificate purposes. You could then configure
administrative separation based on certificate purpose.

m By location |If your organization spans multiple geographic locations, you could
choose to deploy subordinate CAs based on those locations. Each subordinate would
service client and server computers’ certificate needs within that region. This approach
would enable you to separate administration based on region.

m By business group Your certificate policies might vary according to business group.
In this instance, deploy your subordinate CAs according to the operating divisions or
departments within your organization. This scenario allows you to separate administra-
tion based on department.
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= For load balancing or high availability Deploying multiple subordinate CAs
enables you to help to ensure availability of certificate services. It also enables you
to distribute the workload to help ensure timely responses by the CA servers in your
infrastructure.

= Root
Y. \ Y

. \ 1 '
4 Subordinate
..\\_ .": ' ’

A VPN Email File "\ Euwope  UsA Pacific /

. encryption 2
Certificate e
purpose
N Salles  R&D  Engineering N y

= Business grou ~—_ T balancing B
B High availability

FIGURE 4-25 Choosing a deployment scenario

After you have deployed your root CA and have chosen the appropriate scenario, to de-
ploy a subordinate CA, use the following procedure:

g | EXAM TIP
>/
It is common to deploy an enterprise CA as a subordinate in AD DS environments, as de-
scribed in the following procedure.

1. Install the Certification Authority role service.

2. Configure Active Directory Certificate Services on the destination server as previously
described, and on the Setup Type page, click Enterprise CA, and then click Next.

3. On the CA Type page, click Subordinate CA, and then click Next.

4. Complete the configuration using the guidance previously provided, but on the Certifi-
cate Request page, click Save A Certificate Request To File On The Target Machine, and
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then click Next, as shown in Figure 4-26. You must make this file available to the root
CA later in this procedure. Either place it in a shared folder accessible from the Root

CA, or copy it to a memory stick.

DESTINATION SERVER

Certificate Request LON-SVRZ Adatum.com

Request a certificate from parent CA

You require a certificate from & parent certification autharity (CA) to allow this suberdinate CA te
o issue certificates. You can request a certificate from an online CA or you can store your request to
CA Typs a file to submit to the parent CA.
Privae ey
) Sgnd a certificate request to a parent CA:

Select:

* CAname

Computer name

Crypiography

Certificate Database Farent CA: Select.

Confirmation

File mame: |CALON-SVR2.Adaturn.com_Adatum-LON-SVR2-CAreq

) You must manually get a certificate back from the parent CA to make this CA operational,

More abaut Certificate Request

e AD €S Configuration - o ®

FIGURE 4-26 Saving a certificate request file on a subordinate CA

On the CA Database page, click Next.

On the Confirmation page, click Configure.

On the Results page, read the warning messages, shown in Figure 4-27, and click Close.

s AD CS Configuration = o ®
DESTINATION SERVER
Results LON-SVR2.Adstur.com

The following roles, role services, or features were configured:
(%) Active Directory Certificate Services
Certification Authority A. Configurati ded with ings
A\ The Active Directory Certificate Services installation is incomgplete. To complete the installation,
use the request file "CALON-SVRZ Adatum.com_Adatum-LON-SVR2-CAreq” to obtain 3
certificate from the parent CA Then, use the Certification Authority snap-in to install the
ficate. To complete this . right-click the node with the name of the CA, and then

click Install CA Certificate. The operation completed successfully. 0x0 (WIN32: 0)
Mare about CA Configuration

« Previous Next > Close Cancel

FIGURE 4-27 Viewing configuration results for a subordinate CA
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10.

11.

12.

13.

14.

15.

16.

On the server installed as your root CA, in the Certificate Authority console, right-click
the root CA server, point to All Tasks, and then click Submit New Request.

In the Open Request File dialog box, navigate to the .req file you created in step 4, and
then click Open. You might have placed this file on a shared folder, as shown in Figure
4-28, or it might be accessible on a memory stick, or other removable media.

Open Request File ®
= w A4 o » Network » lon-swr2 » <5 » v & Search ¢§ »
Organize + ew folder 2 @ @
£ Pictures # A Mame - Date modified Ty
3 This PC inetpub
B Desktop PerfLogs
[l Documents Program Files
Program Files (x85)
& Downloads
% Users
d Music Windows
| Pictures | LOM-SVR2.Adatum.com_Adatum-LON-SVR2-CA.req
B videos
e Local Disk (C)
i DVD Drive () §¢
b Metwork

v € >

File name: :i.ON-S\!R.Z.ndalum.(nm_Adalum-LON-S\.'R2 V| Request Files (".req "bt; ".cmc ~

FIGURE 4-28 Opening a request file

In the Certification Authority console, click the Pending Requests container, right-click
Pending Requests, and then click Refresh. You should see a request that is a result of
the open request action you just performed. In the details pane, right-click the request
(which has an ID of 2), point to All Tasks, and then click Issue.

You must now export the issued request and import it on your subordinate CA. In the
Certification Authority console, click the Issued Certificates container.
In the details pane, double-click the certificate, click the Details tab, and then click

Copy To File.

In the Certificate Export Wizard, on the Export File Format page, click Cryptographic
Message Syntax Standard — PKCS #7 Certificates (P7B), select the Include All Certifi-
cates In The Certification Path If Possible check box, and then click Next.

On the File To Export page, enter a location that is accessible from the subordinate CA,
and then type a meaningful name for the file, and then click Next, and complete the
export process.

Switch to the subordinate CA, and in Server Manager, click Tools, and then click Certifi-
cation Authority.

In the Certification Authority console, right-click the local server, point to All Tasks, and
then click Install CA Certificate.
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17. In the Select File To Complete CA Installation dialog box, navigate to the location of
the certificate you just exported in step 13. Double-click the PKCS #7 Certificates file,
as shown in Figure 4-29. You can now start the CA on the subordinate CA server.

il Select file to complete CA installation X
= v 4 iy » ThisPC > Local Disk (C:) » v Search Local Disk (C o
Organize « New folder Bz ™M @
Name Date modified Type
# Quick access
inetpub File folder
I Desktop P )
PerfLogs File folder
¥ Downloads Program Files File folder
% Documents Program Files (x86) File folder
=/ Pictures Users File folder
3 This PC . Windows File folder
[l subCA PKCS #7 Certificates
¥ Network
< >
File name: ISubCA ~ | |PKCS#7 (".p7b) ~
Open Cancel

FIGURE 4-29 Installing the subordinate CA certificate

After you have completed the deployment of your subordinate CAs, you can shut down
the root CA.

Publish the root CA in AD DS

If you configured your subordinates in an AD DS environment, you should publish the root
CA certificate to all client and server computers in your domain by using Group Policy. Use
the following procedure to complete this final task:

1. On adomain controller, open Group Policy Management.
2. Inthe Group Policy Management Console, open the Default Domain Policy for editing.

3. Inthe Computer Configuration node, navigate to Policies, Windows Settings, Security
Settings, Public Key Policies, Trusted Root Certification Authorities, as shown in Figure
4-30.
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Trusted Root Centification Authorities store contains no centificates.

FIGURE 4-30 Using Group Policy to publish the Root CA certificate

4. Right-click Trusted Root Certification Authorities, click Import, and then click Next.

5. Navigate to the place where you stored the exported root CA, and double-click the
certificate file. This has a .cer file extension.

6. Click Next two times, and then click Finish.
7. In the Certificate Import Wizard dialog box, click OK.

8. You can close the Group Policy Management Editor, and the Group Policy Manage-
ment Console.

Install and configure an Online Responder

Online responders can provide certificate revocation information and offer an alternative to
using CRLs. Because online responders provide revocation status about a specific certificate
rather than all certificates, they offer several advantages over CRLs, as follows:

m Provide better support for remote clients Computers that connect remotely, for
example, over a VPN, might lack the bandwidth to download the entire CRL to check a
single certificate.

m Avoid excessive network activity During certain times of the day, for example,
when users sign in, your network handles peaks in certificate revocation checking.

= Improve revocation checking throughput Rather than provide an entire CRL to
check a single certificate, placing unnecessary load on your PKI, using an online re-
sponder enables you to provide only the required revocation checking data.
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NEED MORE REVIEW? HOW ONLINE RESPONDERS WORK

To review further details about OCSP, refer to the Microsoft TechNet website at
https://technet.microsoft.com/library/cc731001(v=ws.11).aspx.

Install the Online Responder role service

You can install the Online Responder role service to provide online responder function in
Windows Server 2016. To add the Online Responder role service, use the following procedure:

1.
2.
3.

5.

Sign in as a local administrator on your CA server and open Server Manager.
Click Manage, and then click Add Roles And Features.

Click through the wizard, and on the Server Roles page, expand Active Directory
Certificate Services, and then select the Online Responder check box.

Because OCSP uses HTTP to handle revocation requests, you must install several Web
Server components. In the Add Roles And Features Wizard dialog box, in the Add Fea-
tures That Are Required For Online Responder list, click Add Features, and then click
Next.

Complete the wizard to install the Online Responder role service.

\) EXAM TIP

Do not combine the Online Responder role service on the same server computer that hosts

the Certification Authority role service.

Configure the Online Responder role service

After the role service is installed, use the following procedure to configure the Online Re-
sponder role service:

1.

2.

3.
4.

In Server Manager, in Notifications, click Configure Active Directory Certificate Services
on the destination server.

In the AD CS Configuration Wizard, on the Credentials page, enter the required cre-
dentials to perform the configuration. These should be set to at least Local Administra-
tor. Click Next.

On the Role Services page, select the Online Responder check box, and click Next.

Click Configure, and when prompted, click Close.

You must also issue the OCSP Response Signing certificate template. To do this, complete
the following steps:

1.
2.
3.

In the Certification Authority console, right-click the Certificate Templates node.
Point to New, and then click New Certificate Template To Issue.

In the Enable Certificate Templates dialog box, locate the OCSP Response Signing
Certificate, and then click OK.
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Finally, you must create a revocation configuration for the online responder:
1. In Server Manager, click Tools, and then click Online Responder Management.

2. Inthe navigation pane, right-click the Revocation Configuration node, and then click
Add Revocation Configuration.

3. Inthe Add Revocation Configuration Wizard, click Next.

4. On the Name The Revocation Configuration page, type a name of the configuration,
and click Next.

5. On the Select CA Certificate Location page, click the option for the location of your
CA certificate, and then click Next. Choose from:

m Select A Certificate For An Existing Enterprise CA (default)
m Select A Certificate From The Local Certificate Store
m Import Certificate From A File

6. On the Choose CA Certificate page, select the certificate that you want to use, and
click Next.

7. On the Select Signing Certificate page, shown in Figure 4-31, choose from the fol-
lowing options, and then click Next:

m  Automatically Select A Signing Certificate (default)
m  Manually Select A Signing Certificate

m Use The CA Certificate For The Revocation Configuration

Add Revocation Configuration ? X
e 2

"% Select Signing Certificate

5
=

Getting started with addi... Revocation information is signed before it is sent to a client. The Online Responder can
select a signing certificate ically, or you can lly select a signing
certificate for each Online Responder.

Mame the Revocation Co...

Select CA Certificate Loca... © Automatically select a signing certficate

Chaose CA Certificate [ Auto-Enroll for an OCSP signing certificate
Select Signing Certificate Certification authority: |LON-SVRZ Adatum.com\Adatum-LON-SVR2-CA
Revecation Provider 8
rowse...
Certificate Template:  OCSPResponseSigning "

() Manually select a signing certificate
Note: You will need to specify a signing certificate for each member in the
Online Responder Array.

(O Use the CA certificate for the revocation configuration

< Previous Next » Finish Cancel

FIGURE 4-31 Adding a revocation configuration
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8. On the Revocation Provider page, click Provider, and in the Revocation Provider
Properties dialog box, enter the location of the CRLs. For example, click Add, type
http://lon-svr2.adatum.com/cert/Adatum-NYC-1-CA.crl and then click OK twice.

9. Click Finish.

NEED MORE REVIEW? CREATING A REVOCATION CONFIGURATION

To review further details about configuring an online responder, refer to the Microsoft
TechNet website at https://technet.microsoft.com/library/cc731099(v=ws.11).aspx.

Implement administrative role separation

While it is common in small organizations for a single group of administrators to perform
all administrative tasks in a network, as an organization grows, this approach becomes less
suitable. For this reason, you should consider separating the administration of your AD CS
architecture into distinct roles, each with responsibility for different aspects of AD CS man-

agement. For example: CA administration, certificate management, backup management, and

auditing.

Windows Server 2016 does not provide built-in roles for AD CS administration; you must

create these yourself. It is recommended that you create appropriately named security groups

in AD DS and assign the required administrative roles to the respective groups by using AD
CS permissions. Use the information in Table 4-1 to help plan the required groups.

TABLE 4-1 Administrative role separation

Role or
Group Name

CA Admin

Certificate
Manager

Backup
Operator

Auditor

Ad CS Permissions

Manage CA

Issue and Manage Certificates

B Back up file and directories.
B Restore file and directories.

Manage auditing and security log

Explanation

B This is a CA role and includes the ability to:
B Assign all other CA roles.
B Renew the CA certificate.
B Configure and maintain the CA.
B Assign these permissions using the Certification
Authority console.

B This is a CA role and enables members to issue
and manager certificates, including approving
certificate enrollment and revocation requests.

B Assign these permissions using the Certification
Authority console.

B Perform system backup and restore operations.

B Built-in to the operating system.

B Enables members to configure and maintain
audit logs.

B Built-in to the operating system.

Skill 4.1: Install and configure AD CS

269


http://lon-svr2.adatum.com/cert/Adatum-NYC-1-CA.crl
https://technet.microsoft.com/library/cc731099(v=ws.11).aspx
https://technet.microsoft.com/library/cc731099(v=ws.11).aspx
https://technet.microsoft.com/library/cc731099(v=ws.11).aspx
https://technet.microsoft.com/library/cc731099(v=ws.11).aspx

\) EXAM TIP

By default, the local Administrators group has Manage CA, and Issue and Manage Cer-
tificates permissions. In enterprise CAs, the Domain Admins Global Security Group and
the Enterprise Admins Universal Security Group has Manage CA, and Issue And Manage

Certificates permissions.

To configure the required permissions for any groups that you create, use the Certification
Authority console, as described in the following procedure:

1. Inthe Certification Authority console, right-click your CA, and then click Properties.
2. Inthe CA Properties dialog box, click the Security tab.

3. Add the required groups and then, in the Permissions list below, configure the de-
sired permissions for each group.

The exact groups that you establish and the roles that you assign to those groups vary
depending on your AD CS deployment and what you want to achieve in terms of administra-
tive separation. For example, consider the following scenario.

You have deployed a standalone root CA that is a member of an AD DS domain and two
enterprise subordinate CAs, one of which issues user certificates, while the other issues com-
puter certificates. You want a single group to have both CA admin and Certificate manager
permissions on all CAs in your organization, and another group that has CA admin and Cer-
tificate manager permissions only on the two subordinate CAs.

To set up role-based administration to support this scenario, perform the following steps:

1. Using Active Directory Users And Computers, create the following security groups in
AD DS:

m Enterprise CA Admins

m Subordinate CA Admins
m User Cert Managers

m Computer Cert Managers

2. Onall CAs, assign the Enterprise CA Admins group both the Manage CA and Issue And
Manage Certificates permissions as described above.

3. On both subordinate CAs, assign the Subordinate CA Admins group the Manage CA
and Issue And Manage Certificates permissions.

4. On the subordinate CA for user certificates, assign the User Cert Managers group the
Issue And Manage Certificates permission, as shown in Figure 4-32.
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FIGURE 4-32 Configuring AD CS administrative role separation with permissions

Then, on the Certificate Managers tab of the CA properties, shown in Figure 4-33,
restrict the User Certificate Managers group to only the User certificate template:

A. Click Restrict Certificate Managers. The configured security groups display in the
Certificate Managers: (configured on the Security tab) list.

B. Click Add, and in the Enabled Certificate Templates dialog box, select the User

certificate, and click OK.

C. In the Certificate Templates list, click All, and then click Remove.

D. Click OK.

Skill 4.1: Install and configure AD CS

CHAPTER 4

271



272

NEED MORE REVIEW? IMPLEMENT ROLE-BASED ADMINISTRATION

To review further details about implementing AD CS administrative role separation, refer to the
Microsoft TechNet website at https.//technet.microsoft.com/library/cc732590(v=ws.11).aspx.

Adatum-LOM-SVR2-CA Properties ? X

General Policy Module Exit Module
Enroliment Agents Audting Recovery Agents Securty
Bxtensions Storage Certificate Managers

(O Do not restrict cedficate managers
(®) Restrict ceficate managers

Certificate Managers:(configured on the Secunty tab)
| ADATUM"\Domain Admins

| ADATUM\Enterprise Admins

| BUILTIN\Adminéstrators

ADATUM\User Cett Manage

Cedfficate Templates:

= __ T
| Remove

Name Access | Add..
Everyone Allow T

] Deny

ok | [Cancel ]| ooy Heb

FIGURE 4-33 Restricting certificate managers

On the subordinate CA for computer certificates, assign the Computer Cert Manag-
ers group the Issue And Manage Certificates permission. Then restrict the Computer
Cert Managers group to only the Computer certificate template.

Configure CA backup and recovery

Given the importance of certificates in helping to secure your organization’s app and services,
it is vital that you know how to back up and restore your CAs. You can use the Certification
Authority console, Windows PowerShell, and the Certutil.exe command-line tool to perform
both backup and restore operations.

Backing up the CA

To back up your CA using the Certification Authority console, use the following procedure:
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1. Inthe navigation pane, right-click the CA, point to All Tasks, and then click Back Up CA,
as shown in Figure 4-34.

L) certsry - [Certification Autherity (Local)] - [m] X
File Action View Help

ez H v e

_5 cmu"“ﬁ ._Na:e Description
> @i Adatum-LON-Svy=2 rnMTw 8 . — i
Refresh Stop Service
Properties Submit new request...
Help Back up CA..
Restore CA...
Renew CA Certificate...

Contains actions that can be performed on the item.

FIGURE 4-34 Backing up your CA

2. In the Certification Authority Backup Wizard, click Next, and then on the Items To Back
Up page, shown in Figure 4-35, select the Private Key And CA Certificate and Certifi-
cate Database And Certificate Database Log check boxes.

Certification Authority Backup Wizard x
ftems to Back Up |
You can back up individual companents of the certification authorty data. ﬁﬁ

k .

Select the items you wish to back up:

¥ Private key and CA cerificate

[V Cedificate database and cedificate database log
[ Perform incremental backup

Back up to this location:

ic:\baclmp[ Browse. . |

Note: The backup directory must be empty.

FIGURE 4-35 Specifying CA backup options
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3. If you have performed backups previously, you can choose the Perform Incremental
Backup option.

4. Define a location for your backup to be stored, and then click Next.

5. On the Select A Password page, enter a password to protect the security of your
backup files, and then click Next.

6. Click Finish.

To back up your CA from the command-line, use the following command:

Certutil -Backup c:\Backup

To use Windows PowerShell to back up your CA, use the Backup-CARoleService cmdlet.

Restoring your CA

To restore your CA using the Certification Authority console, use the following procedure.

\) EXAM TIP

Note that the Active Directory Certificate Services service cannot be running during a

restore operation.

1. Inthe navigation pane, right-click the CA, point to All Tasks, and then click Restore CA.
2. When prompted, click OK to stop the AD CS services running on your server.

3. In the Certification Authority Restore Wizard, click Next, and then on the Items To
Restore page, select the Private Key And CA Certificate and Certificate Database And
Certificate Database Log check boxes.

4. Specify the location of your backup files, and then click Next.
5. Enter the password that was used to protect the backup files, and click Next.
6. Click Finish to complete the procedure.

To restore your CA from the command-line, use the following command:

Certutil -Restore c:\Backup

To use Windows PowerShell to back up your CA, use the Restore-CARoleService cmdlet.
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Skill 4.2: Manage certificates

Deploying and configuring CAs as part of your PKl is only part of the story. It is also necessary
for you to configure and manage certificate templates, certificates, autoenrollment, and key
archival and recovery.

This section covers how to:
= Manage certificate templates
®m Implement and manage certificate deployment, validation, and revocation

m Configure and manage key archival and recovery

Manage certificate templates

You can use digital certificates for many different purposes. Certificate templates enable
you to define these purposes, and also how users or computers can request specific certifi-
cates. You can quickly and easily create new certificates templates using both graphical and
command-line tools.

Template versions

Windows Server 2016 supports four different template versions. These template versions have
different features and characteristics, as described below:

m Version1l Created by default when you install the Certification Authority Role
Service. You can make only limited changes to version 1 templates; specifically, the
certificate permissions.

EXAM TIP

Autoenrollment is not available for version 1 templates.

m Version 2 Several version 2 templates are created automatically when you install the
Certification Authority Role. You can modify these templates, or create your own ver-
sion 2 templates as your needs dictate.

m Version 3 Support more advanced features, including Cryptography Next Genera-
tion (CNG).

m Version 4 Available since Windows Server 2012, provides for newer features, includ-
ing support for cryptographic service providers (CSPs) and for key storage providers.
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Managing template security

You can use template security to determine which users have what level of access to tem-
plates. Access is defined using the Security tab on the Template Properties dialog box, and
includes the following permissions:

m Read Enables a user or computer to read the properties of a template when enrolling
a certificate.

\}) ExamTiP

Ensure that the default Read permission for the Authenticated Users group is not removed
from a template.

m Write Enables a user or computer to modify the template properties.

m Full control Enables users to modify all properties of the template, including the
security settings for the template.

m Enroll Assuming that the user, or computer, has the Read permission, the Enroll per-
mission enables a user or computer to enroll a certificate based on a template.

m Autoenroll If the user, or computer, has the Read and Enroll permissions, the Autoenroll
permission enables a user or computer to enroll a certificate using autoenrollment.

\}) ExamTiP

Always assign permissions on templates to global or universal security groups because the
certificate templates are stored in AD DS.

Managing other template properties

Aside from the security settings that determine whether a user or computer can read, modify,
and enroll a certificate based on a template, you can also configure the intended certificate
purpose by modifying a template. By default, when you deploy the CA server role, Windows
Server 2016 installs several templates, most with multiple purposes, as shown in Figure 4-36.
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FIGURE 4-36 Viewing default templates

When planning to create or modify templates, you must consider several factors, including

the following:

®  What the certificate is for

m  What methods are required for users or computers to submit a valid certificate request

m The key length and validity period for certificates

m The enrollment process and requirements

EXAM TIP

Certificates can be single purpose or multipurpose. Multipurpose certificates are used to

simplify administration; for example, when all users require a certificate to achieve three

things, such as email signing, EFS, and smart card sign in, it can make sense to combine

these purposes in a single certificate.
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Creating and managing a template

To create and manage certificate templates, from the Certification Authority console, right-
click the Certificate Templates node, and then click Manage. For example, to create a new
template based on the existing User template, use the following procedure:

1. In the Certificate Templates Console, shown in Figure 4-36, right-click the User tem-
plate, and then click Duplicate Template.

2. Inthe Properties Of New Template dialog box, on the General tab, shown in Figure
4-37, in the Template Display Name box, type a meaningful name for your new tem-
plate. For example, type Standard A Datum User Template.

Properties of New Template x

Subject Name Server Issuance Requirements
Superseded Templates Exensions Security
Compatbity General Request Handing Cryptography = Key Altestation

Template display name:
[Standard A Datum User Template] |

Template name:
|SlandandﬁDm\mLherTmp!ate

Validity period: Renewal pedod:

1| years ~ " 6|[weeks ~

[ Publish cedficate in Active Directory
[[] Do not automatically reenroll f a dupbcate cerificate exists in Active
Directory

o | o] o | e

FIGURE 4-37 Configuring a template’s General properties

3. Configure the Validity and Renewal periods.

4. On the Request Handling tab, shown in Figure 4-38, configure the intended purpose in
the Purpose list, and then configure the enrollment settings. Choose between:

m Enroll Subject Without Requiring Any User Input (default)
m Prompt The User During Enrollment

m Prompt The User During Enrollment And Require User Input When The Private Key
Is Used
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Superseded Templates Exensions Security
Compatibity General Request Handing Cryplography = Key Attestation
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Delete revoked or expired certificates (do not archive)
[ Include symmetric algorthms allowed by the subject
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new key cannot be created (7)

Do the following when the subject is enrolled and when the private key
associated with this cedificate is used:
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O Prompt the user during enroliment

Ommwmmmmﬁawhwmm
private key is used

* Control is disabled due to compatibilty settings.

ok | [Cconcel ][ ooy || veb

Properties of New Template x

FIGURE 4-38 Configuring request handling options

Click the Security tab. Add any additional groups that require permissions on the tem-
plate, and then configure the required permissions. For example, to enable all users to
enroll and autoenroll certificates for this template, click Authenticated Users, and then
in the Permissions For Authenticated Users section, enable the Enroll and Autoenroll

Allow check boxes, as shown in Figure 4-39.
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Compatibity General Request Handling Crypt by Key Attestation
Supersaded Templates BEdensions Securty
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S Domain Admins (ADATUM\Domain Admins)
H2 Domain Users (ADATUM\Domain Users)
H8 Enterprise Admins (ADATUM\Enterprise Admins)
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FIGURE 4-39 Configuring template security

6. On the Issuance Requirements tab, shown in Figure 4-40, configure any requirements.
For example, if you require CA Manager Approval, select the CA Certificate Manager
Approval check box.
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Properties of New Template
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Policy type required in signatuire:
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FIGURE 4-40 Configuring template issuance requirements

On the Extensions tab, shown in Figure 4-41, if you want to modify the template’s
intended purpose(s), click Application Policies in the Extensions Included In This Tem-

plate list, and then click Edit.
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FIGURE 4-41 Modifying a template’s purpose

8. In the Edit Application Policies Extension dialog box, shown in Figure 4-42, click Add.

Edit Application Policies Extension X
An application policy defines how a certificate can be
used.

Application polides:

Client Authentication
Server Authentication

[(Imake this extension critical

ok | concel

FIGURE 4-42 Modifying a template’s purpose
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9. Select any additional purposes from the Application Policies list. Click OK twice.
10. In the Properties Of New Template dialog box, click OK.

To make the template available, switch to the Certification Authority console, and then use
the following procedure:

1. Right-click the Certificate Templates node.
2. Point to New, and then click New Certificate Template To Issue.

3. Inthe Enable Certificate Templates dialog box, locate the template you created, and
then click OK.

Modify or supersede?
To modify a template, duplicate an existing template that closely matches your require-
ments, and then modify the intended purpose(s), or other properties of your duplicate, as
described above. Ensure that you give the duplicate a meaningful name that best describes its
purpose(s).

When you update a certificate template, you can choose to modify the original template
or you can choose to supersede existing templates.

m Modify Modification is used when you want to change the original certificate
template, perhaps because you want to add a new purpose to it, or change its secu-
rity settings. After you make the modification, all new certificates issued based on the
template reflect the changes you made.

m Supersede You might choose to supersede certificate templates in the situation
where you have multiple templates that have similar (or identical) purposes. In this
scenario, after you have superseded the various old templates, your new template
replaces them. Any users that have older certificates are issued new certificates.

Implement and manage certificate deployment, validation,
and revocation

After you have planned and created your certificate templates, you can begin the process of
deploying and managing certificates to support your organization'’s security needs. As part
of this process, you must consider how best to make certificates available to your users (and
their computers).

When a user or computer obtains a certificate, this is referred to as enroliment. There are
several certificate enrollment methods available:

m Manual Asthe name suggests, when a user requires a certificate, they perform a
manual procedure to obtain it. Typically, the user generates the request locally on
their computer, and then transfers the request file to the CA for processing. Assum-
ing the request is valid, the CA issues the appropriate certificate, which must then be
transferred back to the requesting user for installation. Users can use the Certificates
console or the Certreqg.exe command-line tool to perform manual enrollment.

Skill 4.2: Manage certificates
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‘g EXAM TIP

Manual enrollment is used when the user cannot communicate directly with the CA.

m Autoenrollment This is perhaps the most convenient form of enrollment because
it requires no user intervention. After you have configured autoenrollment through
Group Policy for the certificate, AD DS domain member computers can use this
method for requesting, retrieving, and renewing their certificates. Where possible, this
is the preferred method for enroliment.

m Web enrollment Users can request and retrieve their certificates by using a web site
on the CA. The user signs in to the website and selects the appropriate template. As-
suming all enrollment conditions are met, the CA issues the certificate. To enable this
enrollment method, you must install the Certification Authority Web Enrollment role
service on your CAs. If you are unable to use autoenrollment, web enrollment is a good
alternative.

m On behalf Not all users are skilled at using the tools required to request and install
certificates. For this reason, you can use the enrollment on behalf method. This might
be appropriate when a manager is installing certificates for users to enable smart card
authentication. To use enrollment on behalf, you must create an enrollment agent; this
is a user account that is used to request certificates on behalf of other users.

EXAM TIP

To enable the enrollment agent, the designated user account must hold a certificate based
on the Enrollment Agent template. Microsoft recommends that you only publish this tem-
plate on your CAs when you need to create an enrollment agent.

The method(s) you choose depend upon your organizational requirements and the PKI
components that you have in place.

Manage certificate enrollment and renewal for computers and users
using Group Policies
Autoenrollment offers many benefits for the CA administrator, chief among these being the

relative simplicity of establishing the certificate infrastructure. Autoenrollment enables your
users (and computers) to obtain and renew certificates without user intervention.

EXAM TIP

Autoenrollment is not available with standalone CAs. You must implement an enterprise
CA to configure autoenrollment. However, as previously discussed, you can implement an
offline standalone root CA with enterprise subordinate CAs.

Implement Active Directory Certificate Services



Consider implementing Group Policy-based enrollment in situations where all users and
computers require the same certificate(s), for example, to provide for user or computer au-
thentication.

To enable autoenrollment, you must sign in to your enterprise CA as a member of either
the Domain Admins global security group, or the Enterprise Admins universal security group.
Any certificates that you want to autoenroll must be based on a certificate template on which
you have assigned the Autoenroll permission. Finally, you must configure the required Group
Policy Object (GPO) settings to enable autoenroliment.

To perform this last step, use the following procedure:

1.
2.
3.
4.

On a domain controller, sign in as a member of Domain Admins.
In Server Manager, click Tools, and then click Group Policy Management.
Locate the Default Domain Policy and open it for editing.

In the Group Policy Management Editor dialog box, navigate to Computer Configu-
ration, Policies, Windows Settings, Security Settings, Public Key Policies, as shown in
Figure 4-43.

[ Group Policy Management Editor - O X
File Action View Help
x| 2w c=|HE

v B Security Settings ~ || Object Type

> 5 Account Policies ) Encrypting File System
> @ Local Policies 5 y

= 1 Data Protection
» (] Eventleg

> [ Restricted Groups
> g System Services

I BitLocker Drive Encryption
I BitLocker Drive Encryption Network Unlock Certificate
“| Automatic Certificate Request Settings

> @ Registry = o =

5 -3 File System T-Tm;t!d Root Certification Authorities

5 Tl Wired Metwork (IEEE 802.3) Policies | Enterprise Trust

5 [ Windows Firewall with Advanced Sec || — Intermediate Certification Autheriti

] Metwork List Manager Policies — Trusted Publishers

5 [a Wireless Network (IEEE 802.11) Polici | Untrusted Certificates

v [ Public Key Policies I Trusted People
] Encrypting File System [ 75 Certificate Services Client - Certificate Enroliment Policy
| Data Protection 5] Centificate Path Validation Settings
| BitLocker Drive Encryption [73] Certificate Services Client - Auto-Enroliment

" BitLocker Drive Encryption Netwc
| Automatic Certificate Request 5S¢
| Trusted Root Certification Author

_| Enterprise Trust

1 Intermediate Certification Author
] Trusted Publishers
1 Untrusted Certificates
_| Trusted People

FIGURE 4-43 Enabling autoenrollment in GPO

In the details pane, double-click Certificate Services Client - Auto-Enrollment. The
Properties dialog box opens, as shown in Figure 4-44.

Configure the following items, and then click OK:

m In the Configuration Model list, click Enabled.

Skill 4.2: Manage certificates

285



m Select both the Renew Expired Certificates, Update Pending Certificates, And Re-
move Revoked Certificates and Update Certificates That Use Certificate Templates
check boxes.

Certificate Services Client - Auto-Enrollment Properties 1 o

Enrolment Policy Configuration

Enroll user and computer certificates automatically

Gonfiguration Model: Enabled ~
FlRenew expired update pending d
revoked certificates

[]lpdate certificates that use cerificate templates;

Leg expiry events and show expiry when the of
remaining certificate ifetime is

M10E =

Additional stores. Use *,” to separate multiple stores. For example:
“Store 1, Store2, Store3”

I

FIGURE 4-44 Configuring autoenrollment settings

You can also configure the certificate enrollment policy in the same GPO node. To com-
plete this task, in the Group Policy Management Editor:

1. Inthe details pane, double-click the Certificate Services Client — Certificate Enrollment
Policy value.

2. In the Certificate Services Client — Certificate Enrollment Policy dialog box, in the Con-
figuration Model list, click Enabled, as shown in Figure 4-45.

Certificate Services Client - Centificate Enreliment Pelic.. 7 x
Enrolment Policy
Configuration Model; |Enabled v
Certificate grroliment poficy list

Default  Mams Automatic Enroliment
=) Active Directory Envollmen...  Enabled

Agd... [ Remove... Properties

Addibonal certficate enroliment policy
[ Disable yser configured enralment policy servers

(o ] ot [ moo

FIGURE 4-45 Configuring enrollment policy settings
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The Active Directory Enrollment Policy is automatically Enabled.

If you want to configure additional enrollment policy servers, click Add, and in the Cer-
tificate Enrollment Policy Server dialog box, shown in Figure 4-46, enter the enrollment

policy server’s URI, and then click Validate Server. Click Add.

B Certificate Enroliment Policy Server *

Centficate enroliment policy server corfiguration

Enter LR for a ceficat dment policy server and the comect auth type. then
click Vabdate Server

[Jilise defauit Active Directory domain controber URE Cofiqura Friandly Nama
[Enter enroliment policy server URI:

Authentication bpe

Windows integrated w Vabdste Sarver
[ Prioty = Defaut

Cedficate enroliment policy properties

Information regarding the validation of the server URI wil be presented below. Ensure that the
properies retumed from the server match the expected values before proceeding

Add Cancal

FIGURE 4-46 Configuring enrollment policy settings

5. Click OK, and then close the Group Policy Management Editor.

NEED MORE REVIEW? MANAGE CERTIFICATE ENROLLMENT POLICY BY USING
GROUP POLICY

To review further details about managing certificate enrollment with GPOs, refer to the

Microsoft TechNet website at https.//technet.microsoft.com/library/dd851772(v=ws.11).aspx.

Certificate revocation

Certificate revocation allows you to indicate that a certificate is no longer valid. When you
revoke a certificate, information about the revocation is stored in the CRL. Client and server
computers can access the published CRL either directly, or via an online responder, as dis-

cussed earlier in this chapter.
Typical reasons to revoke a certificate include:
m The certificate’s key has been compromised.
m Theissuing CA has been compromised.
m The certificate is no longer valid for its intended purpose.
m The certificate has been superseded.

m The user or computer no longer qualifies to use the certificate.

Skill 4.2: Manage certificates
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To revoke a certificate, in the Certification Authority console:

1. Inthe Issued Certificates folder, in the Details pane, right-click the certificate that you
want to revoke.

2. Point to All Tasks, and then click Revoke Certificate.

It is important that certificate revocation information is maintained accurately. Changes
must be published to the CRL, and you can configure the publishing interval from within the
Certification Authority console:

1. Right-click Revoked Certificates folder, and then click Properties.

2. Inthe Revoked Certificates Properties dialog box, shown in Figure 4-47, on the CRL
Publishing Parameters tab, configure the appropriate CRL Publication Interval and
Publish Delta CRLs Interval.

3. Click OK.

Revoked Certificates Properti T X

CRL Publishing Parameters  \iew CRLs

A Cedficate Ry tion List (CRL) describ i that clients should
consider invalid.
CRL publication interval: E Weeks -
Neoxt update: 171972017 2:44 AM
[~ Pubkish Dexta CRLs
Publication interval: D Days =
Neat update: 11472017 2:44 AM

oK sovl e

FIGURE 4-47 Configuring CRL publishing intervals

Configure and manage key archival and recovery

It is vitally important that digital certificates and their corresponding keys are kept secure. If
you lose the keys that were used to encrypt data files, you might no longer be able to access
those data files.

Keys can be compromised in the following situations:

m You reinstalled the operating system.
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m A hard disk is corrupted.

m A user's computer is stolen or lost.

m A user desktop profile is corrupted or deleted.

To help protect against data loss arising from the loss of keys, you can configure key archi-
val and key recovery agents. Key archival must be enabled both on the CA and on the specific
certificate templates. To enable key archival, you must also enable a key recovery agent; this
requires that you install a key recovery agent certificate in the context of the user account

that you want to enable as a key recovery agent.

Enabling and configuring a key recovery agent

Use the following procedure to enable and configure a key recovery agent. Start by enabling

the Key Recovery Agent certificate template:

1.
2.
3.

Open the Certificate Template console, and locate the Key Recovery Agent template.

Right-click this template, and then click Properties.

On the Issuance Requirements tab, shown in Figure 4-48, clear the CA Certificate
Manager Approval check box, and then click OK.

Key Recovery Agent Properties ? x
Temp i Security Server
General Compatibiity Request Handing Cryplography  Key Attestation
Subject Name lssuance Requirements
Require the following for envoliment:
T -
[ This number of authorized signatures:

¥ you require more than one signature, autoenroliment is not allowed

FRemove

Require the following for reenroliment:

Same a as for envoliment

ok || Concel || oy || Hep

FIGURE 4-48 Configuring the key recovery agent template

Switch to the Certification Authority console.

Right-click Certificate Templates, point to New, and then click Certificate Template
To Issue.
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6.

In the Enable Certificate Templates dialog box, select the Key Recovery Agent tem-
plate, and then click OK.

Next, enroll a certificate using the Key Recovery Agent Template. Open the Certificates
console and enroll a Key Recovery Agent certificate:

1.
2.
3.
4.

5.

6.

Run mmc.exe and add the Certificates console and set the focus to Current User.
Right-click the Personal folder, and point to All Tasks.
Click Request New Certificate.

In the Certificate Enrollment Wizard, on the Select Certificate Enrollment Policy
page, click Active Directory Enrollment Policy, and then click Next.

On the Request Certificates page, shown in Figure 4-49, select the Key Recovery Agent
check box, and click Enroll.

] Certificate Enrollment

Request Certificates

‘You can request the fellowing types of certificates. Select the certificates you want to request, and then

click Enroll,
_.Al:tiv: Directory Enrollment Policy jo
[J Administrator Jd) STATUS: Available Details v
[ Basic EFS 1) STATUS: Available Details v
[CIEFS Recovery Agent 1) STATUS: Available Details v
[AKey Recovery Agent 1) STATUS: Available Details v
[ standard A Datumn User Template J) STATUS: Available Details v
[Ciizer i) STATUS: Availahl Details » ¥

[ Show all templates

FIGURE 4-49 Installing the key recovery agent certificate

Close the console.

Finally, you must configure the CA to allow for key recovery:

In the Certification Authority console, right-click your CA in the navigation pane, and
then click Properties.

Click the Recovery Agents tab, shown in Figure 4-50.
Select the Archive The Key check box, and then click Add.

In the Windows Security pop-up dialog box, click OK to select the Key Recovery Agent
certificate.
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5.

Adatum-LON-SVR2-CA Properties ? X

Bdensions Storage Certificate Managers
General Policy Module Exit Module
Enroliment Agents Pudting Recovery Agents Securty
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FIGURE 4-50 Enabling key recovery agents on the CA

Click OK, and then restart the CA when prompted.

Enabling and configuring key archival

After you have enabled the key recovery agent, you must modify the templates for any cer-
tificates for which you wish to enable key archival. Use the following procedure to complete

this process:
In the Certificate Templates console, right-click any certificate template that you want
to enable for key archival, and then click Duplicate Template.

Configure any general settings for the template including, on the General tab, the

1.

2.

name for the template.

On the Superseded Templates tab, click Add to select the templates that this template

replaces.

On the Request Handling tab, shown in Figure 4-51, select the Archive Subject’s En-

cryption Private Key check box.
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FIGURE 4-51 Enabling key archival

5. Click OK.
6. Switch to the Certification Authority console.

7. Right-click Certificate Templates, point to New, and then click Certificate Template
To Issue.

8. In the Enable Certificate Templates dialog box, select the template you just dupli-
cated and configured, and then click OK.
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Chapter summary

AD CS can provide the required components to support your PKI and your organiza-
tion’s digital certificate needs.

You can deploy CAs as standalone or integrated with AD DS.
You can take your standalone root CA offline to enhance security of your PKI.

Deploying subordinate CAs as enterprise CAs enables you to take advantage of AD DS
features such as autoenrollment and configuring AD CS features by using Group Policy.

It is important to configure the CDP and AIA information before you take your root CA
offline.

The Online Responder role service enables you to respond to client requests for spe-
cific revocation requests.

You can use GPOs to publish the root CA certificate and to enable autoenrollment for
AD DS users and computers.

Role-based administration enables you to separate administrative tasks in AD CS.
Certificate templates can make managing certificates easier.

Configuring a key recovery agent enables you to help protect against data loss in the
event of user keys being lost or corrupted.

Thought experiment

In this thought experiment, demonstrate your skills and knowledge of the topics covered in

this chapter. You can find answers to this thought experiment in the next section.

You work in support at A. Datum. As a consultant for A. Datum, answer the following ques-
tions about deploying and managing CAs within the A. Datum organization:

1.

A Datum has many thousands of users distributed across many locations. You must de-
ploy CAs throughout the organization to enable the deployment of digital certificates.
What strategies might you consider?

Before taking your root CA offline, what must you consider?
Why is it necessary to publish the standalone root CA certificate?

In addition to the Autoenroll permission, what permissions on a certificate template
does a user require to be able to use autoenrollment?

How do you modify a certificate's purpose?

Thought experiment
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Thought experiment answers

This section contains the solution to the thought experiment. Each answer explains why the
answer choice is correct.

1.

It is likely that more than one CA is required. Using multiple CAs helps to provide

for high availability and load balancing. In addition, for an organization as large as A
Datum, a multitier CA infrastructure is appropriate. Deploy the root CA as a standalone
CA. Then deploy enterprise CAs as subordinates. Configure these based on location,
department, or other appropriate factors. After you have configured the subordinates,
take the root CA offline.

Before you take the root CA offline, it is important to deploy the subordinate CAs. This
involves installing the root CA certificate on each subordinate. It is also important to
configure the CDP and AIA location information.

Users and computers do not trust the root CA certificate, which means that they do
not trust the subordinate CAs. By publishing the root CA certificate in AD DS, you can
ensure that all users and computers trust the root CA, and therefore its subordinates
and all certificates issued by them.

Users require the Read and Enroll permissions, together with the Autoenroll permis-
sion to be able to autoenroll a certificate.

Typically, you modify the purpose on a duplicate template of the template that you
wish to modify. Use the Extensions tab and modify the Application Policies for ad-
ditional purposes. Then, use the Superseded Templates tab to define which template
the duplicate template supersedes. Finally, issue the new template so that it is available
in your organization. If the template is enabled for autoenroll, users and computers
automatically receive the updated template.



Implement identity
federation and access
solutions

indows Server 2016 provides several features and services that enable you to make
Wyour organization’s content securely available to users in other organizations, to users
on the Internet, and to users that have a Microsoft Azure Active Directory (Azure AD) ac-
count. These features include Active Directory Federation Services (AD FS), Active Directory
Rights Management Services (AD RMS), and Web Application Proxy. It is important that you
know how to deploy and configure these services in order to allow users from outside of
your organization to access your resources in a secure way.

Skills covered in this chapter:
m Install and configure AD FS
= Implement Web Application Proxy
m |nstall and configure AD RMS

Skill 5.1: Install and configure AD FS

Deploying AD FS allows your users to use single sign-on (SSO) to authenticate with app
and services located in Azure, your on-premises network infrastructure, or the network of a
partner organization, depending upon configuration.

AD FS is based on trust relationships that you establish between organizations to en-
able the sharing of resources; these trusts are known as federation trusts. You can establish
federation trusts across Active Directory Domain Services (AD DS) forest boundaries and
between organizations based on business requirements.

As with AD DS trusts, in each organization, the administrator defines what resources are
accessible through the trust and who has access to those resources.
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\\)) EXAM TIP

Federation trusts are not related to AD DS forest trusts and it is not a requirement that
each organization’s AD FS servers communicate with one another directly.

For example, theater staff might want to view ticket sales for an upcoming performance
where the ticket sales are handled by an external organization. The theater network admin-
istrator must put all user accounts that require access to this information into a group. The
ticket sales organization’s administrator must grant the required access to the ticketing sales
database to that group through the trust. However, the ticket sales organization’s administra-
tor must ensure that only the remote organization’s ticketing staff can access the ticketing
data for their theater, and only that data.

It is important when establishing a federation trust that each party in the trust under-
stands how user identities are to be used; specifically, what type of user credentials are re-
quired, and how this information is stored and used. It is also necessary for each organization
to define a policy that can help to ensure the privacy of data that is not to be made available
through the trust.

NEED MORE REVIEW? ACTIVE DIRECTORY FEDERATION SERVICES OVERVIEW

To review further details about AD FS, refer to the Microsoft TechNet website at
https://technet.microsoft.com/library/hh831502(v=ws.11).aspx.

This section covers how to:

m Examine AD FS requirements

m |nstall the AD FS server role

m Configure the AD FS server role

®m Implement claims-based authentication, including relying party trusts

m Configure authentication policies

m Implement and configure device registration

m Configure for use with Microsoft Azure and Microsoft Office 365

m  Configure AD FS to enable authentication of users stored in LDAP directories

m Upgrade and migrate previous AD FS workloads to Windows Server 2016

Examine AD FS requirements

Windows Server 2016 provides the Active Directory Federation Service server role to facilitate
federation. This server role provides the following components:

m Federation Server Each party requires at least one federation server. This compo-
nent is the engine of the implementation, and is responsible for issuing and validating
identity claims.
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m Web Application Proxy This is an optional component. You usually deploy the Web Ap-

plication Proxy to your perimeter network where it functions as a web proxy and reverse
web proxy for your AD FS deployment. In this role, it is referred to as an AD FS proxy.

EXAM TIP

You install the Web Application Proxy as a separate role service, which is part of the
Remote Access server role.

Claims A trusted party in the federation trust makes a statement about a security
principal, such as a user that is used to provide authentication through the trust. The
claim might include one or more attributes of the object, perhaps including the user
name or department.

Claim Rules The trusting party uses claim rules to determine how to process claims.
For example, a claim rule might state that a user’s user principal name (UPN) is a valid
claim.

Claims Providers The trusted party hosts the claims provider component. This com-
ponent is responsible for managing user authentication and issuing claims that users
present.

Claims Provider Trust Provides the rules that define when a client can request
claims from a claims provider, which the client then submits to a relying party.

Attribute Store An attribute store, such as AD DS, contains claim values. Simply

put, a directory service that contains user objects with appropriate properties, such as
UPNs or email addresses. AD DS is a common choice with AD FS deployments because
any AD FS server must be domain-joined, and therefore AD DS is easily accessible as an
attribute store.

EXAM TIP

AD DS is automatically available as an attribute store on your AD FS servers without requir-
ing any administrative configuration.

Relying Parties The relying party resides at the resource holding, or trusting, end of
the federation trust. Provided by a web service that has the Windows Identity Founda-
tion (WIF) installed. Relying parties can use the AD FS 1.0 claims-aware agent as an
alternative to WIF.

NEED MORE REVIEW? WHAT IS WINDOWS IDENTITY FOUNDATION?

To find out more about WIF, refer to the Microsoft MSDN website at https://msdn.
microsoft.com/library/ee748475.aspx.

m Relying Party Trust Consists of rules and identifiers and used to provide claims to a

relying party.

Skill 5.1: Install and configure AD FS
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m Certificates Used extensively throughout the AD FS architecture to provide for secu-

rity. The AD FS server can use:

m Self-signed certificates

m Certificates from either an internal Certificate Authority (CA)
m Certificate from an external CA

It is important that whatever type of certificate you use, all communicating parties

trust the certificates. Consequently, when implementing a federation trust between
two separate organizations, it is highly likely that you must implement a public key
infrastructure (PKI) for your AD FS architecture based on public certificates.

NOTE USING AN INTERNAL CA

If you are using AD FS solely within your organization to facilitate SSO to multiple web apps,

you can use an internal enterprise CA to deploy and manage the required certificates. In

this instance, you can use Group Policy Objects (GPOs) to deploy the required certificates.

To help understand what each component does, consider the following scenario. Two
organizations, A Datum and Contoso, want to share resources. Specifically, Contoso hosts a
web-based app that users in A Datum require access to. The IT department deploy AD FS and
related components to facilitate this requirement. In this scenario, Contoso is the resource
holding entity, and A Datum the account holding entity. In federation terms, A Datum is the
Claims Provider, while Contoso is the Relying Party. As shown in Figure 5-1, when a user from
A Datum attempts to connect to the web-based app in Contoso, the following high-level
process takes place:

1.

The user at A Datum uses Internet Explorer to open a connection to the web server at
Contoso. The web-based app determines that the user is not authenticated, and redi-
rects the client to the Contoso federation server.

The client computer sends a request to the Contoso federation server. The federation
server determines that A Datum is the home realm for the user. The web server now
redirects the client to the A Datum federation server.

The client sends a request to the A Datum federation server.

The AD DS domain controller at A Datum authenticates the user and communicates
this success with the A Datum federation server.

The federation server at A Datum creates a claim for the user based on rules defined
for the federation partner (Contoso). The federation server sends the claims to the
client computer.

The client sends the claim to the Contoso federation server.

The Contoso federation server validates the trust in the token and creates and signs a
new token, which it sends to the client computer.

The client computer sends the new token to the original web server.
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9. The app on the web server validates the token and provides access to the app based

on the claims in the token.
A Datum
o network

Configuration
database

Federation server [
{AD FS) in claims

; provider role

A Datum
internal user

T T
Artribute store |
[AD DS)

Federated
trust
relationship

| Federation server |
[AD F5) in relying
party role

Contoso
= network

FIGURE 5-1 Overview of AD FS components

AD FS requirements

Before you can deploy AD FS as part of your federation solution, you network infrastructure
must meet several requirements. These are:

m AD DS All federation servers in a Windows Server 2016 AD FS deployment must be
domain-joined.

m Attribute Store Contains the attributes for security principals.

= Name Resolution Name resolution is provided by Domain Name System (DNS). In-
ternal client computers must be able to resolve the DNS name for the federation server
(or farm). External client computers must be able to resolve the name of the federation
proxy in your perimeter network.

m Network Client computers must be able to establish network connections with the
federation server or federation proxy. Federation servers must be able to establish
network connections with domain controllers. The federation proxy must also be able
to establish connections with the federation server.

9 | EXAM TIP
2/

AD FS communications is based on Hypertext Transfer Protocol over Secure Sockets Layer
(HTTPS).
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Install the AD FS server role

All AD FS deployments rely on the initial deployment of the Active Directory Federation Ser-
vices server role. To deploy this role, use the following procedure:

1. On adomain-joined server computer, sign in as a member of the Domain Admins
global security group.

2. Open Server Manager, click Manage, and then click Add Roles And Features.

3. On the Select Server Roles page, in the Roles list, select the Active Directory Federation
Services check box, as shown in Figure 5-2, and then click Next.

T Add Roles and Features Wizard - o x

DESTINATION SERVER

Select server roles LON-DC 1 Adatum o

Select ane or more roles to install on the selected server.

Roles Description

Active Directory Federation Services
(AD F5) provides simplified, secured
identity federation and Web single
[”] Active Directory Lightweight Directory Services sign-on (SSO) capabilities. AD FS
] Active Directory Rights Management Services includes a Federation Service that
[} Device Health Attestation enables browser-based Web S50,
/| DHCP Server (Installed)
/| DNS Server {Installed)
] Fax Server
I [m] File and Storage Services (2 of 12 installed)
] Host Guardian Service
) Hyper-v
[} MultiPoint Services
[ Metwork Controller
[ Netwark Policy and Access Services
[ Print and Document Services
] Remote Access
] Remote Desktop Services
"1 Volume Activation Services

¢ [ Active Directory Certificate Services (2 of 6 installe
v Active Directory Domain Services (Installed)

Confirmaticn

FIGURE 5-2 Installing the Active Directory Federation Services server role

4. Click through the rest of the wizard, and then click Install.
5. When prompted, click Close.

You can also use the Windows PowerShell Install-WindowsFeatures cmdlet to install the
Active Directory Federation Services server role. Use the following command to install the
role and all management tools:

Install-WindowsFeature -Name adfs-federation -IncludeManagementTools

Configure the AD FS server role

After you have deployed the server role, you must configure it. This requires that you define
the service account, configuration database, certificate configuration, and the directory ser-
vice. Use the following procedure to complete this task:
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1.

In Server Manager, click the notifications icon, and then click Configure The Federation

Service On This Server.

On the Welcome page, click either of the following options, and then click Next:

m Create The First Federation Server In A Federation Server Farm

m Add A Federation Server To A Federation Server Farm

On the Connect To Active Directory Domain Services page, enter the credentials re-
quired to perform the configuration. Typically, this is a member of the Domain Admins

group. Click Next.

On the Specify Service Properties page, shown in Figure 5-3, select the appropriate SSL
Certificate, verify the Federation Service Name, and then type the Federation Service

Display Name. Click Next.

NOTE SELECTING THE CERTIFICATE

The Federation Service Name matches the subject name of the certificate you select and
should also be the same as the FQDN of the federation server in DNS. You must obtain and
install the required certificate, with the appropriate subject name, before you launch the

Active Directory Federation Services Configuration Wizard.

[ Active Directory Federation Services Configuration Wizard
- L oo
Specify Service Properties
S5L Certificate:

Federation Service Name:

Federation Service Display Name:

<Previous | [ Nea>

= ] x

TARGET SERVER
LON-DCLAdatum.com

adis.adatum.com “ | Impon..
View
adfs.adatum.com

Example: fi.contoso.com

A Datum Corparation
Users will see the display name at sign in,
Example: Contose Corporation

FIGURE 5-3 Selecting the AD FS server certificate and federation service display name
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5. On the Specify Service Account page, shown in Figure 5-4, select a suitable service ac-
count. Ideally, create a group managed service account (group MSA). Click Next.

T2 Active Directory Federation Services Configuration Wizard - o X

’ : . o - TARGET SERVER
Specify Service Account LON-DCl.Adatum.com

Specify a domain user account or group Managed Service Account.

® Create a Group Managed Service Account

Account Narme: ADATUMN [ADFS-54

Service Account
() Use an existing domain user account or group Managed Service Account

Account Name: <Not provided>

FIGURE 5-4 Specifying the service account for AD FS

6. On the Specify Configuration Database page, select either a Windows Internal Data-
base (the default), or click Specify The Location Of A SQL Server Database, and then
enter the database host name and instance name. Click Next.

7. On the Review Options page, check your selections, and then click Next.

8. Prerequisites are checked. If these are successful, click Configure, and then click
through the wizard to complete the configuration.

You can also use the Windows PowerShell Instal1-ADFSFarm cmdlet to configure and man-
age your AD FS deployment. For example, to deploy the first server in an AD FS farm in the
Adatum.com organization, use the following command:

Install-AdfsFarm -CertificateThumbprint K8d4ece8e4397923563868d3f61b944103573a248
-FederationServiceName adfs.adatum.com -GroupServiceAccountIdentifier ADATUM\ADFS-SA

You can obtain the certificate thumbprint value by viewing the properties of the appropri-
ate certificate and copying the value to the paste buffer.

NEED MORE REVIEW? AD FS CMDLETS IN WINDOWS POWERSHELL

To find out more about configuring AD FS with Windows PowerShell, refer to the Microsoft
TechNet website at https://technet.microsoft.com/library/dn479343.aspx.
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After you have deployed your AD FS server, you can configure it to perform one or both of
the following functions:

m Claims provider

m Relying party

In business-to-business scenarios, where one organization holds users accounts and the
other holds resources, you configure AD FS to perform the claims provider function in the
account holding organization, and the relying party function in the resource holding organi-
zation. But you can also implement AD FS within a single organization. In this scenario, both
the users and the resources are in the same organization, and consequently, a single AD FS
server can act as the claims provider and relying party. In the next section, we look at how to
configure the claims provider and relying party components in AD FS.

Implement claims-based authentication, including relying
party trusts
To implement claims-based authentication, you must complete the following tasks:

m  Configure a claims provider trust

m Configure a relying party trust

Configuring a claims provider trust

To configure a claims provider trust, complete the following procedure on the AD FS server
that is providing the claims provider function:

1. From Server Manager, click Tools, and then click AD FS Management.

2. Inthe AD FS Management console, click Claims Provider Trusts. You can see the default
Active Directory object in the details pane.

3. Inthe Actions pane, under Active Directory, click Edit Claim Rules.

4. In the Edit Claim Rules For Active Directory dialog box, shown in Figure 5-5, on the Ac-
ceptance Transform Rules tab, click Add Rule.
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Edit Claim Rules for Active Directory x

Acceplance Transfosm Rules

The following acceptance tansform wiles specify the incoming claims that wil be accepted
from the claims provider and the cutgoing claims that will be sent to the relying parly thust.

Order  Rude Name Issued Clams

1 Pass through sl Windows account name...  Windows account name

2 Pass through all Mame clams Mame

3 Pass through all Primary SID claims Primary SID

4 Pass through all Group SID claims Group SID

5 Pass through 2l Primary group 510 claims  Primary group SID

3 Pass through 21 Deny only group SID cla..  Deny only group SID

7 Pass through all Deny only primary SID ¢l Deny only primary SID

8 Pass through al Dery only pimary group .. Deny orly pimary group . | | 4
9 Pass throwgh all Enhanced Key Usage cl . Enhanced Key Uzage

10 Pass through all UPN claims UPN ,EL

[BddRue.. | [ EdtRue.. | | RemoveRule.. |

Cancel Accly

FIGURE 5-5 Viewing acceptance transform rules

5. Inthe Add Transform Claim Rule Wizard, on the Select Rule Template page, shown in
Figure 5-6, in the Claim Rule Template list, select from the following options:

= Send LDAP Attributes As Claims Use this template to select one or more Light-
weight Directory Access Protocol (LDAP) attributes from an LDAP store, for example
AD DS or Active Directory Lightweight Directory Service (AD LDS). The rule extracts
one or more specified values from the designated store and sends the values as one
or more outgoing claims.

m Send Group Membership As A Claim Use this template to send as a claim the
membership of an AD DS security group.

= Transform An Incoming Claim Use this template to create a rule that transforms
incoming claims by changing the rules’ types, and optionally, values.

m Pass through Or Filter An Incoming Claim Use this template to filter incoming
claims and pass through those that meet your specified criteria. For example, you
might create a rule that only passes UPN-based claims that end with the @Adatum
suffix.

m Send Claims Using A Custom Rule Use this template if none of the preceding
templates address your specific needs.

6. For example, click Send LDAP Attributes as Claims, and then click Next.
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Select Rule Template

Steps
@ Choose Rule Type
@ Configure Claim Rule

‘@ Add Transform Claim Rule Wizard

Select the template for the claim rule that you want to create fiom the following st. The description provides
details about each claim ule template.

Claim rule template:
Seod LOAR ANisies Sy Ll s =

Claim rule template desciiphion:

Using the Send LDAP Attibute as Claims ile template you can select attibutes from an LDAP attibute
store such as Active Directory to send a3 claims to the relying paily. Muliple attnbutes map be sent as
roultiple claims from a single rule uzing this rue type. For example, you can uge this wie template o create
a wule that will extract sltibute values for i  ugers from the displayName and telephoneh umbs
Aclive Directory attibutes and then send those values as two different outgoing claims. This e may also
be used lo send all of the user’s group memberships. If pou want to only send individual group
memberships, use the Send Group Membership a5 a Claim uls template.

< Previous Mext » Cancel

FIGURE 5-6 Selecting a rule template

7. On the Configure Rule page, shown in Figure 5-6, enter a claim name in the Claim Rule

Name box. For example, type Outbound LDAP Rule.

8. Inthe Attribute store list, click Active Directory.

9. Under the Mapping Of LDAP Attributes To Outgoing Claim Types Heading, select the
appropriate values for the LDAP Attribute and the Outgoing Claim Type. For example,

select the following, as shown in Figure 5-7.
m E-Mail-Addresses Maps To E-Mail Address

m  User-Principal-Name Maps To UPN
10. Click Finish, and then click OK.
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Gl Add Transform Claim Rule Wizard x

Configure Rule

Steps You can configue this rule to send the values of LDAP atinbutes as claims. Select an attibute store from which
" - 1o extriact LDAP attributes. Specily how the attibutes will map to the outgoing claim types that will be issued
@ Choose Rule Type Fokthe s

@ Configure Claim Rule

Claimn 1ule name;
| Outbound LDAP Rule

Rule template; Send LDAP Attibutes as Claims

Adtibute store;

Active Directary ~
Mapping of LDAP attibutes to outgoing claim types:
| LDAP Attibute (Select or lype to

add more) Outgoing Claim Type [Select o lype to add more]

E-MailAddiesses o IE-_MaﬂAddres: i
» User-PrincipalName ~ |IGER o
- b I e

Gt Cance

FIGURE 5-7 Configuring an outbound LDAP claim rule

NEED MORE REVIEW? CREATE A CLAIMS PROVIDER TRUST

To review further details about creating a claims provider trust, refer to the Microsoft
TechNet website at https://technet.microsoft.com/library/dn486771(v=ws.11).aspx.

Configuring a relying party trust

After you have configured the claims party trusts, on the AD FS server that you want to use as
a relying party, you must create and configure a relying party trust. This might be the same
AD FS server in a single organization scenario, or it might be on a different server in a differ-
ent organization for a business-to-business federation trust. Use the following procedure to
create and configure the relying party trust:

1. Onthe AD FS server, open AD FS Management, and then click Relying Party Trusts.
2. Right-click Relying Party Trusts, and then click Add Relying Party Trust.

3. Inthe Add Relying Party Trust Wizard, on the Welcome page, click Claims Aware, and
then click Start.
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4. On the Select Data Source page, shown in Figure 5-8, you must enter the informa-
tion to enable the configuration wizard to locate information about the relying party.
Choose from:

m Import Data About The Relying Party Published Online Or On A Local Network
m Import Data About The Relying Party From A File
m Enter Data About The Relying Party Manually

5. For example, click Import Data About The Relying Party Published Online Or On A
Local Network, and in the Federation Metadata Address (Host Name Or URL) text box,
type the path to the app that holds the relying party metadata, and then click Next.

il Add Relying Party Trust Wizard X
ying Party

Select Data Source

Steps Selact an option that this wizard will use 1o chiain data about this relying party:

@ Welcome
@ Import data about the relying paily published online or on a local network

Select Data S
o ki Use this oplion to impart the necessary data and certificates from a relying party crganization that publishes
@ Choose Access Control its lederation metadata onfine or on a local network.

Policy

Federation metadata address (host name or URLE
[ itps://lon-svr1.adstum. d i ]

@ FReady to Add Trust
@ Finish

Example: fs.contozo.com or hitps://www. contoso.com/app

O Import data about the relying paily lrom a file
Use this option to import the necessary data and certificates from a relying party organization that has
exported its federation metadata to a fe. Ensure that this file iz from a busted source.  This wizard wall not
wvaldate the source of the file.
Federation metadata file location:

Browze

() Enter data about the relying parly manualy
Use this oplion to manually input the necessary data about this relying parily organization.

< Previous

1=

et > Cancel

FIGURE 5-8 Specifying a data source for a relying party trust

6. On the Specify Display Name page, in the Display Name box, type a name for your
trust, and then click Next.

7. On the Choose Access Control Policy page, choose the appropriate access control
policy. Select from:

m Permit Everyone
m  Permit Everyone And Require MFA
m Permit Everyone And Require MFA For Specific Group
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m Permit Everyone And Require MFA From Extranet Access
m Permit Everyone And Require MFA From Unauthenticated Devices
m Permit Everyone And Require MFA, Allow Automatic Device Registration
m Permit Everyone For Intranet Access
m  Permit Specific Group
8. For example, click Permit Everyone, and then click Next.

9. To complete the configuration, on the Ready To Add Trust page, click Next, and when
prompted, click Close.

NEED MORE REVIEW? CREATE A RELYING PARTY TRUST

To review further details about creating a relying party trust, refer to the Microsoft Tech-
Net website at https://technet.microsoft.com/library/dn486828(v=ws.11).aspx.

After you have created the relying party trust, you must configure the issuance policy rules:

1. In the list of Relying Party Trusts, right-click the appropriate trust, and then select Edit
Claim Issuance Policy.

2. On the Issuance Transform Rules tab, click Add Rule.

3. In the Claim Rule Template dialog box, in the Claim Rule Template list, select the ap-
propriate template. Choose from:

m Send LDAP Attributes As Claims
m Send Group Membership As A Claim
m Transform An Incoming Claim
m Pass Through Or Filter An Incoming Claim
m Send Claims Using A Custom Rule
4. For example, click Pass Through Or Filter An Incoming Claim, and then click Next.

5. On the Configure Rule page, in the Claim Rule Name box, type the name for your rule,
and in the Incoming Claim Type list, select the relevant attribute. For example, click
Windows Account Name, as shown in Figure 5-9.
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il Add Transform Claim Rule Wizard X

Configure Rule

Steps You can configure this nule to pass theough of flter an incoming claim. You can also configure this nule to filter
claims that are generated by previous ules. Specily the claim type and whether only some claim values of all

@ Choose Rule Type claim values should pass I i

@ Configue Claim Rule Claim e '
| Passihrough Windows account name |

Rule template: Pass Thiough or Filter an Incoming Claim
Incoming claimtype: [T ]
g name 10 format | NN

(®) Pags thiough all claim values
(O Pass through anly a specific claim value

() Pass lhough only claim values that malch a specific emad suff: value:

(O Pass through only claim values that start with a specific value:

Starts with

<Breious Cance

FIGURE 5-9 Defining a transform claim rule for an issuance policy

Then choose whether to:

m Pass Through All Claim Values

m Pass Through Only A Specific Claim Value

m  Pass Through Only Claim Values That Match A Specific Email Suffix Value
m Pass Through Only Claim Values That Start With A Specific Value

Click Finish.

Now define any additional transform rules by repeating this process. For example, add
a rule for passing through claims with an E-Mail address or UPN. Then, as shown in Fig-
ure 5-10, click OK to complete the configuration of the trust's issuance policy.
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Edit Claim lssuance Policy X
lssuance Translorm Rules

The following transfomm ndes specily the claims that will be sent to the relying paity.

Order  Fule Name lssued Claims

1 Passtheough Windows account name ‘Windows account nams
2 Emal addiess E-Mail Address

3 UPH UPN

AddRule,. | | EditRue. Remove Rule,. |

0K Cancel Apply

FIGURE 5-10 Viewing the issuance transform rules

NEED MORE REVIEW? CONFIGURING CLAIM RULES

To review further details about claim rules in AD FS, refer to the Microsoft TechNet website
at https://technet.microsoft.com/library/dn486796(v=ws.11).aspx.

Configure authentication policies

Authentication policies enable you to define acceptable authentication mechanisms to help
secure access to your resources through a federation trust. You can specify an authentication
policy at two levels:

m Globally You can create a globally scoped authentication policy that applies to all
services and app that AD FS secures. Your global authentication policy is used when no
authentication policy exists for a specific relying party trust.

m Specifically You can create an authentication policy for a specific service or app that
AD FS secures by creating a per relying party trust policy. If you create a specific per
relying party trust authentication policy, it does not override any global authentication
policy that you create.

Q EXAM TIP

If an authentication policy requires multi-factor authentication (MFA), when the user at-
tempts to authenticate, MFA is triggered.
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To configure a global authentication policy, use the following procedure:

1.
2.
3.

In the AD FS console, expand the Service node in the navigation pane.
Click Authentication Methods.
As shown in Figure 5-11, under the Primary Authentication Methods heading, click
Edit.
W ADFS - o o
Gl File Action Wiew Window Help - &%
L A1l 7 oy
S T N
w7 Senvice | O | T -
] Attribute Stores Authentication Methods Overview dustontcaspmhlehos
| Buthentication Methads ) - ) ) Edit Prirnary Authentication Metha..
] Certficates JouioBs confipins o cufictioulion efiod M WK achir b otion Edit Multi-factor Authentiestion M...
1 Claim Deseriptions e
| Device Registration Leamn more View »
-] Endpeints AD FS Help MNewe Window from Here
] Scope Desciptions . Lok [
“| Web Application Proxy Primary Authentication Methods gl
| Access Control Policies Pimay autheriicalion s required for alusers bying 1o access appications thal use bl
| Rehying Party Trusts AD FS for cation. Yau dars bel figure seftings for
] Claims Provider Trusts iy Blseniscalion olvods. o
1 Application Groups Evtranet ;?cw;::::dwﬁﬂulhodch Edt
Irtyanet Foeme dushenticalion,
‘windows Authentication.
Microsoft Passport Authertication
Multi-factor Authentication Methods
“fou can use oplions below 1o corfigure sellings for mullifactor authentication
methods.
buthentication Methads  Nat configuied Edk
FIGURE 5-11 Configuring authentication methods
In the Edit Authentication Methods dialog box, shown in Figure 5-12, on the Primary
tab, configure the appropriate methods for your organization. You can configure set-
tings that apply for both Intranet and Extranet-based users. Available methods are:
m Forms Authentication
= Windows Authentication (Available For Intranet Only)
m Certificate Authentication
m Device Authentication
®m  Microsoft Passport Authentication
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Edit Authentication Methads X
Piimary  Multifacton

Select authentication methods. By selecting more than one authentication method, you enable
useds to have a choice of what method to suthenticate with at sign in

If Integrated Windows authentication method is specilied, it appears as the default
authentication method on browsers that suppodt Integrated Windows authentication.

£2in more about Azwe MFA [MuliFacter Authenticalion).

Extrane

[ Farms Aulbeniication
[ Cestificate Authentication

A Microsolt Passport Aulhentication |

Intranet

A Fomns Sutheniication

[ Windows Authentication

| Cetiicate Authestication

|[] Device Authenlication

| Microsoh Passpon Authentication

Q@ fawe MF& authentication methods wil ot be available until an Azure Active
Disectoy tenant is configuied. Leain Mowe

@ To use device autheniication as a primaly ication method, pou need to configure
device registration.

0K Cancel Apply

FIGURE 5-12 Configuring primary authentication methods

Configure MFA

Traditional computer authentication is based on user name and password exchange with an
authentication authority. Although password-based authentication is acceptable in many cir-
cumstances, AD FS in Windows Server 2016 provides for a number of additional, more secure
methods for users to authenticate with their devices, including MFA.

MFA is based on the principle that users who want to authenticate must have two (or
more) things with which to identify themselves. Specifically, they must have knowledge
of something, they must be in possession of something, and they must be something. For
example, a user might know a password, possess a security token (in the form of a digital
certificate), and be able to prove who they are with biometrics, such as fingerprints.

In AD FS in Windows Server 2016, to enable MFA, you must select at least one additional
authentication method. By default, Certificate Authentication and Azure MFA are available. To
enable and configure MFA in AD FS, use the following procedure:

1. Inthe AD FS console, expand the Service node in the navigation pane.
2. Click Authentication Methods.
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3. In the Edit Authentication Methods dialog box, on the Multi-factor tab, shown in Fig-
ure 5-13, configure the appropriate authentication methods and click OK. Select from:

m Certificate Authentication
m Azure AD

Edit Authentication Methods X

Select additional authentication methods. “Y'ou must select at least one of the following methods
to enable MFA:

[J Cerlificate Authentication
[] Azuie MFA

What is multi-factor authentication?

FIGURE 5-13 Configuring multi-factor authentication methods

NEED MORE REVIEW? AZURE MULTI-FACTOR AUTHENTICATION

To review further details about Azure MFA, refer to the Microsoft website at
https://docs.microsoft.com/azure/multi-factor-authentication/multi-factor-authentication-
get-started-adfs-w2k12.

Implement and configure device registration

These days, many users want to be able to access corporate resources from their own devices.
However, enabling users to connect their own devices to your organization’s network poses
potential security risks, and certainly involves additional administrative effort.

By using Device Registration with AD FS, you can extend some of the features available
to domain-joined devices to those devices that are not domain-joined. You can provide this
facility while maintaining your organization’s security.

NOTE FOREST FUNCTIONAL LEVEL

Your AD DS forest functional-level must be Windows Server 2016 to support device regis-

tration and integration with Microsoft Passport.

For example, when you implement Device Registration, users with their own devices can
use SSO to access company resources and app.
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NOTE CERTIFICATES

Users’ devices must trust the CA that issues certificates for SSL on your AD FS servers. If you
use an internal private CA for certificates, users’ devices must obtain the root CA certifi-
cate. Because these devices are not domain-joined, you cannot use GPOs to achieve this
and must distribute the certificate by other means.

You must configure the AD FS Device Registration Service to enable on-premises device
registration. To complete this task, use the following procedure:

1. Inthe AD FS console, expand the Service node, and then click Device Registration.
2. Inthe details pane, click Configure Device Registration, and then click OK.

You can also complete this task by using the Windows PowerShell Initialize-ADDevice-
Registration cmdlet.

NEED MORE REVIEW? PLAN DEVICE-BASED CONDITIONAL ACCESS ON-PREMISES

To review further details about planning device registration, refer to the Microsoft TechNet
website at https://technet.microsoft.com/windows-server-docs/identity/ad-fs/operations/
plan-device-based-conditional-access-on-premises.

Integrate AD FS with Microsoft Passport

To avoid using password authentication, Microsoft provides an authentication system called
Microsoft Passport; this enables secure authentication without sending a password to an
authenticating authority, such as an AD DS domain controller. Microsoft Passport uses two-
factor authentication based on Windows Hello—based biometric authentication (or a PIN)
together with the ownership of a specific device.

EXAM TIP

Windows Hello is a biometric authentication mechanism built into Windows 10 to address
the requirement that users must be able to prove who they are by something they unique-
ly have. When you implement Windows Hello, users can unlock their devices by using facial
recognition or fingerprint scanning. Note that when Windows 10 first shipped, Windows
Hello and Microsoft Passport were two separate but related security features. Microsoft
has now combined the two features under the Windows Hello name.

Using Microsoft Passport provides two benefits for your organization.

m User convenience After your users set up Windows Hello, they can access enterprise
resources without needing to remember user names or passwords.

m Security Because no passwords are used, Microsoft Passport helps protect user iden-
tities and user credentials.
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NEED MORE REVIEW? WINDOWS HELLO FOR BUSINESS

To review further details about Microsoft Passport and Windows Hello, refer to the
Microsoft TechNet website at https://technet.microsoft.com/itpro/windows/keep-secure/
microsoft-passport-guide.

To integrate AD FS with Microsoft Passport, complete the process outlined above to en-
able on-premises device registration, and then use the following procedure to complete the
integration with Microsoft Passport:

1. Open the Group Policy Management console.
2. Create a new GPO, and open the GPO for editing.

3. Inthe Group Policy Management Editor, navigate to Computer Configuration, Policies,
Administrative Templates, Windows Components, Device Registration.

4. In the details pane, double-click the Register Domain Joined Computers As Devices.

5. In the Register Domain Joined Computers As Devices dialog box, shown in Figure 5-14,
click Enabled, and then click OK.

A Register domain joined computers as devices (m] X

E‘ Register domain joined computers as devices

O Not Configured ~ Comment:
®) Enabled
(O Disabled
Supported on: [ 4y joast Windows Server 2012 R2 or Windows &1
Options: Help:

This setting lets you configure how domain joined computers
become registered as devices,

When you enable this setting, domain joined computers
autornatically and silently get registered as devices with Azure
Agctive Directory.

MNote: Additional requirements may apply on certain Windows
SKUs. Refer to Azure Active Directory Device Registration
Overview.

http:/fgo.microsoft.com/fwlink/ILinkld=307136

Cancel Lpply

FIGURE 5-14 Enabling the Register Domain Joined Computers As Devices GPO setting
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6. In the navigation pane, locate Computer Configuration, Policies, Administrative Tem-
plates, Windows Components, Windows Hello For Business.

7. In the details pane, double-click Use Windows Hello For Business.
8. In the Use Windows Hello For Business dialog box, click Enabled, and then click OK.

9. Finally, link the GPO to the appropriate container. For example, to enable the following
settings for all devices, link the GPO to the domain object.

NEED MORE REVIEW? CONFIGURE AD FS TO USE MICROSOFT PASSPORT ON-PREMISES

To review further details about configuring AD FS with Microsoft Passport, refer to the
Microsoft TechNet website at https://technet.microsoft.com/library/mt732271.aspx.

Configure for use with Microsoft Azure and
Microsoft Office 365

Many organizations are moving some or all their app and services to online platforms, such as
Microsoft Azure or Microsoft Office 365. You can integrate AD FS with these Microsoft online
platforms, enabling your users to use SSO to access app and services both within your on-
premises infrastructure, and online.

EXAM TIP

In addition to Microsoft online services, you can integrate AD FS with several other cloud
providers.

To configure AD FS SSO with Microsoft online services, you must complete the following
high-level steps:

1. Configure AD FS extranet access. This requires that you deploy the Web Application
Proxy role to a server in your perimeter network. Web Application Proxy is discussed in
Skill 5.2: Implement Web Application Proxy.

2. Establish a trust between AD FS and Azure AD by using the New-MsolFederatedDomain
cmdlet in Windows PowerShell.

EXAM TIP

You must install the Microsoft Azure Active Directory Module before you can use this
cmdlet.

3. Set up directory synchronization with Azure AD by downloading and installing Azure
AD Connect to enable synchronization of your AD DS domain in Microsoft Azure.
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NEED MORE REVIEW? CONNECT ACTIVE DIRECTORY WITH AZURE ACTIVE DIRECTORY

To review further details about connecting to Azure AD, refer to the Microsoft website at
https://docs.microsoft.com/azure/active-directory/connect/active-directory-aadconnect.

4. Finally, verify that you have configured SSO correctly:

m  On a domain-joined computer, sign in to the appropriate Microsoft cloud service.
Use your domain credentials. When you click inside the password box, if single sign-
on is set up, the password box is shaded, and you see the following message:

“You are now required to sign in at <your company>.”

m Click the Sign in at <your company> link. If sign in is successful, you have estab-
lished SSO correctly.

Configure AD FS to enable authentication of users stored
in LDAP directories

AD FS can use support authentication of objects stored in LDAP directories, such as AD LDS.

To configure an LDAP-compliant directory as an attribute store in AD FS, use the following
procedure:

1. Open the AD FS console.

2. Under the Service node, click Attribute Stores. The Active Directory store is visible in
the details pane.

3. Right-click Attribute Stores, and then click Add Attribute Store.

4. Inthe Add An Attribute Store dialog box, shown in Figure 5-15, in the Display Name
box, type a name, and then in the Attribute store type list, click LDAP.

Add an Attribute Store x

“fou can add an altribute store bo the AD FS configuistion database when you need to
geneiate claims based on certain alinbutes in a specified user directosy or database.

Digplay name:
|AD LDS Store

Altibute store lype:

LDAP e

Connechion shing:

Idap:/ocatost 56000/en=Ldaplisers.o=Adalum c=US| |

I

FIGURE 5-15 Configuring an LDAP attribute store
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5. Inthe Connection String box, type the connection string, and then click OK. The string
looks something like this: Tdap://Tocalhost:56000/cn=LdapUsers,o=Adatum,c=US. The
specifics vary based on where the LDAP directory is hosted. In this example, the local
host is running the AD LDS server role, and it is available on port 56000.

NEED MORE REVIEW? CONFIGURE AD FS TO AUTHENTICATE USERS STORED IN
LDAP DIRECTORIES

To review further details about configuring AD FS for an LDAP attribute store, refer to the
Microsoft TechNet website at https://technet.microsoft.com/library/dn823754(v=ws.11).aspx.

After creating the attribute store, you create a new claims provider trust. When you define
the claim rules for the trust, you select the newly created attribute store.

Upgrade and migrate previous AD FS workloads to
Windows Server 2016
Windows Server 2016 introduces some new and improved features in AD FS. These include:
m Support for LDAP v3 compliant directories.
m Support for Azure MFA.
m The introduction of application policies and delegated service management.
m Device registration improvements.

Consequently, if you are implementing AD FS on Windows Server 2012 R2 or earlier, you
might consider upgrading or migrating your current AD FS workloads to AD FS on Windows
Server 2016. If you add a new Windows Server 2016 AD FS server to an existing Windows
Server 2012 R2 AD FS farm, the farm continues providing the same features; in other words, it
operates at the same farm behavior level (FBL); in this case, Windows Server 2012 R2.

EXAM TIP

FBL is a Windows Server 2016 feature that determines the feature set of an AD FS farm.

This allows you to add additional AD FS servers to your farm without changing the features
of the farm. You can then decommission the AD FS role on the remaining Windows Server
2012 R2 servers, and then raise the FBL to Windows Server 2016 to take advantage of the new
and improved AD FS features.

To upgrade or migrate to AD FS with Windows Server 2016, use the following high-level
procedure:

1. Deploy AD FS on Windows Server 2016 and choose the Add A Federation Server To A

Federation Server Farm option when you configure the AD FS role.
2. Set the Windows Server 2016 AD FS server as the primary federation server. Use the
Windows PowerShell Set-AdfsSyncProperties -Role PrimaryComputer cmdlet.
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3. Onany Windows Server 2012 R2 computers, run the Set-AdfsSyncProperties -Role

SecondaryComputer -PrimaryComputerName {FQDN} cmdlet.

4. On the Windows Server 2016 AD FS server computer, open an elevated command
prompt and run the adprep /forestprep and adprep /domainprep commands from the
Windows Server 2016 product DVD support\adprep folder. This prepares the AD DS
forest and domain for the presence of Windows Server 2016 AD FS.

5. In Windows PowerShell, run the Invoke-AdfsFarmBehaviorLevelRaise cmdlet to raise
the FBL to Windows Server 2016.

6. When you are ready, you can decommission the Windows Server 2012 R2 AD FS

servers.

NEED MORE REVIEW? UPGRADING TO AD FS IN WINDOWS SERVER 2016

To review further details about upgrading workload to AD FS in Windows Server 2016,
refer to the Microsoft TechNet website at https://technet.microsoft.com/windows-server-
docs/identity/ad-fs/deployment/upgrading-to-ad-fs-in-windows-server-2016.

Skill 5.2: Implement Web Application Proxy

Most organizations want to provide app and services to users outside of their intranet.
This usually means enabling connections to remote users over the Internet. If you want
to extend any services and app to remote users, you can configure a server with the Web
Application Proxy role service and deploy the server to your perimeter network. The Web
Application Proxy enables you to publish app and services from your internal network to
users on external networks.

This section covers how to:

Install and configure Web Application Proxy
Integrate Web Application Proxy with AD FS
Implement Web Application Proxy in pass-through mode

Publish Remote Desktop Gateway applications

Install and configure Web Application Proxy

Installing and configuring the Web Application Proxy is fairly straightforward. You can use
either Server Manager or Windows PowerShell to deploy the Web Application Proxy role
service. To deploy the role service, use the following procedure:

1. In Server Manager on the target server, click Manage, and then click Add Roles And
Features.
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2. Inthe Add Roles And Features Wizard, on the Server Roles page, in the Roles list, select
the Remote Access check box, and click Next.

3. On the Select Role Services page, as shown in Figure 5-16, select the Web Application
Proxy check box, click Add Features, and then click Next.

fEs Add Roles and Features Wizard = o *®

DESTINATION SERVER

Select role services LON-5V¥R2 Adatum com

Select the role services to install for Remote Access

Role services Description
[;| DirectAccess and VPN (RAS) DirectAccess gives users the
] Routing experience of being seamlessly

connected to their corporate H
network any time they have Internet
access. With DirectAccess, mobile
computers can be managed any

time the computer has Internet
connectivity, ensuring mobile users |
stay up-to-date with security and
system health policies. VPN uses the |
connectivity of the Intemnet plusa
cambination of tunnelling and data
encryption technologies to connect |
remote clients and remote offices.

[+¥] Web Application Proxy

< Previous Next > Install Cancel |

FIGURE 5-16 Installing the Web Application Proxy role service

4. C(lick Install, and when prompted, click Close.

You can also use the Install-WindowsFeature Web-Application-Proxy -IncludeManagement-
Tools command to deploy the Web Application Proxy role service.

After you have installed the Web Application Proxy role service, in Server Manager, click the
Open The Web Application Proxy Wizard link in the notifications area. Then use the following
procedure to configure the server:

1. Inthe Web Application Proxy Configuration Wizard, on the Welcome page, click Next.

2. On the Federation Server page, in the Federation Service Name box, type the FQDN of
the federation service name. You defined this name when you configured AD FS. For
example, as shown in Figure 5-17, type adfs.Adatum.com.

3. Enter a user name and password to connect to the federation servers, and then click
Next.
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B3 Web Application Proxy Configuration Wizard

Federation Server Seondad

LON-SVRIAZI M 00|

Welcome Select the Active Directory Federation Services [AD FS) server to use for Web Application Praxy
authentication and suthorization.

Federation service name:

adfsAdatum.com

Enter the credentials of a local administrator account on the federation servers,

User name:

ADATUM\administrator

Password:

FIGURE 5-17 Defining the federation server name on the Web Application Proxy server

On the AD FS Proxy Certificate page, shown in Figure 5-18, in the Select A Certificate
To Be Used By The AD FS Proxy list, click the appropriate certificate, and then click

Next.
5 Web Application Proxy Configuration Wizard x
AD FS Proxy Certificate e
welcome Select a certificate to be used by the AD FS prosy:
Eadfeadalumeom -1

FIGURE 5-18 Configuring the Web Application Proxy certificate for AD FS
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NOTE CERTIFICATES FOR AD FS INTEGRATION

You must install an appropriate certificate on the Web Application Proxy server before you
configure the role service. This is discussed in the Integrate Web Application Proxy with AD
FS section at the end of this Skill.

5. On the Confirmation page, click Configure, and when prompted, click Close.

Integrate Web Application Proxy with AD FS

You can integrate AD FS with the Web Application Proxy role, thereby enabling SSO for
published app and services. This enables your remote users to access your internal resources
without being repeatedly prompted for their credentials.

When you use AD FS with the Web Application Proxy, you can choose to enable pass-
through authentication for web apps, or you can use AD FS preauthentication for your
claims-aware app.

NOTE ADDITIONAL SKILLS COVERED IN THIS SECTION

The following exam skills are also covered in this section: Publish web apps via Web Application
Proxy, Configure HTTP to HTTPS redirects, and Configure internal and external FQDNs.

Configure AD FS requirements

When a user attempts to connect to AD FS from outside the corporate network, DNS is used
to resolve the name of the computer running the AD FS role in the internal network. However,
the computer to which remote users actually connect is the Web Application Proxy rather
than the AD FS server itself.

Therefore, an important requirement is to ensure that the Web Application Proxy is in-
stalled with an appropriate certificate. The certificate must contain the correct subject name,
which must match the DNS name of the AD FS server, for example, adfs.adatum.com.

To ensure this is the case, on the AD FS server, export the certificate that you used to
configure the AD FS service. (This is covered in Skill 5.1: Install and configure AD FS, in the
Configure the AD FS server role section). Ensure that you export the private key. On the Web
Application Proxy, import the certificate, and store it in the computer personal certificate
store.

For further guidance on exporting and importing certificates, refer to the Export the root
CA certificate section in Chapter 4: Skill 4.1: Install and configure AD CS. This section provides
non-specific guidance on the process.
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Implement Web Application Proxy as AD FS proxy
When your remote users want to access published claims-aware app, it is not desirable to
enable direct connectivity to the AD FS server from Internet-based users. For this reason, you
can implement Web Application Proxy as an AD FS proxy. In this scenario, users connect to
the Web Application Proxy in your perimeter network.

To implement the Web Application Proxy as an AD FS proxy, complete the deployment
and configuration process outlined above. Then, to publish claims-aware applications, use the
following procedure on the Web Application Proxy:

1. From Server Manager, click Tools, and then click Remote Access Management.

2. Inthe Remote Access Management Console, under the Configuration node, click Web
Application Proxy, and then in the Tasks pane, click Publish.

3. Inthe Publish New Application Wizard, on the Welcome page, click Next.

4. On the Preauthentication page, shown in Figure 5-19, click Active Directory Federation
Services (AD FS), and then click Next.

3 Publish New Sipplication Wizard x

Preauthentication o o

Specify the preauthentication method:

® Active Directory Federation Services (AD F5)

Al unauthenticated client requests are redirected to the federation server. After successful
authentication by AD FS, eliant raquests are forwarded to the backend server. Web Application Proxy
can also provide credentials to backend servers that are configured to use Integrated Windows
authentication.

) Pass-threugh
No h i perf by Web Ap Proxy. All requests are forwarded to the
backend server.

FIGURE 5-19 Enabling preauthentication on the Web Application Proxy

5. On the Supported Clients page, choose the preauthentication method, as shown in
Figure 5-20, and then click Next. Choose between:

m Web And MSOFBA Used by Microsoft Office app
m HTTP Basic Used by Exchange ActiveSync clients
m OAuth2 Supported by Windows Store app
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B3 Publish New Apgplication Wizard =

Supported Clients COMNECTED TO AD F5

adfraganumiom

Select which type of preauthentication to perfarm for this application:

® Web and MSOFRA

Preauthentication for web apps and rich web apps including Microsoft Office clients that use MSOFBA

2 HTTP Basic

for rich client appl that do not support HTTP redirection and use HTTP Basic
to authenticate users, such as Exchange ActiveSync.

Enable access only for workplace joined devices
L) Qauth2

Preauthentication apps such &8 Windows Store apps or Micrasoft Office clients that are configured to
wiark with QAuth2.

< Previous Next > Publish Cancel
FIGURE 5-20 Selecting the appropriate client type

6. On the Relying Party page, select the appropriate relying party trust, as shown in Fig-
ure 5-21, and then click Next.

B3 Publish New Apgplication Wizard =

Relylng Par‘ty CONNECTED TO AD F5

adfraganumiom

Selact the AD FS relying party for this applecation:

Filter )

MName

A Datum Test App

< Previous Mext > Publish LCancel

FIGURE 5-21 Selecting the relying party trust
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7. On the Publishing Settings page, shown in Figure 5-22, in the Name box, type the
name of the app that you want to publish.

8. In the External URL box, type the external URL, and then in the External Certificate list,
select the certificate that has a subject name that matches the URL you specified. The
backend server URL should match the external URL.

B3 Publish New Application Wizard
r RN LR e CONNICTED TOADFS
Publishing Settings st asanimconn
Spexify the publishing settings fior this web application.

Name=
A Datum Test App

This name will appear in the list of published web applications.

External URL:

1.adatum.com/,

External certificate:

E.Ion-s\-.r{.u.!alum.cnm View..

] Enable HTTP ta HTTPS rediraction

Backend server URL:

o svrl.adatum,

I Next > Publish | | Cancal

FIGURE 5-22 Configuring the internal and external URLs and the certificate

NOTE EXTERNAL AND INTERNAL URLS

For each app that you publish, you must configure both an external URL and an internal
URL. The Web Application Proxy uses the internal URL to access the app on behalf of
external users. External users use the external URL to access the published app. When you
define the external URL, you must also choose a certificate that contains the host name in
the external URL, and you must install that certificate on the local server.

9. Optionally, select the Enable HTTP To HTTPS Redirection check box, and then click Next.

NOTE HTTP TO HTTPS REDIRECTION

The Enable HTTP to HTTPS redirection feature is new to Windows Server 2016. This option

helps ensure users can access your published app even if they omit to type https as the
prefix of the published app URL.

10. On the Confirmation page, click Publish, and when prompted, click Close.
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Implement Web Application Proxy in pass-through mode

When you publish a web application, you can choose whether to use AD FS preauthentica-
tion, as described in the last section. Alternatively, you can use pass-through mode. When you
select pass-through mode, the Web Application Proxy does not use AD FS to perform preau-
thentication; instead, it passes the authentication request to the backend server that hosts the
published application.

To publish an app using pass-through mode, use the following procedure:

1. Inthe Remote Access Management Console, in the Tasks list, click Publish.

2. Inthe Publish New Application Wizard, on the Welcome page, click Next.

3. On the Preauthentication page, shown in Figure 5-23, click Pass-through, and then

click Next.
2 Publish New Application Wizard %
Preauthentication e

Specify the preauthentication method:

7 Active Directory Federation Services (AD F5)
Al unauthenticated client requests are redirected to the federation server. After successful
authentication by AD FS, cliant raguests are forwarded to the backend server. Web Application Proxy
can also provide credentials to backend servers that are configured to use Integrated Windows
authentication.

@ Pass-through

No preauthentication is performed by Web Application Proxy. All requests are forwarded to the
backend server.

=y T

FIGURE 5-23 Configuring pass-through mode

4. On the Publishing Settings page, configure the Name, External URL, External Certifi-
cate, and Backend Server URL.

5. Optionally select the Enable HTTP To HTTPS Redirection check box, click Next, and
then click Publish.
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Publish Remote Desktop Gateway applications

Many organizations that provide Remote Desktop Gateway applications for their users want
to make these app available to their users remotely. However, when you use the Web Ap-
plication Proxy role service to publish Remote Desktop Gateway app, you help to make your

infrastructure more secure by reducing the exposure of the Remote Desktop Gateway server.

NOTE ASSUMPTIONS

The following documentation assumes that you have already deployed and configured the
Remote Desktop Gateway and related components and have created and configured the
Remote Desktop Gateway app you want to make available to your users.

To publish Remote Desktop Gateway app without using preauthentication, use the same
procedure described in the preceding section: Implement Web Application Proxy in pass-
through mode. On the Publish Settings page, enter the root FQDN of the RD Web Access
server as the External URL.

\) EXAM TIP

If your RD Web Access and RD Gateway are on different RDG servers, you must publish two
virtual directories separately.

To publish Remote Desktop Gateway app using preauthentication, use the following pro-
cedure:

1. Onthe AD FS server, in the AD FS console, create a Relying Party Trust:

A. Use the Add Relying Party Trust Wizard, and choose the option Enter Data About
The Relying Party Manually, as shown in Figure 5-24.

g A Rebying Party Trust Wizard x
Select Data Source
Steps Select an opian lhat this wizaid velluse bo chtain data about this relying party:
@ Welcome
RS O oo data about
@ t Diats Sounce Use i x i A o ik pis sk that wablobes
@ Spesly Display Nams e fech data onling or o 3 kocal
@ Conbigure e Eederalion metadata addsess (host name or URLE
@ Configre URL
@ Configure Mdenliinr: Examgle: 2 conloso.com of hitpe:/ v conlosa.com/app.
@ g‘cm;“‘m“fm“' () ot data sbout the relying party ficm s He
s thé T e o avwhing Pty cegarianion that hat
@ Flesdy loAdd Trust waported its fedesation metadata bo a Se. Ensune that this e iz from a Inssted souce. Thiz wizaed wil not
@ wvalidate the sowce of the ile
@ Finish
Fedaalion metadata fils localier
Brae
(®) Enjer data about Ihe sebing paily manuslly
this by irgul the L
< Presious et > Cancel

FIGURE 5-24 Specifying the data source for a relying party trust

Skill 5.2: Implement Web Application Proxy

327



B. Click through the wizard accepting default values.

C. On the Configure Identifiers page, in the Relying Party Trust Identifier box, type
the external FQDN you want to use for Remote Desktop Gateway access, as shown
in Figure 5-25. Click Add, and then click through the rest of the wizard.

@ Add Relying Party Trust Wizard *

Configure Identifiers

Steps Relying paitie: may be identified by one or more unique identiver shings. Speciy the identiiers for this relying
@ Welcoms pasly brust.

@ Select Data Sowece Rialying party nst identifier:

@ Speciy Dizplay Name [ o ] Add

@ Configure Cestificate Example: https-//fz.contoso com/adiz/services/ust

@ Conligure URL Relying paity st identifiers:

@ Configure Identifiers [bsio<://1cr-svi1. adatum. con/ Bome

@ Choose Access Contiol
Pabcy

@ Ready to Add Trust
@ Finish

+ Previous Cancel

FIGURE 5-25 Defining the relying party trust identifier

2. Switch to the Web Application Proxy, and in the Remote Access Management Console,
under Configuration, click Web Application Proxy.

3. Inthe Tasks list, click Publish.
4. In the Publish New Application Wizard, on the Welcome page, click Next.

5. On the Preauthentication page, click Active Directory Federation Services (AD FS), and
then click Next.

6. On the Supported Clients page, choose the preauthentication method, and then click
Next.

7. On the Relying Party page, select the relying party trust you just created, as shown in
Figure 5-26, and then click Next.
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9.

B3 Publish New Application Wizard x

CONNECTED TO AD F5

Relying Party 3 323t com
W Select the AD FS relying party for this application:
Fr:
Supporte ants Filter P
Relying Party Haie:

Publishing Settings
2 A Datum RDG apps

A Datum Test App

<Brevious | [ Next> publisn | [ Cancel |

FIGURE 5-26 Selecting the relying party trust

On the Publishing Settings page, type the name of the app that you want to publish.
In the External URL box, type the external URL, and then in the External certificate list,
select the certificate that has a subject name that matches the URL you specified. The
backend server URL should match the external URL. Optionally, select the Enable HTTP

To HTTPS Redirection check box, and then click Next.

On the Confirmation page, click Publish, and when prompted, click Close.

NEED MORE REVIEW? PUBLISHING APPLICATIONS WITH SHAREPOINT, EXCHANGE

To review further details about publishing remote desktop gateway app with Web Applica-
tion Proxy, refer to the Microsoft TechNet website at https://technet.microsoft.com/library/

AND RDG

dn765486.aspx.
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Skill 5.3: Install and configure AD RMS

One of the ongoing problems for network administrators is to find ways to protect their or-
ganization's data from inappropriate access. You can use NTFS file permissions to determine
who has access to files. You can implement features, such as Encrypting File System (EFS) and
BitLocker Drive Encryption, to further control data privacy.

This section covers how to:

= An AD RMS overview

m Deploying an AD RMS server

®m  Manage rights policy templates
m  Configure exclusion policies

m Backup and restore AD RMS

An AD RMS overview

AD RMS enables you to add to these capabilities, and enables you to protect data files, both
at rest on a file system, or in transit, perhaps through an email message. With AD RMS, you
can control who has access to data, what type of access they have, and even define the spe-
cific access duration.

Typical scenarios for using AD RMS to secure data include the following:
m Prevent propagation You do not want sensitive information to be sent by email.

m Restrict actions You want to restrict users to being able to view a document, but not
to edit it, nor to print it.

m Protect data You want to protect data on removable storage devices. If a storage
device containing sensitive data is lost, you want to know that the data cannot be ac-
cessed by unauthorized persons.

Components

Before you can implement AD RMS to help protect your organization's data, you must know
how to deploy and configure the AD RMS architecture, including understanding how it works.
AD RMS consists of the following components:

m AD RMS Server A server computer that is domain-joined and installed with the Ac-
tive Directory Rights Management Services role. Servers publish their AD RMS capabil-
ity by using a service connection point (SCP) in AD DS, enabling clients to locate them.
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m AD RMS Client Windows 7 and later support AD RMS, and this capability is built-in
to the client operating system. If a device is not AD RMS-aware, the device cannot ac-

cess AD RMS-protected content.

= AD RMS Apps Applications, such as Microsoft Office Outlook are AD RMS-aware
and can interact with AD RMS-protected content.

m Database AD RMS stores its configuration in a database, either a Microsoft SQL
Server database for large deployments, or else the Windows Internal Database for
smaller deployments.

= PKI

AD RMS is dependent on digital certificates. Consequently, you require a prop-

erly configured PKI. AD RMS uses the following certificates and licenses:

m Server Licensor Generated when you deploy an AD RMS cluster (group of AD
RMS servers). Allows the AD RMS server to issue:

Additional server licensor certificates to other AD RMS servers

m Rights account certificates to clients

m Client licensor certificates

m Publishing licenses

m Use licenses

m Rights policy templates

Client Licensor Enables a user to publish protected content.

Machine Certificate Used to identify a computer or device.

Rights Account Certificate Identifies a specific user.

Publishing Licenses Determines applied rights on protected content.

End-user License Enables a user to access protected content.

NEED MORE REVIEW? ACTIVE DIRECTORY RIGHTS MANAGEMENT SERVICES OVERVIEW

To review further details about AD RMS, refer to the Microsoft TechNet website at
https://technet.microsoft.com/library/hh831364(v=ws.11).aspx.

Deploying an AD RMS server

The following exam skills are also covered in this section: Installing a licensor certificate and
manage an AD RMS SCP.

You can deploy and configure the Active Directory Rights Management Services role by
using Server Manager. To do so, use the following procedure:

1. In Server Manager, click Manage, and then click Add Roles And Features.

2. Click through, and on the Server Roles page, select the Active Directory Rights Man-
agement Services check box, click Add Features, and then click Next.
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3. On the Active Directory Rights Management Services page, click Next, and on the Role
Services page, select the Active Directory Rights Management Server check box, as
shown in Figure 5-27, and then click Next. The Identify Federation Support check box is
used to enable integration with AD FS.

= Add Roles and Features Wizard = o *®
+ r 3 DESTINATION SERVER
Select role services LON-5VR7 Adstum com

Select the role services to install for Active Directory Rights Management Services

Role services Description

Active Directory Rights Management
Services (AD RMS) helps you protect
information from unauthorized use,
AD RMS establishes the identity of
users and provides authorized users

("illActive Directory Rights Management Serve
[C] tdentity Federation Support

AD AMS

with licenses for protected
Role Services information.

Confirmation

< Previous Install Cancel

FIGURE 5-27 Deploying the Active Directory Rights Management Services role

4. Click Install, and when prompted, click Close.

You can also use the Windows PowerShell Install-WindowsFeature ADRMS -IncludeManage-
mentTools command to install the Active Directory Right Management Services server role.

NEED MORE REVIEW? AD RMS CMDLETS IN WINDOWS POWERSHELL

To review further details about managing AD RMS with Windows PowerShell, refer to the
Microsoft TechNet website at https://technet.microsoft.com/library/ee617271.aspx.

After deploying the role, you must configure it. Use the following procedure:

1. InServer Manager, in the notifications area, click Perform Additional Configuration.
The AD RMS Configuration Wizard launches.

2. Inthe AD RMS Configuration Wizard, on the AD RMS page, click Next.

3. On the AD RMS Cluster page, shown in Figure 5-28, click Create A New AD RMS Root
Cluster, and then click Next.
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4 TARGET SERVER
AD RMS Cluster LON-SVR1.Adatum.com

AD RMS Create or Join an AD RMS Cluster

AD RMS supports two types of clusters: a root cluster for certification and licensing and a
licensing-only cluster. To deploy AD RMS, you must first set up a root cluster in the forest. You
<an then set up one or more licensing-only clusters in the same forest, depending on your neads.

Configuration Dat

®) Create a new AD RMS root cluster

Join an existing AD RMS cluster

More about AD RMS clusters

FIGURE 5-28 Creating an AD RMS cluster

On the Configuration Database page, specify to use a Windows Internal Database on
the local server, as shown in Figure 5-29, or else enter the details to connect to a SQL

Server database instance. Click Next.

s AD RMS Configuration: LON-SVR1.Adatum.com — o *
. o TARGET SERVER
Configuration Database NS A i
AD RMS Select Configuration Database Server
AD RMS Cluster
Your AD RMS cluster uses a d to store configuration and paolicy inf ion, The datak
can be hosted either by Windows Internal Database or on a separate SQL database server
[rec ded). If you choose Wi Internal Database, you cannot add mare AD RMS

servers to this cluster. You can specify the SQL database server by selecting it from a list, or you
can type its name or CNAME alias (recommended).

() Specify a database server and a database instance.
Server:
Select...
Database Instance:

List

®

s Internal Database

More about the AD RMS configuration database

FIGURE 5-29 Defining the AD RMS database
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5. On the Service Account page, enter the details for a domain user account that is to be
used as a service account, as shown in Figure 5-30. Click Next. Ensure that this pass-
word is configured with both the User Cannot Change Password and Password Never
Expires options.

e AD RMS Configuration: LON-SVR1.Adatum.com - 0o ®

TARGET SERVER
LON-5VR1.Adatum.com

Service Account

Specify Service Account

The AD RMS cluster reguires 3 domain user account so that it can communicate with other
senvices and network computers, Specify a standard domain user account with no additional
permissions.

Domain User Account:

soecity. |

More about the AD RMS service account

install | [ Cancel

FIGURE 5-30 Defining the service account

6. On the Cryptographic Mode page, as shown in Figure 5-31, select the cryptographic
mode, and click Next. Cryptographic Mode 2 is recommended.
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TARGET SERVER

Cryptographic Mode LON-SVR1Adatum.com

ADRMS Specify Cryptographic Mode
AD RMS Clugter

Configuration Database AD RMS can operate under two mades which differ on the basis of the cryptographic key length
and the strength of sig: hashes. Cryptographic mode 2 is d for new cluster
deployments where you have ensured that all AD RMS client computers have been updated to
support it. As cryptographic mode 2 cannot be undone, if you are unsure of full support within
S = this cluster or any other clusters that it will share a trusted user domain (TUD) relationship with,
Cluster Key Storags select cryptographic mode 1 instead,
Clugtzr Key Passwerd

® Cryptographic Mode 2 [RSA 2048-bit keys/SHA-256 hashes) .. . . . .. ...

) Cryptographic Mode 1 (RSA 1024-bit keys/SHA-1 hashes)

More about the AD RMS cryptographic mode

< Previous Mext » Install Cancel

FIGURE 5-31 Selecting a cryptographic mode

On the Cluster Key Storage page, shown in Figure 5-32, specify the AD RMS cluster key
storage mode. This key is used in disaster recovery, or when you add servers to the AD
RMS cluster. Choose between:

= AD RMS Centrally Managed Key Storage
m Cryptographic Service Provider (CSP) Key Storage

F AD RMS Configuration: LON-SVR1.Adatum.com = ] x
TARGET SERVER
Cluster Key Storage LON-SVR1 Adatum.com
AD RMS Specify AD RMS Cluster Key Storage

AD RMS Clugter
Configuration Database An AD RMS cluster uses the AD RMS cluster key fo sign certificates and licenses that the cluster
N wsues, The cluster key is required for disaster recovery and when additional AD RMS servers are
service Account joined to the cluster. You can allow AD RMS to encrypt and store the key, or you can stors the
key by using a cryptographic service provider (CSP). If the cluster key is stored in a CSP, you must
manually distribute the key to servers that join the cluster later.

{Z} Uge CSP key storage

More about cluster key storage

< Previous Next > Incrall Cancel

FIGURE 5-32 Defining the cluster key storage method
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NEED MORE REVIEW? UNDERSTANDING AD RMS KEY PROTECTION AND STORAGE

To review further details about AD RMS key storage, refer to the Microsoft TechNet web-
site at https://technet.microsoft.com/library/cc754905.aspx.

8. On the Cluster Key Password page, enter a password, and confirm the password. Click
Next. This password is used to encrypt the cluster key. To add servers to the cluster,
you must specify this password.

9. On the Cluster Web Site page, select the appropriate website on the local server to
host AD RMS components. The Default Web Site is used by default, as shown in Figure
5-33. Click Next.

F AD RMS Configuration: LON-SVR1.Adaturm.com - =] x
- . TARGET SERVER
ClUSter Web S-:Le LON-SVR1.Adatum.com

Select AD RMS Cluster Web Site

AD RMS is hosted in an Internet Information Services (lIS) virtual directory, which is set up on cne
of the existing Web sites on this server.

Select a Web site for the virtual directany:

Default Web Site

Cluster Addrass

More about the cluster web site

FIGURE 5-33 Selecting the website

10. On the Cluster Address page, shown in Figure 5-34, enter the URL for the cluster server.
You cannot change this information after you configure the AD RMS server. Click Next.
The FQDN you enter must be resolvable in DNS. Also, if you use SSL, which is recom-
mended, you need a certificate with the appropriate subject name.
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Cluster Address

AD RMS

AD RMS Clugter
Configuration Database
Service Account
Cryprograp!

Clugter Key Storags

Aogs

Clustzr Key Passwerd

F AD RMS Configuration: LON-SVR1.Adatum.com = ] x

TARGET SERVER
LON-SVR1.Adatum.com

Specify Cluster Address

A cluster address makes it possible for AD RMS clients to communicate with this duster over the
network. We recommend that you configure AD RMS to use the Secure Sockets Layer (S5L)
protocel to encrypt network traffic between AD RMS clients and this cluster. You must use an
S5L-encrypted connection if you intend to federate this cluster.

Connection Type:

® Use an S5L-encrypted connection (hitpsy)
) Use an unencrypted connection (hitps//)

Fully-Qualified Domain Name: Pgrt:

https/  [adrms.adatum.com |[as3
) Vou cannct change this address o port number after AD RMS is installed and configured.

More about the cluster web site

< Previous Mext » Install Cancel

FIGURE 5-34 Specifying the cluster address

11. On the Server Certificate page, shown in Figure 5-35, specify the certificate that you
want to use for SSL. Note that you should avoid using a self-signed certificate in pro-
duction environments. Click Next.

Server Certificate

AD RMS

AD RMS Cluster
Cenfiguration Database
Service Account
Cryptographic Mode
Cluster Ksy Storags
Cluster Key Password
Cluster Wab Sz

Cluster Address

Licenser Certificate
SCP Registration
Confirmation

T AD RMSE Canfiguration: LON-SVR1.Adaturn.com = n x

TARGET SERVER
LON-SVR1.Adatum.com

Choose a Server Authentication Certificate

When communicating with clients, AD RMS can use Secure Sockets Layer (SSL) to encrypt
network traffic. For production deployments, choose an existing 551 certificate whaose subject
name matches the host name of the cluster, For test deployments, you can create and use a self-
signed certificate instead,

adimsadatum.com  AdatumCA 2/1/2027

() Create a self-signed certificate for SSL encryption
() Chooge a certificate for SSL encryption later

Mare about the server certificate

< Previous ! Mext > I Install Cancel

FIGURE 5-35 Selecting an authentication certificate

12. On the Licensor Certificate page, shown in Figure 5-36, click Next.
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[ AD RMS Configuration: LON-SVR1Adaturm.com - o ®

. gy TARGET SERVER
Licensor Certificate LON-SVR1.Adatum.com

AD RMS Narne the Server Licensor Certificate
AD RMS Cluster
Corfiguration Database AD RMS creates a server licensor certificate that establishes the identity of this AD RMS cluster to
clients. Because of the significance of this certificate, we recommend that you make a backup of

Service Account this certificate to safeguard your deployment and improve disaster recovery efforts in the event
Cryptographic Mods of hardware failure or loss of the AD RMS database server,

Cluster Kay Storage Mame:

Clugter Key Password |LON-SVR1

Cluszer Wab She
Clusier Addrass
ficate

SCP Regisiration

Confirmaticn

FIGURE 5-36 Configuring the licensor certificate

13. On the SCP Registration page, shown in Figure 5-37, click Register The SCP Now, and

click Next.
[ AD RMS Configuration: LON-SVR1.Adatum.com = 0 X
SCP Registration mw::iiﬁfxi‘
AD RMS Register AD RMS Service Connection Point

AD RMS Cluster
Corfiguration Database  The AD RMS service connection point (SCP) can be registered in Active Directory Domain Services
(AD DS) when an AD RMS cluster is created. The SCP provides clients with intranet URLs for the

Sarvice Account AD RMS cluster.

Cryptographic Modz To register the service connection point [SCP) now, you must be a member of the Enterprise
Cluster Kay Storage Admins group. If you are not a8 member of the Enterprise Admins group, you must have a
e member of the Enterprise Admins group register the SCP after you finish installing AD RMS.
Cluster Key Password Clients cannot access this AD RMS cluster until its SCP is registered,

Cluszer Wab Sie
Clusier Addrass
Server Certificate O Rggister the SCP later

Licensor Certl

® Register the SCP now

Confirmaticn

More about SCP registration

FIGURE 5-37 Registering the SCP

14. On the Confirmation page, click Install, and when prompted, click Close.
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Manage rights policy templates

You can use AD RMS rights policy templates to simplify the administration of rights through-
out your organization. For example, you can configure templates that enable viewing-only
rights on Word documents. After you create your rights policy templates, users can apply
them to content using AD RMS-aware app, such as Microsoft Office Word, by using the Pro-
tect Document option.

The rights policy templates are stored in the AD RMS database, and you can configure
them by using either the AD RMS console, or Windows PowerShell cmdlets. To create rights
policies, in Server Manager, click Tools, and then click Active Directory Rights Management
Services. Then, use the following procedure:

1. Inthe Active Directory Rights Management Services console, in the navigation pane,
click the Rights Policy Templates node.

2. Inthe action pane, click Create Distributed Rights Policy Template.

3. In the Create Distributed Rights Policy Template Wizard, on the Add Template Iden-
tification Information page, click Add to specify any languages for this template. You
must specify at least one, as shown in Figure 5-38. Click Next.

Create Distributed Rights Policy Template ? X

glg Add Template Identification Information

1. Add Template Identifica... Rights policy templates can suppoit chients with different languages.
T Configure this template’s identification information for each |
d on your client ¢

Template identification

| Language Mame Description
English (United S... US English US English

Mext > Finish Cancel

FIGURE 5-38 Defining available languages for a rights policy template

4. On the Add User Rights page, shown in Figure 5-39, click Add to select the appropriate
users or groups. You can use the wildcard Anyone. Otherwise, you must specify users
or groups by email address. Then, in the Rights list, select the appropriate rights, and
click Next.
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Create Distributed Rights Policy Template

? x
g:l Add User Rights

1. Add Template |dentifica...

Sqm:iy y#ich users and groups have rights to waork with content protected
2 AddUser Rights :mmplm. Some rights are not used in commaon RMS -enabled

LUsess and rights

Bemove...
Rights for ANYONE:
Full Control %
View
Edit
Save
Export [Save a3)

W
I Creals Cuslom Right...

[iafate Custom Right

[ Girant owmer [authar) full control right with no expiration
Rights request URL: |

| <Bevious || New> | [ Frish ][ conce
FIGURE 5-39 Adding specific rights to a template

5. You can optionally define an expiration for the rights template on the Specify Expira-
tion Policy page, shown in Figure 5-40.
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g! Specily Expiration Policy

1. Add Templale Identifica... Specily expiration condiions for content protected using this template. If the

2 Add Uset Ri content expires, it must be republished if the information stll needs to be
' set Rights avalable. If the use license expires o is not cached, the user must connect
3. Specily Expiration Palicy to the AD RMS chuster lo obtain a new icense o open the content.
Content expiration
(®) Mever expires
() Eupiesonthefollowing date 5, 45017 12008M 2
UTCY
(O Expires after the following duration [daysy 1 v |
Use license expiration
[[] Expires after the following duration (dapsk |1 =

<Brevious || Nest> Cancel

Create Distributed Rights Policy Template T X

FIGURE 5-40 Setting expiration

On the Specify Extended Policy page, you can define the following extensions, as

shown in Figure 5-41:
m Enable Users To View Protected Content Using A Browser Add-On

m Require A New Use License Every Time Content Is Consumed
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Create Distributed Rights Policy Template

g:! Specily Extended Policy

1. Add Template |dentifica... Specify additional o
2. Add User Rights ) )
3. Specily Expiration Pobicy [] Enable users to view protected content using a browser add-on

fior content protected using this template,

4. Specily Extended Pobicy 0 E;:L'\mt-:ﬁ: n::';e;]icenae everp lime content is consumed (disable

If you would like to specily additional information for you AD

O AMS-enabled applcation, you can specify them hese as name-value
pairs

MName Value

Add Femoye

cBevious || New> | [Enih ]| Concd

FIGURE 5-41 Specifying extended policy options

7. On the Specify Revocation Policy page, you can configure revocation options for the

policy, as shown in Figure 5-42. Click Finish to create the template.

Create Distributed Rights Policy Terplate T x
‘gg Specify Revocation Policy
1. Add Template Identifica... Specily whether content protected using this template may be revoked.
Ri Revocation denies permission to open such content based on various
2 Add User Rights facloes [such as content ID, users, or applcations).
3. Specily Expiration Policy
4 Specity Extended Pokc [[] Bequire revocation
5. Specily Revocation Pol . The URL of the location where the revocation st is published:
hittpd
Rehiesh interval for revocation list (days): i =
File ining public key ding to the signed fion list:
< Previous N ~ Cancel

FIGURE 5-42 Revocation policy settings
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EXAM TIP
Q

If you subsequently change the details of a template, documents protected with that tem-

plate are updated to reflect those changes.

Configure exclusion policies

You can create and use exclusion policies to prevent specific users or app from using AD RMS.

You can configure three types of exclusion policies:

m Application Enables you to block specific app, such as Microsoft Office Word.

m User Enables you to name specific excluded users.

m Lockbox Version Enables you to block specific client versions, for example, Windows XP.

To create and manage exclusion policies, use the Active Directory Rights Management
Services console. For example, to block Microsoft Word, use the following procedure:

1.

In the navigation pane, click the Exclusion Policies node, shown in Figure 5-43.

T Active Directony Rights Mansgement Sences -
D Se [m] X
File fction Yiew Help
L AEY
B e Y
PR + + ;o ion Poli.. &
5 g Trust Policies The administration for AD RMS Exclusion Policies. - = .
] Rights Palicy Termplates View i
i Paghts Account Certif o Refresh
o Exchusion Policies (T—— ==
+ b Security Policies User Exchusion 2 |8 b
> L) Reports ou can prevent specific user accaunts from obtaining use licenses by adding users’ rights sccount certificates
to this user exclusion list,
B Manage AD BMS user exclusion list
Application Exclusion =
You can prevent some versions of an AD RMS-enabled application from accessing protected content. To do this,
you need to specify the A0 RMS-enabled spphcation along with the range of veriion nurmbers to be encluded,
(4] gicati fusion I
Lockbax Version Exclusion =
You can ensure that & minimum version of the A0 RMS client software iz wed to consurme protected content. If
the bockbo version of a client is less than the specified minirmum version, the client cannot obtain fights
secount cerificates or use leenses from this AD RMS cluster.
B} tanagel ion exclusion setting:
< >

FIGURE 5-43 Exclusion policy node

In the details pane, click Manage Application Exclusion List.

In the Actions pane, click Enable Application Exclusion.

In the Actions pane, click Exclude Application.

In the Exclude Application dialog box, enter the following information, and then click Finish:
m Application File Name: Word.exe

= Minimum Version: 14.0.0.0

® Maximum Version: 16.0.0.0
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Backup and restore AD RMS

It is important that you know how to protect your AD RMS deployment from data loss. If AD
RMS is not available, protected content cannot be accessed.

The more important AD RMS components are:

m Private Key And Certificates The simplest way of protecting your AD RMS private
key and related certificates is to export the certificates, with the private key, to an of-
fline location.

m The AD RMS Database The method you use depends on whether AD RMS is con-
figured to use Windows Internal Database or a SQL Server database instance. A full
system backup includes the Windows Internal Database. This won't necessarily be the
case if you use SQL Server because the database might be located elsewhere. Use ap-
propriate methods to back up the SQL database.

m Configured Templates To back up the templates, export the templates to a shared
folder, and then back them up as files.

NEED MORE REVIEW? DISASTER RECOVERY GUIDE FOR ACTIVE DIRECTORY RIGHTS
MANAGEMENT SERVICES

To review further details about recovery for AD RMS, refer to the Microsoft TechNet web-
site at https.//social.technet.microsoft.com/wiki/contents/articles/9111.disaster-recovery-
guide-for-active-directory-rights-management-services.aspx.

Chapter summary

m AD FS federation trusts are not related to AD DS forest trusts.

m The Active Directory Federation Service role issues, manages, and validates identity
claims.

m The claims provider hosts the attribute store and manages user authentication.
m The relying party hosts resources.

®m You can implement Web Application Proxy to publish both claims-aware and
non-claims-aware app.

m Integrating AD FS with the Web Application Proxy enables you to implement
preauthentication for published app and websites.

m AD RMS enables you to protect content consumption and define rights on content
for users.

Implement identity federation and access solutions


https://social.technet.microsoft.com/wiki/contents/articles/9111.disaster-recovery-guide-for-active-directory-rights-management-services.aspx
https://social.technet.microsoft.com/wiki/contents/articles/9111.disaster-recovery-guide-for-active-directory-rights-management-services.aspx
https://social.technet.microsoft.com/wiki/contents/articles/9111.disaster-recovery-guide-for-active-directory-rights-management-services.aspx
https://social.technet.microsoft.com/wiki/contents/articles/9111.disaster-recovery-guide-for-active-directory-rights-management-services.aspx

Thought experiment

In this thought experiment, demonstrate your skills and knowledge of the topics covered in
this chapter. You can find answers to this thought experiment in the next section.

You work in support at A. Datum. As a consultant for A. Datum, answer the following
questions about implementing identity federation and access solutions within the A. Datum
organization:

1.

2.

You are setting up the first AD FS server in the A. Datum organization. The server is
called LON-SVR1. What name should you assign to the AD FS service host name?

In AD FS, what are claims rules used for?

You have been told that you must obtain a certificate for SSL on your AD RMS server.
What is the purpose of this certificate?

Your manager doesn't want users to protect content in Microsoft Word. How could

you achieve this?

Your remote users use their own computers when working from home. They attempt
to connect to a claims-aware app through the web application proxy that you de-
ployed in your perimeter network. They receive a certificate error. Why might this be?

Thought experiment answers

This section contains the solution to the thought experiment. Each answer explains why the
answer choice is correct.

1.

You should avoid using the actual server name. This is because if you add additional
servers to the farm, they share the initial name. By using a physical server name, you
make this impossible.

Claims rules are used by AD FS to define which incoming claims are acceptable, to de-
termine which outbound claims are routed to relying parties, and to apply configured
authorization rules.

The SSL certificate enables you to secure network traffic between the AD RMS clients
and the AD RMS server.

In the AD RMS console, create an Application Exclusion policy for Microsoft Word.

It is likely that the certificate you used for the app is not from a trusted CA. If you are
likely to extend your app to computers that are not part of your organization, consider
using a public CA to issue the certificates for any published app.

Thought experiment answers
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power options 230-231
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client-side extensions 199-200
enforced policies 185-187
inheritance 182-187
loopback processing 195-197
order and precedence 181-182
security filtering 187-192
slow-link processing 197-200
WM filtering 192-195
publishing root CA using 265-266
resetting default 174
restoring 167-168
security templates 211-214
settings configuration 202-224
administrative templates 221-225
Folder Redirection 214-221
scripts 209-210
security 211
software installation 202-208

site-linked 165
Starter 162-164
structure of 156
use of 149-150
Group Policy template 156
groups 62-69
built-in 62
configuration of 66-67
configuring group nesting 63-65
converting 65
creating 65-66
group membership 68-69
management of 67-69
scope 63-64, 65
special identities 63
types 64, 65

H

high availability 262

Hypertext Transfer Protocol over Secure Sockets Layer

(HTTPS) 299

IGDLA 64
IGUDLA 64
Import-csv cmdlet 60
import-gpo cmdlet 169
infrastructure master 37
inheritance
block 183-185
GPO, configuration of 182-187
in-place upgrades 33
Install-AdcsCertificationAuthority cmdlet 242

Install-AdcsEnrollmentPolicyWebService cmdlet 242

Install-AdcsEnrollmentWebService cmdlet 242

Install-AdcsNetworkDeviceEnrollmentService cmdlet 242

Install-AdcsOnlineResponder cmdlet 242
Install-AdcsWebEnrollment cmdlet 242
Install-ADDSDomainController cmdlet 6, 17
Install-ADDSDomainController -ReadOnlyReplica
command 24

Install-ADFSFarm cmdlet 302
Install-ADServiceAccount cmdlet 79
installation

AD DS on Server Core installation 17

AD FS server role 300



Certificate Authority role service 244-245
domain controllers
read only 20-23
using Install from Media 18-21
enterprise CA 252-253
forests 4-8
offline root and subordinate CAs 253-267
online responders 266-267
root CAs 260-261
standalone CAs 246-252
Web Application Proxy 319-322
Install from Media (IFM)
install domain controller using 18-21
Install-WindowsFeature AD-Domain-Services
cmdlet 5,17
Install-WindowsFeature ADRMS -IncludeManagement-
Tools cmdlet 332
internal URLs 325
intersite replication 114, 136, 145
intrasite replication 114, 115, 136
Invoke-AdfsFarmBehaviorLevelRaise cmdlet 319
IP site links 139
IP subnets
creating 138-139
issuance policy rules 308
item-level targeting 236-238

K

KCD. See Kerberos constrained delegation
Kerberos 80, 143
policy settings 88-89
Kerberos constrained delegation (KCD) 82
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replication boundaries 9
request files 264
restartable AD DS 97
restores
Active Directory 109-110
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removal 209
upgrading 207-208
special identities 63
SSO. See single sign-on (SSO)
standalone CAs 243
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